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•OBJECTIVES  OF  THE  JEAN  MONNET  CHAIR 

• THE JEAN MONNET CHAIR IN EU INNOVATION POLICY AIMS TO :

•• foster the dialogue between the academic world and policy-makers, in particular
to enhance governance of EU policies on innovation

•• promote innovation in teaching and research through cross-sectorial and multi-
disciplinary studies, open education, networking with other institutions

• The Chair focuses on European innovation policy with a particular attention to the
single innovation market and intellectual property rights strategy.
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• AIMS  OF  THE  EU  INNOVATION  POLICY  COURSE

• THE TEACHING COURSE AIMS TO :

• ○ build a solid knowledge-base on Innovation Policy, which is essential to the

construction of a community of innovation for economic and social growth,

sustainable development and competitiveness

• ○ allow students to develop a critical approach on substantive issues in innovation

policy and competition law, with particular focus on EU integration and a Single

Innovation Market for the EU
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•MODULE  I

•INNOVATION  UNION  &  EU  INNOVATION POLICY

• (Lecture I)
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

ROLE AND MEANING OF INNOVATION

• Innovation is a key driver for economic and sustainable growth, as well as for

empowering communities and responding to societal challenges. As stated in the

Communication on Innovation Union, innovation policy plays a fundamental role in

order to inspire future visions and insights on policy-making and R&D funding in the

knowledge-based economy. Innovation is the engine of economic growth, creating

new markets, reaching new productivity levels and improving long-term welfare.
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

ROLE AND MEANING OF INNOVATION

However, innovation is a pervasive and elusive subject. It is pervasive since it entails

both public and private investments, it permeates all areas of public policy (tax,

labour, telecom, energy, competition, IP and industrial policy, education, immigration,

health, agriculture etc), and requires action at local, regional, national, global levels.

At the same time, it is a very elusive subject since it is hard to define and there is no

‘one size fits all solution’ to maximize the potential of innovation in a given country.
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

ROLE AND MEANING OF INNOVATION

All governments are willing to promote innovation, but none of them can be sure of

how to fully boost its potential. It might be difficult to strike a balance between

different forces: on the one hand, innovation is accelerating, becoming more global

and open; on the other, it requires sophisticated skills, global cooperation between

private and public players, and monitoring of societal needs. It might also be difficult

to craft innovation policies that will not be obsolete when they come into force.
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

ROLE AND MEANING OF INNOVATION

As to its definition, different suggestions have been proposed. It could be defined as:

► process by which individuals & organizations generate and put in practice new ideas

► process by which value is created for customers, by transforming new knowledge

and technology into profitable goods and services for national and global markets

► adoption of new products, processes, approaches that create a valuable outcome
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

ROLE AND MEANING OF INNOVATION

► introduction of new goods, methods of production, new markets (Schumpeter)

► creation of new (or efficient reallocation of existing) resources which contribute to

progress - i.e. allocative efficiency and social welfare (Granieri & Renda)

Given this broad range of definitions, it is clear that there is no ‘one size fits all’ recipe

for defining innovation which can be applied to all sectors of economy and countries.
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

• INNOVATION AND THE EUROPEAN UNION - A BRIEF OVERVIEW

• Europe has not an Internal Market for innovation yet. Investing more in research,

innovation and Innovation Policy entrepreneurship is the sole answer within Europe

2020 to neutralize the weaknesses in public education & innovation systems, enhance

capacity to deliver smart, sustainable and inclusive growth, favor smart specialization

& circular innovation, create a balanced IP system. As a result of the Innovation

Union flagship initiative (2010), a strategic and integrated approach to innovation -

boosting European national regional research and innovation potential - is essential.
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

• OBJECTIVE OF THE EUROPEAN INNOVATION SCOREBOARD

• The European Innovation Scoreboard, launched in 2000 & published yearly by the

Commission, offers a comparative analysis of research and innovation performance

in EU countries, other European countries, and regional neighbours. It examines

strengths and weaknesses of national research and innovation systems, and helps

countries to track progress & spot priority areas to boost innovation performance.
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

• WHICH INDICATORS ARE USED FOR THE SCOREBOARD ?

• 4 main categories – 10 innovation dimensions - 27 performance indicators

• ► Framework Conditions (capture main drivers of innovation performance)

• ► Investments (include public and private investments in R&D)

• ► Innovation activities (capture innovation efforts at company level)

• ► Impacts (show how innovation translates into benefits for the whole economy)
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

• EUROPEAN INNOVATION SCOREBOARD (2018)

• According to the last edition of the Scoreboard, the EU innovation performance

continues to improve, progress is accelerating and the outlook is positive. Progress

has been strongest in the dimensions of i) innovation-friendly environments,

ii) human resources, and iii) attractive research systems.

• ► EU innovation leaders: Sweden, Denmark, Finland, UK, Luxembourg

• ► Fastest growing innovators: Lithuania, Netherlands, Malta, UK, France

17



18



19



20



•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

• EUROPEAN v GLOBAL INNOVATION PERFORMANCE (2018)

• The EU continues to improve its position (+ 5.8% between 2010-2017); it maintains

a performance lead over China, Brazil, South Africa, Russia and India. China however

has a much higher innovation performance growth rate, and is catching up very fast.

• ► South Korea is the most innovative country (+ 24% above EU performance)

• ► Canada, Australia, Japan and the U.S. are performing better than the EU
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

• EUROPEAN v GLOBAL INNOVATION PERFORMANCE (2018)

• To achieve a high level of innovation performances, countries need a balanced

innovation system, with an appropriate level of investments in education, research

& development, innovation friendly business environment, strong digital

infrastructure, competitive markets, and efficient allocation of resources.

• ► EU needs to reinforce its efforts to innovate, and move towards cleaner and

smarter industry to boost its competitiveness and increase societal welfare.
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

• EUROPEAN v GLOBAL INNOVATION PERFORMANCE (2018)

• In particular, the European Union has to work on a variety of weaknesses:

• ► EU companies spend less on innovation than their competitors

• ► public investment across the EU falls short of 3% GDP target

• ► 40% of workforce in Europe lacks the necessary digital skills

• ► R&D intensity is not homogenous (investments concentrated in west EU regions)
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• ■ how can we define innovation ?

• ■ why is innovation so important for the society ?

• ■ which key indicators does the Innovation Scoreboard look at ?
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•Innovation  in  Europe    
•Scoreboard  Performance  and  Indicators

SUGGESTED  READINGS

● EU Commission, ‘European Innovation Scoreboard’ (2018)

● EU Commission, ‘European Innovation Scoreboard 2018: Europe Must Deepen its Innovation
Edge’ , (2018) Press Release IP/18/4223

● EU Commission, ‘2018 European Innovation Scoreboard – Frequently asked questions’,
(2018) Fact Sheet Memo/18/4224

•● M. Granieri & A. Renda, Innovation Law and Policy in the European Union (Springer 2012)
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•MODULE  I

•INNOVATION  UNION  &  EU  INNOVATION POLICY

• (Lecture II)
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•The   Lisbon   Strategy

• INNOVATION AND THE EARLY DAYS OF THE EC

• The Commission first identified innovation as a process which needs to be supported
at Community level only during the 1960s, when the first measures about research and
innovation were adopted. A Working Group on Scientific and Technical Research
Policy was established to promote the advancement of research and innovation.

• It noted that innovation was becoming increasingly important
• but that the situation in Europe was problematic. It identified
• a number of issues to be addressed both at Member States
• and Community levels: low dynamism in universities, a lack of
• suitable human resources, and lack of an environment conducive
• to research and innovation.
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•The   Lisbon   Strategy

• INNOVATION AND THE EARLY DAYS OF THE EC

• In the 1970s, innovation was mainly considered as a policy topic related to the
development of a broader policy on research. The goal of a policy for research was to
strengthen Europe’s position in international competition through innovation, and to
create conditions favourable to innovation. Later, however, the concept of innovation
was progressively linked to industrial and economic policies. This phase marked a
widening of the scope of innovation well beyond its technological component.

• Innovation was generally interpreted as a linear process which translates knowledge
into products. The ‘European paradox’ meant that Europe had failed in turning
knowledge into products, due to a lack of favourable climate for SMEs, a tax &
cultural environment hostile to risk taking, and resistance of employees to innovation.
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•The   Lisbon   Strategy

• EVOLUTION OF INNOVATION POLICY

• A Commission Communication on ‘industrial development and innovation’ (1980)
set a new dynamic, highlighting the need for a successful innovation, which should
act as a bridge between industrial strategies and scientific & technological policies.

• A 1981 Communication established a first Community policy for innovation,
strongly linked to industrial policies. It also remarked the failure of the Community in
enhancing innovation, due to many factors (R&D, taxation, funding, skilled
workforce). It suggested that solutions should be focused on various aspects of the EC
internal market (e.g, standards, IPRs, norms, public markets), and that the
Community lending instruments should give priority to innovation.
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•The   Lisbon   Strategy

• EVOLUTION OF INNOVATION POLICY

• Various programs supporting innovation were implemented in the 1980s:

• ○ SPRINT (strategic programme for innovation and technology transfer)

• ○ EUREKA (supporting stronger links between public and private partners)

• ○ Framework Programme for Research and Development (R&D)

• ○ Programme for SMEs (promotion of small and medium sized enterprises)
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•The   Lisbon   Strategy

• TOWARDS THE LISBON STRATEGY

• The Commission White Paper on ‘growth competitiveness and employment’ (1993)
marked a further evolution of the concept of innovation, by recognising that the linear
model had been replaced by more complex mechanisms. According to the document,
innovation requires an organized interdependence between the upstream phases
(linked to technology) and the downstream phases (linked to the market).

• Other initiatives (1994-95) included: i) Fourth Framework Programme for Research,
with specific innovation program (promotes an environment encouraging innovation);
ii) Regional Innovation Strategy (supports definition & implementation of innovation
policy at regional level); iii) Institute for Prospective Technological Studies
(contributes to understand the industrial innovation & growth); iv) Green Paper on
Innovation (EU innovation policy as distinct from research & industrial policies).
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•The   Lisbon   Strategy

• TOWARDS THE LISBON STRATEGY

• Only in 1996, the Commission implemented the first action plan in support of
innovation, trying to address the limited capacity in Europe to convert scientific
inventions in commercial successes (European Paradox). It argued that action at EC
level was necessary, to draw up and enforce inter alia rules on competition, IPRs and
internal market. The action plan suggested three areas for action:

• ● foster innovation culture (improve education & training, facilitate researcher
mobility, stimulate innovation in the public sector etc)

• ● establish a framework conducive to innovation (simplify legal & regulatory
environment, and ease innovation financing in Europe)

• ● better articulate research & innovation (both at national and at Community level)
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•The   Lisbon   Strategy

• WHAT WAS THE STRATEGY ABOUT ?

• The Lisbon Strategy was an action formulated
• in 2000, for addressing the EU economy in
• the period 2000-2010. Its objective was to make
• the Union ‘the most competitive and dynamic
• knowledge-based economy in the world, capable
• of sustainable economic growth with more and

• better jobs and greater social cohesion’, by 2010.

• [ VIDEO 1 - VIDEO 2 ]
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https://www.youtube.com/watch%3Fv=ppSaqr3vpZU
https://www.youtube.com/watch%3Fv=e5NGdO18Yrs


•The   Lisbon   Strategy

• SCOPE AND GOALS OF THE STRATEGY

• Set out by the European Council, it aimed at addressing the low productivity levels

and the stagnation of the EU economic growth. To this end, it formulated various

policy initiatives to be implemented by the EU Member States. The main goals

identified by the Strategy were to be achieved by 2010.

• At the core of the Strategy, heavily based on the concept of innovation (seen more as

a process to achieve other aims, rather than a goal in itself), there were the following

areas: economic, social, environmental renewal and sustainability.
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•The   Lisbon   Strategy
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•The   Lisbon   Strategy

• SCOPE AND GOALS OF THE STRATEGY

• ► under the Lisbon Strategy, a more robust economy would improve employment

in the Union; inclusive social and environmental policies would contribute

themselves to boost economic growth.

• ► key concepts of the Strategy referred to the knowledge economy, innovation, and

technology governance. Innovation was identified as one of the pillar of the EU

resurgence, and research as a means towards the achievement of higher levels of

prosperity and growth (Communication Towards a European Research Area – 2000).
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•The   Lisbon   Strategy

• THE KEY ROLE OF RESEARCH

• In particular, the importance of the role of research had previously led to the creation

of a European Research Area (ERA – January 2000). This project was endorsed by

the Lisbon European Council in March 2000, with the aim of strengthening Europe’s

leadership in research. The general impression was that Europe was not investing

enough in progress and in knowledge.

• Thus, the Commission proposed a broad action plan to raise R&D expenditure in

the EU, and Member States set national R&D investment targets at 3% of the GDP.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2000)

• More in general, during the decade of the Lisbon Strategy, several initiatives were

implemented to increase investments in research and innovation capacities. Below,

a brief review of the main acts and documents adopted by the EU institutions.

• According to a Commission Communication on ‘innovation in a knowledge driven

society’ (2000), innovation policy should be seen as a new horizontal policy

connecting different areas (economic, industrial and research policies). It was also

recognised that the fragmentation of the European innovation system needed to be

addressed, in order to limit the risks connected to an ‘innovation divide’.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2000)

• The Commission Communication (2000) identified 5 goals, in order to support
Member States and go beyond the unsuitable linear model that had led to
unsuccessful measures: i) ensuring the coherence of innovation policies (through the
coordination & assessment of national policies); ii) establishing a regulatory
framework conducive to innovation (i.e., effectively regulate, without over-
regulating); iii) encouraging the creation and growth of innovative enterprises
(build a favourable legal, fiscal and financial environment); iv) improving key
interfaces in the innovation system (promote interactions between the actors of the
innovation process); v) creating a society open to innovation (i.e., a well-informed
European society). Other initiatives also followed the 2000 Communication.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2001-2003)

• ► the 2001 European Innovation Scoreboard noted that all Member States had
improved their innovation performance, and underlined that innovation has a strong
regional dimension. However, it also identified two major weaknesses at EC level:
patenting and business R&D.

• ► the Commission Communication on ‘Industrial Policy’ (2002) highlighted the
characters of innovation, which is the result of complex and interactive processes.

• ► the Commission Communication on ‘Choosing to Grow’ (2003) held that
creating the right environment for innovation is the new competitiveness challenge.

• ► the European Technology Platform was introduced in 2003, as an industry-led
stakeholders forum, which aimed at improving innovation and knowledge transfer.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2001-2003)

• In another Communication (2003), the Commission published an update of its policy
for innovation in the context of the Lisbon Strategy. Innovation was identified as a
cornerstone of the Strategy, and the innovation process was seen as a complex
interaction between individuals organizations & their operating environment. Further,
the Commission noted that innovation policies must extend their focus beyond the
link with research. Innovation policy indeed has an ubiquitous nature & covers many
different policy areas: Single Market & competition, regional policy, taxation policy,
labour market, education, standards, IPRs, and sectoral policies. It concluded that
coordination between Member States & EC was necessary to balance conflicting
interests and priorities, and that it was urgent to define a common framework – and a
set of priorities and goals - for both European and national innovation policy.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2005-2006)

• ► in 2005, the Commission presented ‘a new start for the Lisbon strategy’, with the
intent to ensure that knowledge and innovation are the beating heart of European
growth; it proposed the creation of a European Institute of Technology, of innovation
poles at regional level, and of European technology initiatives.

• ► Commission issued a proposal for a ‘competitiveness and innovation framework
programme’ (to bring together EC programs in fields critical to innovation & growth).

• ► in the same year, the European Council published economic policy guidelines,
stressing the importance of innovation capacity for the EC economy and inviting
Member States to introduce innovation as a topic in their national reform programmes.

• ► in a different communication (2005), the Commission also stressed the key role of
Member States to reform & strengthen their public research and innovation systems.
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•The   Lisbon   Strategy
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2005-2006)

• ► the Aho Report on ‘creating an innovative Europe’ (2006) had to find ways to
accelerate the implementation of initiatives reinforcing Europe research and
innovation performance. Its key recommendation was that ‘a pact for research and
innovation is needed to drive the agenda for an innovative Europe’, which also
required will and commitment from political business and social leaders. The expert
group of the report suggested acting on regulation, standards, public procurement
and IPRs, fostering a culture conducive to innovation.

• The Parliament (Resolution, 2006) endorsed the suggestions of the Aho Report, and
supported the adoption of an ‘open innovation approach’ to boost R&D capacity.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2005-2006)

• ► in a new Communication (2006), on ‘a broad based innovation strategy for the
EU’, the Commission highlighted the EU innovation potential. In order to create a
true European innovation space, it proposed a roadmap of 10 actions regarding inter
alia education, internal market, regulatory environment, IPRs, cooperation between
stakeholders, financial instruments, and the role of government in supporting
innovation. The Commission concluded that there was a need for an improved
governance structure for innovation; the priority was to establish strong innovation
systems in all Member States.

• ► in different circumstances (2006), the European Council concluded that
innovation policy should be best understood as a set of instruments, validating the
wide policy mix approach. It invited both Commission and Member States to push
forward the implementation of the innovation policy strategy.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2007-2009)

• ► a European Parliament Resolution (2007) stressed the importance of promoting
favourable market conditions, in order to create a regulatory environment encouraging
innovation; according to the Parliament, innovation is a means to enhance welfare.

• ► in a 2007 Communication on knowledge transfer, the Commission noted that
many companies were developing open innovation approaches to R&D, aiming to
maximise economic value from their intellectual property.

• ► the European Council (2007) also observed that faster progress was necessary to
respond to the need of business to operate in an environment of open innovation.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2007-2009)

• What is more, a community framework for state aid for research & innovation was
adopted in 2007, together with the other actions addressing the full spectrum of the
innovation policy mix.

• Further efforts were also made by the Commission and the Member States to re-
launch the European Research Area, and to end the fragmentation of the research
landscape (2007-2008). Member States then launched partnership initiatives to
increase cooperation in the areas of: i) careers & mobility of researchers; ii) design
& operations of research programs; iii) creation of quality research infrastructures;
iv) cooperation between public research & industry; v) international cooperation in
science & technology. Unfortunately, all these initiatives did not prove to be fully
effective to overcome the European weaknesses in the field.
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•The   Lisbon   Strategy

• VARIOUS POLICY INITIATIVES (2007-2009)

• In 2008, the European Council had called for the launch of a European plan for
Innovation. The Commission, in response to this step, noted (Communication 2009)
that there was still a need to foster a policy and regulatory framework promoting
globally competitive EU industries and rewarding investments in research &
innovation. Better coordination was also needed in relation to innovation policies at
EU, regional and national levels, despite the relevant number of innovation programs.

• The Commission launched an open consultation on Community Innovation Policy
(2009). The results showed the need to simplify and streamline EU funding programs,
improve coordination between different governance levels (EU, national, regional),
better align research/education/innovation policies, and focus more strongly on SMEs.
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•The   Lisbon   Strategy

• ASSESSMENT OF THE STRATEGY

• As noted, in the decade 2000-2010, several reports were issued on the advancement
and progress of the Lisbon Strategy. Most of these reports (Kok Report 2004; Aho
Report 2006) highlighted that the innovation potential of the EU was not being fully
exploited, that the business climate should be made more innovation friendly, and that
the European Union was not generally on track to achieve the Lisbon targets.

• A new action plan (2009), at both national and European level, identified certain
priorities: improvements in the education systems; the creation of a EU Institute of
Innovation and Technology; the promotion of employment for researchers; the
facilitation of knowledge transfer between universities and the industry; the need to
reshape legislation on the governments support to research and investments.
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•The   Lisbon   Strategy

• ASSESSMENT OF THE STRATEGY

• By 2010, even if some progress had been made, most of the goals had not been

achieved. Possible causes of the failure of the Strategy were identified in a lack of

coordination among the Member States, conflicting priorities, an overloaded

agenda, lack of efficient governance & of determined political action, investments

spread over too many programmes, and the non-binding character of the Strategy.

• The official review of the Lisbon Strategy took place in a European Summit in 2010;

in that context, the new Europe 2020 Strategy was also launched.
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•The   Lisbon   Strategy

• END OF THE STRATEGY

• In brief, after the decade 2000-2010, the EU Commission started to work on many of

the Lisbon targets for the following decade (2010-2020). To this end, countless

policy actions have been formulated and massive investments have been made in the

field of innovation to achieve smart, sustainable and inclusive growth.
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•The   Lisbon   Strategy

• NEW CONCEPT OF INNOVATION

• Innovation has thus evolved to be understood as a

• highly complex process, which involves various

• actors (i.e. universities, private firms, governmental

• agencies, research centres) exchanging funds, skills

• and knowledge.
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•The   Lisbon   Strategy

• NEW CONCEPT OF INNOVATION

• Such a model is known as ‘Open Innovation’. Innovation policy is nowadays
considered as an umbrella policy, rather than a single policy, which seeks to identify
and address any bottleneck or limitation in the innovation process. It is connected to
R&D / industrial / education policies, and with other policies & instruments
providing the framework conditions for the innovation process (e.g., taxation,
financial support, state aid, regulation, standards, IPRs).

• At the EU level, moreover, regional & cohesion policy and the single market &
competition policy are also related to the innovation policy mix. Thus, it can be said
that innovation policy is a concept overarching & permeating a large range of policies.
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•The   Lisbon   Strategy

• EU INNOVATION POLICY MIX

• ► some elements of this innovation policy mix mainly support the process of
innovation (e.g, by fostering the creation of knowledge, or stimulating the production
of goods), and are referred to as supply-side policies.

• ► other policies & instruments instead will mainly create demand for innovation
(eg, IPRs favouring the commercialization of knowledge, or new regulations implying
the improvement of existing goods), and are referred to as demand-side policies.

• Supply-side policies have been widely used since the 1960s, to boost the innovation
process. In the last 20 years, the set of instruments and policies on the demand-side
has been broadened. Sector policies often create a demand for innovation.
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•The   Lisbon   Strategy

• EU INNOVATION POLICY MIX

• ► the efficiency of each instrument of the innovation policy mix mainly depends on
the socio-economic, cultural and geographical context in which it is introduced.
Each instrument has to be carefully designed for the context in which it will be used.

• ► the crucial goal of innovation policy is to shape the best policy mix to support
innovation, in light of the given time & governance level (local, regional, national,
European) and considering the interactions between all elements and factors.

• ► designing an efficient innovation policy mix is a continuous and dynamic process
which entails trade-offs between instruments and policies.
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•The   Lisbon   Strategy

• EU INNOVATION POLICY MIX

• The EU innovation policy mix includes all cited policies and instruments, and
complements the measures adopted at national & regional levels. Yet, two aspects
are specific to the EU level:

• ● Regional and cohesion policies, which support the actors of the innovation process
at regional level and influence the design of regional innovation policy mixes

• ● Single Market and competition policies, which strongly influence the shaping of
the innovation ecosystem at EU level (think about the unified regulatory environment,
and the free movement of goods, skills & knowledge, both beneficial for innovation)
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•The   Lisbon   Strategy

• EU INNOVATION POLICY MIX

• Depending on the components of the mix, the EU competence may be highly
significant or of simple support to national or regional measures. In brief, the EU has a
different level of responsibility for each element of the policy mix.

• For instance, the EU enjoys full competence on competition policy, the adoption of
some regulations, and the implementation of standards. Then, the EU shares
responsibility with the Member States on issues regarding R&D policy, regional
policy, tax policy and IPRs. Finally, the EU influence is limited with regard to
industrial policy and education policy. For many aspects of the mix, the EU adopts a
soft approach (making recommendations to the Member States, setting monitoring
activities, promoting exchanges of best practices & coordination activities).
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■ how has innovation policy evolved in the EU ?

■ which were the aims, pillars and key areas of the Lisbon Strategy ?

■ how do we balance actions on innovation policy at EU and state level ?
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The   Lisbon   Strategy

SUGGESTED  READINGS

● European Council, ‘Presidency Conclusions’, Lisbon 23-24 March 2000

● Report (Aho) of the Independent Expert Group, ‘Creating an Innovative Europe’ (2006)

● European Parliament (Research Service), ‘EU Innovation Policy - Part I’ (2016)

● M. Granieri & A. Renda, Innovation Law and Policy in the European Union (Springer 2012)
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•MODULE  I

•INNOVATION  UNION  &  EU  INNOVATION POLICY

• (Lecture III)
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Europe 2020 Growth Strategy & the Innovation Union

SCOPE AND GOALS OF EUROPE 2020

In 2010, at the end of the decade characterised by the partially unsuccessful Lisbon
Strategy, the Commission presented the Europe 2020 Strategy. It defined three main
objectives (covering five areas), seven flagship initiatives, and various ambitious
targets to be met during the decade and ultimately by 2020. The three main goals are:

i) smart growth - aimed at developing an economy based on knowledge & innovation
ii) sustainable growth - promoting a greener, more efficient & competitive economy
iii) inclusive growth – aimed at fostering a high employment economy [VIDEO]
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https://www.youtube.com/watch%3Fv=aTNbUIMfOms


Europe 2020 Growth Strategy & the Innovation Union

SCOPE AND GOALS OF EUROPE 2020

The 5 target areas of Europe 2020 comprise:

1) employment

2) education

3) R&D and innovation

4) climate change & energy

5) poverty & social exclusion
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Europe 2020 Growth Strategy & the Innovation Union

SCOPE AND GOALS OF EUROPE 2020

The seven flagship initiatives of the Europe 2020 Strategy include:

▫ Innovation Union (improve framework conditions and access to finance for R&D)

▫ Youth on the move (enhance education and facilitate job market for young people)

▫ Digital agenda for EU (improve high speed internet & create digital single market)

▫ Resource-efficient EU (promote energy efficiency & the use of renewable energy)

▫ Industrial policy for globalisation era (improve the business environment)

▫ Agenda for new skills & jobs (modernize job markets, better match supply/demand)

▫ Platform against poverty & social exclusion (ensure social / territorial cohesion)
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - MEANING

The smart aspect of the Europe 2020 Strategy has its roots on the development of an
economy based on knowledge & innovation. As one of the seven flagship initiatives,
the Innovation Union aims ‘to improve framework conditions and access to finance
for research and innovation, so as to ensure that innovative ideas can be turned into
products and services that create growth and jobs’.

The Commission was still looking for a solution of the ‘European paradox’, and to this
end was promoting the strengthening and further development of the role of EU
instruments to support research and innovation.
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - MEANING

In the Communication (2010) presenting the Innovation Union initiative, the
Commission recognised that ‘innovation is the overarching policy objective’, and
that the EU and Member States have to adopt a more strategic approach to innovation.

The EU Parliament, in two resolutions (2010), welcomed the Europe 2020 Strategy &
the Innovation Union initiative. It suggested the EU Commission:

► to work towards a more coherent innovation strategy

► to increase the total budget allocated to research & innovation

► to work with MSs and further converge policies on innovation [VIDEO]
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - MEANING

Two Commission’s Communications (2010) completed the vision set under the
Innovation Union. A communication on ‘regional policy’ defined regional innovation
policy as ‘a key mean of turning the priorities of the Innovation Union into practical
action on the ground’. Another communication on ‘integrated industrial policy’ stated
that ‘a new industrial innovation policy is needed to encourage the much faster
development and commercialization of goods and services, and to ensure that EU firms
are first onto the market’. Both Council and Parliament supported the initiative:

► Council: EU & MS should adopt a strategic, integrated approach to innovation

► EU Parliament: the policy success of the initiative depends on strategic orientation,
design & implementation of all the policies and measures, coordination among the
different policy areas actions and instruments, and prevention of fragmentation
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - PRIORITY AREAS

The Innovation Union tries to address six priority areas: i) strengthening the
knowledge base and reduce fragmentation (create an excellent education system in
all MSs; complete the European Research Area; streamline EU research and innovation
funding instruments); ii) getting good ideas to the market (create a Single Innovation
Market regarding IPRs and standards; promote openness, knowledge and ideas); iii)
maximising social and territorial cohesion (spread the benefits of innovation across
EU & promote social innovation); iv) European Innovation Partnerships (promote a
new approach to innovation through partnerships & ensure efficient governance-
implementation); v) leveraging EU policies externally (attract leading talent and
deepen scientific/technological cooperation with non-EU countries); vi) making it
happen (measure and monitor progress; reform both research and innovation systems).
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - PRIORITY AREAS

For instance, among the cited priorities, the European Research Area (ERA)
continues to constitute a crucial pillar of the Innovation Union. The intent is to provide
researchers with a unique and comprehensive research space, and allow them to share
ideas and generate new momentum for European innovation. Therefore, the ERA
chapter of the Innovation Union initiative promote:

● mobility of researchers across countries and sectors

● cooperation and dissemination of research results

● interaction between researchers and businesses (SMEs)

● cross-border operation of research performing bodies
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - RELEVANT PROJECTS

Several projects have been launched or strengthened in the context of the initiative:

► ‘European Institute of Innovation and Technology (EIT)’, launched in 2008, has
been strengthened under the Innovation Union. Its aim is to increase European
sustainable growth and competitiveness by reinforcing the innovation capacity of the
Member States and the EU. The Institute has created integrated structures (Knowledge
Innovation Communities - KICs) connecting higher education, research and business
sectors to one another, thereby boosting innovation and entrepreneurship. The KICs
generally focus on priority topics with significant societal impact (e.g., climate change,
sustainable energy, information and communication technology).
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - RELEVANT PROJECTS

► ‘European Innovation Partnerships’ have been launched in order to accelerate
the development and use of the technologies needed to tackle societal challenges. They
bring together existing resources & competences from all over Europe, and are active
across the whole research and innovation chain. Hence, such partnerships represent a
new approach to coordinate and streamline new or existing actions of actors of the
innovation process in a specific area (e.g., energy, transport, climate change, health).

► ‘Contractual Public Private Partnerships’ consist in contractual arrangements
between the Commission and associations representing the interests of the private
sector in specific areas. Both parties commit to a long term investment in research and
innovation. They emerged at the end of the Lisbon Strategy decade, in order to increase
the level of investments in research and innovation from the private sector.
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - RELEVANT PROJECTS

► ‘Smart Specialization Strategies’ (S3) extend the concept of Regional Innovation
Strategy, launched in 1994. The S3 identify a number of priority areas at the regional
level in order to concentrate resources and efforts, and avoid distributing investments
across a broad range of topics. Such specialization strategies are developed and agreed
by the local actors of the innovation ecosystem.

► ‘Innovation Output Indicator’ was developed by the Commission in 2013 as a
single integrated indicator for innovation, reflecting the outputs of the innovation
process. It combines four indicators of the European Innovation Scoreboard with a new
measure of employment in fast growing firms of innovative sectors.
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - RELEVANT PROJECTS

► ‘European Knowledge Market for Patents and Licensing’, proposed by the
Commission and based on the use of trading platforms, facilitating the match between
supply & demand of IPRs and enabling financial investments in intangible assets.

► Review of the role of competition policy, proposed with specific reference to the
antitrust rules on horizontal agreements (R&D agreements, technology transfer
agreements), in order to safeguard against the use of IPRs for anticompetitive aims.

► Achievement of the EU Single Market, through the creation of an EU patent &
by strengthening standardization policy to make it consistent with innovation patterns
(Communication 2017 on ‘investing in a smart innovative and sustainable industry’).
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INNOVATION UNION INITIATIVE - RELEVANT PROJECTS

► ‘Horizon 2020 (8th Framework Programme for Research and Innovation)’,
which is a funding programme launched by the EU Commission and represents the
financial instrument for implementing the Innovation Union. It supports & fosters
research in the European Research Area, and aims at its completion also by
coordinating national research policies. The specific focus is on innovation, and its
main pillars are: Excellent Science (focused on basic science), Industrial Leadership
(focused on streamlining EU industries), Societal challenges (focused on implementing
solutions to social & economic problems). The program covers the period 2014-2020.
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INNOVATION UNION INITIATIVE - MONITORING & DEVELOPMENT

After the launch of the Innovation Union flagship, the progress in the implementation
of the strategy has been constantly monitored. In a first report of the Commission
(2011), the authority reviewed the several commitments deriving from the flagship. It
highlighted that most of the commitments were on track. It further noted that it was
necessary that ‘all actors take collective responsibility for Innovation Union delivery’,
and that the success of the Innovation Union was strictly related to the successful
implementation of actions at both national and regional levels.

In the following report (2012), the Commission confirmed that progress had been
made in strengthening the policy framework for an Innovation Union. On the other
side, however, it pointed to a substantial delay in designing the European Research
Area, and to the existence of relevant divergences in innovation at regional levels.
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - MONITORING & DEVELOPMENT

In a communication on ‘research and innovation as sources
of renewed growth’ (2014), the EU Commission clarified that
some important gaps remain and need to be filled in order to
turn Europe into a more innovative society’. As stated in the
communication, ‘research and innovation affect many policy areas and involve a large
number of actors and should therefore be driven by an overarching strategy’. It was
also specified that further efforts were needed to address the fragmentation and the
inefficiencies in the Single Market, and that a human resource base with the
necessary skills was crucial to achieve the goals identified.
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INNOVATION UNION INITIATIVE - MONITORING & DEVELOPMENT

The Commission also presented (2014) ‘an investment plan for Europe’, based on
three different routes:

1) mobilising finance for investments: the European Fund for Strategic Investments
(2015) represented the main action. It was suggested that funds should be used mainly
for the areas of research and innovation.
2) making finance reach the real economy: the goal was to channel extra public and
private money to projects with a solid added value for the EU social market economy.
3) improve the investment environment: the objective was to remove barriers to
investment across Europe, reinforce the Single Market, and create the optimal
framework conditions for investment in Europe (e.g., lower barriers to knowledge
transfer, open access to scientific research, and greater mobility of researchers).
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INNOVATION UNION INITIATIVE - MONITORING & DEVELOPMENT

In the 2015 communication on ‘better regulation for better results’, the Commission
elaborated a new framework to assess and design regulation. It launched the
Regulatory Fitness Programme (REFIT) platform in order to collect suggestions on
‘regulatory and administrative burden reductions’. The Guidelines on Better
Regulation, adopted together with the Communication, include a research and
innovation tool to examine the impact of new or existing regulations on innovation.

► the aim was to address regulatory uncertainties
identified by innovators (which can hinder innovation
within the existing legal framework), and promote an
innovation-friendly regulatory environment.
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INNOVATION UNION INITIATIVE - MONITORING & DEVELOPMENT

In the following report on the progress of the Innovation Union and its outcomes
(2015), mixed conclusions were drawn. It recognised that the Innovation Union has
introduced a more strategic approach to innovation, by promoting decisive actions
that addressed both the supply and demand-side elements of the innovation ecosystem.

However, it was also noted that the outcome of such processes has been uneven across
the various Member States. As previously emerged in other reports, the main issues
concern: the need to address skills shortage; the need for closer investments by
society to develop an innovation culture; and inconsistencies of rules and practices
regarding the Single Market.
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INNOVATION UNION INITIATIVE - MONITORING & DEVELOPMENT

In a 2016 Communication, on ‘science, research and innovation performance of the
EU’, the Commission stressed the importance of the concept of ‘Open Innovation’,
and remarked the need to create the right ecosystem, increase investments, and bring
more companies and regions into the knowledge economy. A main problem is still
represented by the persistence of an innovation divide (fragmentation) across the
European Union. Further issues also concern the essential framework conditions :

► product market regulations

► barriers to entrepreneurship
► intellectual property rights protection
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - MONITORING & DEVELOPMENT

In the context of regional innovation policies, the Commission adopted a specific
communication (2017) on ‘strengthening innovation in Europe’s regions’. Here, it
remarked the importance of enabling EU regions to build on smart specialization and
fully unlock their potential for technological change, digitization and industrial
modernization. The Commission also identified some challenges which need to be
addressed: i) further reform of research and innovation systems

•within regions; ii) increasing cooperation in innovation investment
•across regions; iii) leveraging research and innovation in less
•developed regions; iv) exploit synergies and complementarities
•between EU policies and instruments.
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION INITIATIVE - MONITORING & DEVELOPMENT

► in the interim evaluation of the Horizon 2020 programme (2018), the Commission
recognised that ‘it has been an EU success story with undeniable EU added value’. In
this regard, Horizon 2020 seems on track to contribute significantly to the creation of
jobs and growth; it is increasing EU attractiveness as a place for research & innovation.

► in the 2018 Communication on ‘a renewed European agenda
for research and innovation’, the Commission remembered the
importance of connecting the different local & regional research
and innovation ecosystems to foster innovation across EU value
chains. It further highlighted the need to stimulate investment in
R&I, and to make regulatory frameworks fit for innovation.
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Europe 2020 Growth Strategy & the Innovation Union

INNOVATION UNION AND THE OTHER INITIATIVES

As clarified by the many reports and communications, the Innovation Union initiative
is clearly at the core of innovation policy for the new decade. Yet, some of the other
initiatives are also connected to innovation, with key innovation-related components.

► Digital Agenda (which aims at strengthening a key

infrastructure for modern innovation patterns)

► Agenda for new Skills &Jobs (investments in education

may eventually boost research and innovation potentials)
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INNOVATION UNION AND THE OTHER INITIATIVES

► Industrial Policy for a Globalization Era
(eg, in relation to the action of assessing the sector-specific
innovation performance for some economic fields, such as
construction / bio-fuels / road and rail transport etc)

► Resource-efficient Europe (eg, for issues related to
the sustainability of transports or smart grids, and to the
concept of eco-innovation)
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■ what did the Commission plan in order to connect research and industry?

■ what are the main bottlenecks faced in shaping the Innovation Union?

■ how does the Innovation Union relate to the other initiatives?
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● EU Commission, ‘Europe 2020 – A Strategy for Smart, Sustainable and Inclusive Growth’,
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● EU Commission, ‘Proposal for a Regulation Establishing Horizon Europe’, COM(2018) 435
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•MODULE  II

•SINGLE MARKET FOR INTELLECTUAL PROPERTY RIGHTS

•(Lecture IV)
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•The Modernization of Copyright and Related Rights

•IPR AS PART OF THE FRAMEWORK CONDITIONS

•As noted earlier, the EU innovation policy mix comprises on the one hand key
policies targeting those actors involved in the innovation process (R&D, education,
regional, industrial policies); on the other, it also includes key framework conditions.
The latter cover policies and instruments organizing the flows of knowledge skills and
funds between the actors of the innovation process, and shaping their interactions.

•Intellectual property rights are part of these key framework conditions, together with
other elements (i.e., regulation, standards, single market and competition, taxation).
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•The Modernization of Copyright and Related Rights

•IPR AS PART OF THE FRAMEWORK CONDITIONS

•The key framework conditions (which can be classified in financial, regulatory and

soft tools) are directly linked to the creation of a Single Market. Several measures have
been adopted at EU level to create an EU framework for IPRs, to align regulations

facilitating the innovation process, to harmonize standards, to promote funding of

innovation-related activities. Most of these measures aim
•at tackling the fragmentation of the EU landscape for

•innovation, and at addressing those barriers hindering

•the innovation process in the various Member States.
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•The Modernization of Copyright and Related Rights

• IPR AND THE SINGLE MARKET

• IPRs, as the other framework conditions, are closely related to the development of a
Single Market. The creation of a common market was a key goal of the European
Economic Community established by the Treaty of Rome in 1957. Efforts focused on
ensuring the free movement of persons, goods, services and capital. Yet, the
establishment of a fully functioning single market in Europe is still a work in progress.

• It can be argued that the establishment of a Single Market is the driver for many of
the framework conditions concerning the enhancement of the innovation process.
The Single Market policy itself includes measures related inter alia to IPRs (beyond
to the areas of taxation, regulation, standardization). Achieving the goals set under the
single market policy is a key aspect of EU innovation policy.
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•The Modernization of Copyright and Related Rights

• GENERAL FRAMEWORK FOR IPR

• Intellectual property rights comprise copyright, patents, trademarks, design rights,
and related issues such as trade secrets and geographical indications. In the context of
the creation of the single market, the EU institutions launched in the 1990s a process
aimed at harmonizing the legislation on IPRs.

• ► in the 1996 action plan for innovation in Europe,
• the Commission noted that ‘action at Community
• level ... is necessary to draw up and enforce the rules
• of the game, particularly those on competition, IPRs
• and the internal market’.
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•The Modernization of Copyright and Related Rights

• GENERAL FRAMEWORK FOR IPR

• ► the Treaty of Amsterdam (1997) introduced the possibility for the Council of the
EU acting unanimously to adopt measures on IPRs after consulting the Parliament.

• ► in 2007, the Treaty of Lisbon included provisions dealing with IPR in the Treaty
on the Functioning of the EU. Article 118 TFEU states that the ordinary legislative
procedure - involving EU Commission, Parliament and Council - is to be used (rather
than an unanimous vote in the Council & mere consultation of

• the Parliament) for the EU to establish measures for the creation
• of intellectual property rights aimed at providing uniform
• protection of intellectual property rights throughout the EU.
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•The Modernization of Copyright and Related Rights

• GENERAL FRAMEWORK FOR IPR

• ► in 2011, in the context of the Europe 2020 Strategy and the Innovation Union
flagship initiative, the Commission started to work on the project of a single market
for IPRs in Europe. Despite all measures taken, it recognised that the IPRs
framework is still fragmented in the Union. Further, the acceleration of technological
progress seems to put the legal framework under pressure for

• a change. As the EU Commission held, the ‘EU IPR legislation
• must provide the appropriate enabling framework that
• incentivises investment by rewarding creation, stimulates
• innovation in an environment of undistorted competition and
• facilitates the distribution of knowledge’.
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•The Modernization of Copyright and Related Rights

• GENERAL FRAMEWORK FOR IPR

• ► the EU Commission planned to revise the whole IPR framework and to review
the 2004 Directive on IPR enforcement. In this regard, in 2014, it published an
action plan, and in 2016 conducted a public consultation on the evaluation and
modernization of the legal framework for the enforcement of IPR.

• ► the EU Parliament supported this action plan and underlined
• that Member States are responsible for IPR enforcement. It also
• highlighted that ‘the key objective of the action plan should be
• to ensure the effective, evidenced-based enforcement of IPR,
• which plays a key role in stimulating innovation, creativity,
• competitiveness, growth and cultural diversity’.

106



•The Modernization of Copyright and Related Rights

• THE DIGITAL SINGLE MARKET

• IPRs, and in particular copyright, are at the core of some policy actions promoted by
the Digital Single Market Strategy for Europe, which was presented by the
Commission in 2015. The strategy is based on three pillars: i) boosting consumers’
and businesses’ access to digital goods and services; ii) developing the conditions for
digital networks and services to expand; iii) making the best of the growth potential
of the digital economy. The Digital Single Market can be considered as one of the
sectoral policies included in the innovation policy mix.
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•The Modernization of Copyright and Related Rights

• THE DIGITAL SINGLE MARKET

• The cited three pillars are related to three main policy areas:

• ► better access for consumers and businesses to online goods:
• making the EU digital world a level market to buy and sell

• ► optimal environment for digital networks & services: implementing rules which
support the development of infrastructures and match the pace of technology progress

• ► economy and society: ensuring that industry, economy and employment take full
benefit of the advantages offered by the digital world
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•The Modernization of Copyright and Related Rights

• THE DIGITAL SINGLE MARKET

• As the EU Commission noted, our world has been drastically transformed by the
internet and digital technologies. Yet, the existence of barriers online does not allow
businesses and governments to fully benefit from digital tools; further, consumers are
not able to take advantage of the newest goods and services.

• Offline barriers to the single market often spread to the
• online digital environment. For example, online markets
• are still mainly domestic in terms of online services. A small
• percentage (7%) of SMEs in the EU sells cross border. Such
• a situation can change by putting the single market online,
• letting people - firms to trade and innovate freely and safely.
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•The Modernization of Copyright and Related Rights

• THE DIGITAL SINGLE MARKET

• In other words, it is necessary to make the EU single market fit for the digital age,
by eliminating regulatory barriers and by guaranteeing the free movement of persons,
goods, services, capital and data – thus creating a market where citizens and firms can
securely and fairly access online products whatever their nationality and residence is.

• A digital single market could have a big impact by contributing € 415 billion per year
to our economy, by boosting jobs investments competition growth and innovation. It
could further offer better products, expand markets, and create opportunities for new
start-ups. Ultimately, the digital single market can help the European Union to hold its
position as a world leader in the digital economy.
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•The Modernization of Copyright and Related Rights

• THE DIGITAL SINGLE MARKET

• To sum up, the main actions of the Digital Single Market strategy are about :

• ■ boosting e-commerce in the EU (e.g., tackle geo-blocking)

• ■ strengthening cyber-security and adapting e-privacy rules

• ■ updating the audiovisual-media rules

• ■ promoting the development of digital skills & of better internet connectivity

• ■ unlocking the potential of a European data economy

• ■ modernising the EU copyright rules to fit the digital age
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•The Modernization of Copyright and Related Rights

• WHAT IS COPYRIGHT ABOUT ?

• Before looking at the modernization process of copyright in details, it is appropriate to
understand what copyright is about. The term ‘copyright’ describes the rights that
creators have over their literary, scientific, artistic works. Copyright does not protect
ideas; it rather protects the expression of ideas. In the EU, copyright protection is
obtained from the moment of creation of the work; this means that no registration
(or other formality) is required. Nevertheless, in some countries, it is possible to
voluntarily register or deposit works protected by copyright – this may be useful, for
instance, to solve disputes over ownership, or to facilitate financial transactions.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT AND RELATED RIGHTS

• As to the requirements to obtain copyright protection, it must be said that copyright
is regulated at national level. Therefore, the requirements may in theory vary from
one country to another. In general, the work should:

• ► be original - there is no complete harmonization, at EU and international levels,
on the meaning of the word ‘original’; however, based on EU jurisprudence, the
originality requirement is satisfied when the author expresses his creativity by making
free and creative choices, resulting in a work that reflects his personality.

• ► exist in some form - there is no harmonization at EU level on whether the work
has to be fixed in a material form in order to benefit from copyright protection.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT AND RELATED RIGHTS

• As to the type of protection conferred, copyright is territorial and national in scope.
Consequently, the law of the country in which the author seeks protection applies.

• However, a number of conventions and international treaties allow authors to
benefit from copyright protection in several countries (EU nations included).
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•The Modernization of Copyright and Related Rights

• COPYRIGHT AND RELATED RIGHTS

• For instance, the Berne Convention ‘on the protection of literary and artistic works’
(1886) grants authors the following categories of rights:

• ► economic rights - enable authors to control the use (e.g., making and distributing
copies) of their works and be remunerated by selling or licensing them to others. They
last at least 50 years from author’s death. Economic rights are harmonised at EU level.

• ► moral rights - usually non transferable, include the right to claim authorship, the
right to object to a distortion or mutilation of the work which would affect their
honour. They usually have no time limit. Moral rights are not harmonised in the EU.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT AND RELATED RIGHTS

• Despite being related to copyright, neighbouring or related

• rights differ as they have a specific subject matter and protect

• the interest of right-holders different from the work’s author.

• Indeed, neighbouring rights usually confer protection to the

• performers, producers, publishers, broadcasting organizations.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT AND RELATED RIGHTS

• The Rome Convention (1961) regulates such rights at international level, and
establishes a term of protection of 20 years from the end of the year in which :

• i) the performance took place

• ii) the broadcast took place

• iii) the fixation was made (for phonograms & performances incorporated in them)

• However a longer term of protection may in theory be provided for by national laws.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT AND RELATED RIGHTS

• It is not possible to outline an exhaustive list of works that can be protected by
copyright. Nevertheless, the following works are usually covered by copyright:

• ○ literary works (poems, novels, plays, newspapers articles etc)

• ○ musical compositions, films, choreographies

• ○ artistic works (photographs, sculptures, drawings, paintings)

• ○ databases, computer programs

• ○ architecture, technical drawings, maps
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•The Modernization of Copyright and Related Rights

• HOW DID COPYRIGHT DEVELOP IN THE EU ?

• In the EU, copyright rules have been subject to scrutiny in different circumstances:

• ► in 1988, the Commission published a Green Paper which represented the first step
in creating a Community framework for copyright and neighbouring rights. It was
followed by a Working Program (1991) defining a possible roadmap to harmonise
copyright legislation. Such a programme also addressed issues concerning piracy,
computer programs and databases, copying at home. A new Green Paper on copyright
was adopted in 1995, in the context of the emerging information society.

• ► the digitalization of information, goods and services brought a new challenge for
copyright. This later led to the adoption of Directive 2001/29, on the harmonization
of certain aspects of copyright & related rights in the information society.
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•The Modernization of Copyright and Related Rights

• HOW DID COPYRIGHT DEVELOP IN THE EU ?

• ► a review of the framework of copyright in Europe was further promoted by the
Commission’s Communication (2011) on the Single Market for IPR. The copyright
framework was seen as no longer fit for purpose in the digital age. After a public
consultation launched in 2014 on the review of EU copyright rules, the Commission
announced (Communication 2015) that it would revise Directive n. 2001/29 and
would consider amending the legal framework for IPR enforcement. It would also
propose solutions concerning the remuneration of authors and performers in the EU.

• ► in the last years, many stakeholders have invoked a reform of copyright that would
support creativity and innovation (Copyright Manifesto). EU stakeholders in research
also stressed the need to provide a text and data mining exception for research
activities in the review of the copyright reform.
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•The Modernization of Copyright and Related Rights

• HOW DID COPYRIGHT DEVELOP IN THE EU ?

• ► in 2016, the EU Commission adopted a Proposal for a Directive on Copyright in
the Digital Market (EU Copyright Directive). Aim of the Directive is to harmonize
the Union law applicable to copyright and related rights in the framework of the
internal market, taking into account digital and cross-border uses of protected content.
In particular, it intends to ensure a well-functioning marketplace for the exploitation
of works and other subject matter.
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•The Modernization of Copyright and Related Rights

• HOW DID COPYRIGHT DEVELOP IN THE EU ?

• ► in 2019, following the EU Commission proposal, the Council of the European
Union and the European Parliament adopted a Directive 2019/790/EU on copyright
and related rights in the Digital Single Market (EU Copyright Directive).
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• ■ in which way are IPRs related to innovation and the Single Market ?

• ■ what are the main pillars of the Digital Single Market Strategy ?

• ■ what is the scope of copyright protection ?
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SUGGESTED  READINGS

● EU Commission, ‘A Digital Single Market Strategy for Europe’, COM(2015) 192

● EU Commission, ‘A Digital Single Market for Europe: Commission sets out 16 initiatives to
make it happen’, (2015) Press Release IP/15/4919

● EU Commission (IPR Helpdesk), Your Guide to IP in Europe (2017)

● European Parliament (Research Service), ‘EU Innovation Policy - Part II’ (2016)
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•MODULE  II

•SINGLE MARKET FOR INTELLECTUAL PROPERTY RIGHTS

•(Lecture V)
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• In the mentioned 2015 Communication, on a Digital

• Single Market Strategy for Europe, the EU Commission

• explicitly promoted the modernization of the copyright

• framework, which is essential to overcome fragmentation

• within the single market. The authority noted that copyright

• underpins creativity and the cultural industry, and that the

• Union strongly relies on creativity to compete globally.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• More in details, the 2015 Communication highlighted that :

• ► copyright is a key element of the EU cultural social and technological
environment, and of the digital economy too

• ► copyright and related rights stimulate the creation of and investments in new
works, as well as their exploitation, thereby contributing to boost competitiveness
employment and innovation

• ► copyright-intensive industries (e.g., audiovisual, music, books) are one of EU
most dynamic economic sectors, and generate several millions jobs
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• ► the modernization of copyright is needed in order to achieve a wider availability
of creative content across the Union, ensure that EU copyright rules adequately
protect right-holders, and maintain a proper balance with other public policy goals –
all these objectives are fundamental for the EU economic and societal progress

• ► in particular, copyright rules need to be adapted so that all market players and
citizens can benefit from the opportunities of the new digital environment

• ► the digitization process has had indeed a strong impact on the way copyrighted
works and services are created and consumed, with the internet functioning as a key
distribution channel (eg, social media, news aggregators, video/music sharing web …)
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• The Commission further stressed that digital content is one of the main drivers of the

growth of the digital economy. This is because consumers increasingly view content

(music, videos, games) on mobile devices, and expect to get access to such content

wherever they are. However, several problems may arise; barriers to cross-border

access to copyright protected content services and their portability are still common.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• In relation to portability, when consumers move from one Member State to another,
they are often prevented – on grounds of copyright – from using the content services
purchased in their home country. On a further ground, when trying to access or buying
online copyright protected content from another Member State, consumers sometimes
find it unavailable or not accessible from their own country. The reasons behind this
are related to the territoriality of copyright, and/or to the difficulties

• regarding the clearing of rights. In other cases, contractual restraints
• between right holders and distributors (or simply distributors’ decisions)
• may also eventually result in the lack of availability and/or access.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• The Commission then underlined the need for greater legal certainty and for a
clearer legal framework to enable certain categories of users to make wider use of
copyright protected materials, included across borders; this means access without the
need to ask the authorization from right-holders (exceptions & limitations).
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• In the EU, indeed, certain uses of copyright-protected works take place under
exceptions and limitations to copyright, which have been provided in light of the
inability of the markets to deliver contractual solutions or in light of the need to
achieve public policy goals. In such cases, as mentioned above, certain categories of
users do not need to be authorised for the use of the protected works.

• Yet, most exceptions in the copyright field foreseen by EU law remain optional for
the Member States to implement. This eventually results in a fragmented framework
across the European Union, as optional exceptions may or may not have been
transposed in the national laws (and may also vary in scope).
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• Exceptions may play a key role in certain areas which are particularly relevant to the
Digital Single Market, such as education research and cultural heritage. In these
areas, characterised by the growing relevance of the cross-border aspects, differences
in the way Member States deal with the exceptions may be problematic; hence, the
importance to promote a clearer legal framework and adequate / balanced changes.

• One example concerns the use of innovative technologies by researchers exploited in
the context of text and data mining (copying of text and datasets in search of
significant correlations). Another example relates then to the work of cultural
heritage institutions, in charge of promoting access to knowledge.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• Other key points of the 2015 Communication also referred to the need of :

• ► developing an effective and balanced IP enforcement system against commercial
scale copyright infringements, while protecting fundamental rights - effective
copyright enforcement can indeed promote an efficient marketplace for copyright
works, reduce the costs of fighting infringements, and may eventually have a relevant
impact on the functioning of the digital single market (recent available data confirm
the existence of a correlation between the growth of cultural and creative industries
and effective IP protection legislation)
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• ► further clarifying on the rules applicable to the activities of online intermediaries
in relation to copyright protected works, given the substantial involvement of these
intermediaries in content distribution (e.g., removal of illegal content from the web)

• ► developing measures to safeguard the fair remuneration of creators, in order to
stimulate the future generation of contents - content creators are indeed concerned
about the fairness of remuneration conditions, in a context of lack of legal certainty
and of differences in bargaining power when licensing or transferring their rights
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• ► striking a better balance in the relation between
• right-holders, on the one hand, and news aggregators
• & online platforms, on the other - specifically, a sense
• of unfairness is perceived by right-holders, in relation to
• the transfer of value generated by some of the new forms
• of online content distribution; further, right-holders point
• to a lack of level playing field in the online content market
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• In this context, the Commission will thus examine whether the benefits of the online

use of copyright-protected works are fairly shared. It will look at specific questions:

○ are authors and performers fairly remunerated ?

○ are current rights clear enough and fit for the digital age ?

○ what is the role of online platforms ?

○ is action related to news aggregators needed at the EU level ?
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• In brief, the Commission highlighted the importance of developing a more
harmonised copyright regime in the EU, which can provide ‘incentives to create and
invest while allowing transmission and consumption of content across borders’.

• To this end, the Commission ‘will propose solutions which maximise the offers
available to users and open up new opportunities for content creators, while
preserving the financing of EU media and innovative content’.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• Furthermore, and in order to ensure an effective and uniform application of copyright
legislation, it remarked that close collaboration with Member States is essential.

• In the long term, the objective is the full harmonization of copyright in the Union,
possibly in the form of a single copyright code and a single copyright title.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• In a different communication (Towards a modern, more European copyright
framework, 2015), the Commission further explained how it intends to achieve the
goal of a more modern and European copyright regime.

• It identified targeted actions with related proposals for the short term, and remarked
the importance of the ‘Creative Europe’ programme and of other policy instruments to
financially support the growth of the copyright industry.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• The European Commission, in particular, remembered the need to:

• ○ inject more single market and a higher level of harmonization into the EU
copyright framework (eg, addressing aspects concerning the territoriality of copyright)

• ○ adapt copyright rules to the new technological realities, and promote wider access
to creative content online (including access to ‘out of commerce works’)

• ○ make sure that EU copyright rules are properly transposed and enforced
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• Inter alia, and in relation to the exceptions to copyright, it was clarified that the
Commission was assessing options in order to:

• ○ allow public interest research organizations to carry out text and data mining of
content they have lawful access to, for scientific research purposes

• ○ provide clarity on the scope of the EU exception for ‘illustration for teaching’, and
its application to digital uses and to online learning

• ○ provide a clear space for (digital) preservation by cultural heritage institutions

• ○ support remote consultation, in closed electronic networks, of works held in
research and academic libraries (and other institutes), for research and private study
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•The Modernization of Copyright and Related Rights

COPYRIGHT IN THE DIGITAL SINGLE MARKET

Moreover, as to the transfer of value, the Communication made clear that :

○ the Commission would reflect on the different factors around the sharing of the
value created by new forms of online distribution of copyright-protected works
among the various market players. The goal is to ensure that players that contribute to
generating such value have the ability to fully ascertain their rights, thus contributing
to a fair allocation of this value and to the adequate remuneration of copyright-
protected content for online users

○ the Commission would further consider whether solutions at EU level are required
to increase legal certainty, transparency and balance in the system that governs the
remuneration of authors and performers in the EU
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• Finally, the Commission reaffirmed the relevance of an efficient IP enforcement
system, including copyright. In this context, it would assess options to amend the
legal framework focussing on commercial scale infringements, in order to clarify the
rules for identifying infringers, the application of provisional and precautionary
measures and injunctions (and their cross-border effect), and the calculation and
allocation of damages and legal costs.

• The Commission would further assess, in the context of the activities of online
platforms, the effectiveness of ‘notice and action’ mechanisms and of the ‘take down
and stay down’ principle in order to tackle illegitimate uploads of protected contents.
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•The Modernization of Copyright and Related Rights

• COPYRIGHT IN THE DIGITAL SINGLE MARKET

• In the end, the Communication ‘Towards a modern, more European copyright
framework’ upheld the approach defined by the Digital Single Market Strategy on
copyright issues, and shared its conclusions about the need to promote:

• ► the further convergence of the Member States’ copyright systems

• ► dialogues between Member States to ensure a shared vision of EU copyright law

• ► appropriate measures against potential barriers to the single market for IPRs

• ► a long term vision for copyright in the EU, where authors performers creative
industries and users are subject to the very same rules irrespective of where they are
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• ■ why is the modernization of copyright linked to EU growth / progress ?

• ■ what are the exceptions to copyright about ? what risk do they raise ?

• ■ why is it essential to have an effective copyright enforcement system ?
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The Modernization of Copyright and Related Rights

SUGGESTED  READINGS

● EU Commission, ‘Towards a modern, more European copyright framework’, COM (2015) 626

● EU Commission, ‘A Digital Single Market Strategy for Europe’, COM(2015) 192

● EU Commission, ‘A Digital Single Market Strategy for Europe – Analysis and Evidence’,

SWD(2015) 100
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•MODULE  II

•SINGLE MARKET FOR INTELLECTUAL PROPERTY RIGHTS

•(Lectures VI and VII)
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE - BACKGROUND

• In the context of the various initiatives supporting the modernization process of
copyright and related rights, the EU Commission adopted a Proposal for a Directive

on Copyright in the Digital Single Market (2016).

• As part of the Digital Single Market project, the Proposal intended to ensure a well

functioning marketplace for the exploitation of works and other subject matter,
taking into account in particular digital and cross-border uses of protected contents.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE - BACKGROUND

• Specifically, the Directive Proposal has been adopted in the context of the review

process of the existing copyright rules, which took place between 2013 and 2016 with
the aim ‘to ensure that copyright and copyright-related practices stay fit for

purpose in the new digital context’. Such a review process had found problems

with the implementation of certain exceptions and their lack of cross-border effect.
It had also highlighted the difficulties affecting the use

• of copyright-protected content in nowadays digital

• and cross-border context.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE - BACKGROUND

• Several consultations moreover were held in the same period, providing the
Commission with an overview of stakeholders’ perspective on the review process
(including on exceptions and limitations, on the remuneration of authors and
performers, on the role of intermediaries in the online distribution of works, and on
the role of publishers in the copyright value chain).

• In addition, an impact assessment was carried out for the proposal, having as object
the topics of: i) ensuring wider access to content; ii) adapting exceptions to the digital
and cross-border environment; iii) achieving a well-functioning market for copyright.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE - DEBATE

• Overall, the Proposal has raised substantial debate about its text, scope and goals.

• The two most controversial provisions were undeniably those in Article 11 (new right

for publishers) and Article 13 (liability of online content sharing service providers) of

the Proposal.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE & OPPOSITION

• In particular, Articles 11 and 13 have attracted harsh criticism from U.S. technology
companies, civil liberties groups and academics. Opponents also include law
scholars, internet experts and law makers. Within the EU Parliament, the Proposal
has then been opposed by populist parties (e.g the Five Star Movement coalition).

• A German MEP, Julia Reda, has described the efforts behind the Directive as large
media companies trying ‘to force platforms and search engines to use their snippets
and to pay for them’. A UKIP member of the Parliament then argued that ‘the
proposal may destroy the capacity for free speech on the internet and social media’.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE & OPPOSITION

• ► GOOGLE (owner of YouTube): opposed the Directive since 2016, saying that it
would ‘turn the internet into a place where everything uploaded to the web must be
cleared by lawyers’.

• ► YOUTUBE: its CEO urged content creators on the platform to take action to
oppose the Proposal, as ‘it poses a threat to both their livelihood and their ability to
share their voice with the world’.

• ► FACEBOOK: argued that the Proposal could have ‘serious unintended
consequences for an open and creative internet’.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE & OPPOSITION

• Campaigners generally oppose Article 11 as it would amount to a ‘link tax’ requiring
web publishers to obtain a license before linking to news stories. Many refer to the
negative effects of the recent introduction in Germany and Spain of an ancillary right.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE & OPPOSITION

• Article 13 has been viewed as a ‘meme ban’, as the content matching technologies

which could be used to meet its requirements cannot identify ‘fair dealing’ (parody).
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE & OPPOSITION

• It has also been noted that the duration of the new ancillary right is too long and that
the proposal creates no harmonization within the EU. Other issues regard the costs
and effectiveness of upload filters and the negative effects on free speech online.

• On a last note, academic criticism has raised several concern about the impact of
Article 11 on the readership of online scientific publications, and about the obligations
on service providers under Article 13 which would heavily affect small players.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE & SUPPORT

• On the other side of the spectrum, most media groups, major music labels,
mainstream newspapers, many artists (Ennio Morricone, James Blunt, Paul
McCartney etc) and publishers were in support of the Directive.

• A group of major European press publishers issued a letter in strong support of the
proposal, defining it as ‘key for the media industry, the consumers’ future access to
news, and ultimately for a healthy democracy’. They argued that financial support to
struggling news media should not be provided by Member States, but should rather
come from the internet giants.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE & SUPPORT

• It has even been said that the Directive Proposal has a positive effect on fundamental

rights. In this regard, it may strengthen copyright as a property right, as long as the

bargaining position of authors and performers improve and as long as right-holders
have a better control of the use of their copyright protected contents. Such impact

would be reinforced by the measures implemented to improve licensing mechanisms.

The exceptions to copyright, furthermore, have been interpreted as having a positive
impact on the right to education and on cultural diversity.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE & SUPPORT

• Furthermore, Axel Voss, German MEP and rapporteur of the Directive, rejected the
arguments of critics according to which the Proposal would promote censorship. He
criticised such perspective as ‘excessive, unjustified and objectively wrong’, pointing
out that content filtering technologies (Art. 13) have been in use on Youtube for more
than a decade and that big internet platforms have mounted fake news campaigns.

• Publishing trade bodies have similarly noted that companies such as Google and
Wikipedia have conducted bad-faith, misleading campaigns to influence members of
the Parliament. As to Article 11, some newspapers have also argued that the reform is
a battle between EU media pluralism and monopolistic foreign internet giants.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE - BACKGROUND

• As a premise, in the explanatory memorandum, the Proposal recalled the key role of
the Digital Single Market Strategy and of the Communication Towards a more
modern, European copyright framework in identifying the steps for the modernization
of copyright. It pointed again to the main changes, concerning :

• ► the role played by digitization in the way goods / services are created or exploited

• ► the emergence of new players, new business models, new uses of products

• ► the increase of cross-border uses of copyright-protected content

• Hence, it referred to the need to adapt the copyright framework to the new realities.
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•The Modernization of Copyright and Related Rights

• PROPOSAL FOR AN EU COPYRIGHT DIRECTIVE - GOALS

• Given this background, the key goals pursued by the Directive Proposal included:

• ► creating copyright exceptions and ensuring wider access to online content

• ► protecting press publications through a new neighbouring right

• ► reducing the value gap between the profits of online platforms & content creators

• ► preventing unauthorised posting of copyrighted content on the internet

• ► encouraging collaboration between platforms and content creators
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•The Modernization of Copyright and Related Rights

• EU  COPYRIGHT  DIRECTIVE  - ADOPTION

• In 2019 the Council of the European Union and the European Parliament finally
adopted the Directive 2019/790/EU on copyright and related rights in the Digital
Single Market and amending Directives 96/9/EC and 2001/29/EC.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - EXCEPTIONS

• The EU Copyright Directive explicitly addresses the field of exceptions and
limitations to copyright, in order to adapt them to the new digital environment and
ensure the achievement of a fair balance between the authors’ and the users’ rights.

• The three scrutinised areas by the EU intervention concern, specifically: i) text and
data mining in the field of scientific research; ii) digital and cross-border uses in the
field of education; iii) preservation of cultural heritage.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - EXCEPTIONS

• The objective is to guarantee the legality of certain uses in these fields, including
across borders. As a result of a modernised framework of exceptions and limitations:

• ■ researchers will take advantage from a clearer legal space to exploit innovative
text and data mining research tools (Article 3);

• ■ teachers and users will benefit from digital uses of protected works and other
subject matter for the purpose of illustration for teaching (Article 5);

• ■ cultural heritage institutes (libraries, museums etc) will be allowed to make
copies of protected works in their collection for their preservation (Article 6).
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - LICENSING

• The EU Copyright Directive furthermore aims at removing obstacles to cross-border
access to works and other subject matter. Such obstacles may arise from the difficulty
to clear rights, e.g in the context of out-of-commerce works stored by cultural heritage
institutions or in the context of the online exploitation of audiovisual works (art 8-11).

• The EU Copyright Directive addresses these problems by requiring Member States to
introduce mechanisms that should facilitate the licensing and clearing

• of rights processes, and should thus allow all EU citizens
• to access cultural heritage and audiovisual works online.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - COLLECTIVE LICENSING WITH
EXTENDED EFFECT

• The EU Copyright Directive contains provisions on collective licensing with
extended effect that the Member States may adopt.

• In the event an extended effect or legal presumption applies, the EU Copyright
Directive also provides for certain additional safeguards need to be in place (e.g.
rightholders whose rights are covered by the extended effect may at any time easily
and effectively exclude their works or other subject matter from the licensing
mechanism “opt out”).
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The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - FAIR SHARE

• In line with the Proposal, the EU Copyright Directive also aims at tackling the
difficulties faced by right-holders when seeking to license their rights and be
remunerated for the online distribution of their works. Such a situation, already
identified by the EU Digital Single Market Strategy, may lower the incentive to
produce new creative contents.

• It is therefore necessary to ensure that right-holders receive a fair
• share of the value generated by the online use of their works and
• other subject matter, and to set (at EU level) suitable measures
• improving their position in the context of licensing negotiations.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - FAIR SHARE

• A fair share of the value is then specifically necessary to sustain the press
publication sector. The category of press publishers, according to the Proposal for an
EU Copyright Directive, is directly affected by the difficulties to license their
publications online and to obtain adequate remuneration. The ultimate risk is to affect
citizens’ access to information.

• For this reason, the EU Copyright Directive has provided for a new right for press
publishers (Article 15), with the aim of facilitating: i) online licensing of their
publications; ii) the recoupment of their investments; and iii) the enforcement of
their rights.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - FAIR SHARE

• Article 15 of the EU Copyright Directive conferred remuneration rights to the press
publishers for snippets used by online platforms. The same provision equally grants a
new right to press publishers for the digital reproduction and distribution of press
content.

• Nevertheless, the EU Copyright Directive exempts ‘hyperlinks accompanied by
individual words’ and legitimates private and non-commercial use by individual
users. Despite the EU Commission’s draft proposed a 20 year term for the press
publishers’ right, the EU Copyright Directive limits the term to 2 years.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - FAIR SHARE

• The EU Copyright Directive also addresses the uncertainty concerning the possibility
for all publishers to receive compensation for uses of works under an exception
(article 16).
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•The Modernization of Copyright and Related Rights

•EU COPYRIGHT DIRECTIVE - LIABILITY

•It further regulates the position of online content sharing service providers, which
perform an act of communication to the public and therefore have to obtain an
authorisation from the rightholders (Article 17), for instance by concluding a licence
agreement, that covers the liability for works uploaded by users.
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•The Modernization of Copyright and Related Rights
• EU COPYRIGHT DIRECTIVE - LIABILITY

• In brief, Article 17 makes qualifying platforms directly liable for copyright
infringements caused by user-generated content (UGC) published on their platforms.
The EU Commission’s draft defined qualifying platforms to include service providers
‘providing access to large amount of works’. The Parliament’s draft focuses instead
on the term ‘significant amount’, and seems to pay higher attention to the
requirement that service providers ‘optimize’ (promote, display, tag, curate etc) UGC.

• Moreover, according to the EU Copyright Directive, micro-sized, small-sized, and
non-commercial enterprises are exempted from liability for UGC. Under EU law, a
small-sized company has fewer than 50 people and less than €10 million in annual
turnover.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - LIABILITY

• On a further note, the European Union Parliament’s draft seems to consider all
online content sharing service providers to be directly ‘communicating to the public’
(which means acting in a copyright-relevant way). In order to avoid liability for
copyright infringements, platforms should ideally introduce content-recognition
technologies and should also enter into comprehensive licensing agreements.

• Finally, the EU Parliament’s draft states that its provisions
• shall not prevent the availability of non-infringing content
• and shall implement ’redress mechanisms’.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - APPROPRIATE AND PROPORTIONATE
REMUNERATION AND TRANSPARENCY

• The EU Copyright Directive also includes (Articles 18-20) measures to increase
transparency and better balanced contractual relationships between authors and
performers, on the one hand, and those to whom they assign their rights, on the other.

• In other words, the EU Copyright Directive explicitly addresses the weak bargaining
position of the categories of authors and performers when negotiating their rights.
The ultimate goal of such broad approach is to achieve a well functioning
marketplace for copyright, to the benefit of all players involved.
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - APPROPRIATE AND PROPORTIONATE
REMUNERATION AND TRANSPARENCY

• Authors and performers are entitled to receive appropriate and proportionate
remuneration in the cases in which they license or transfer their exclusive rights for
the exploitation of their works or other subject matter (art. 18).

• In order to achieve the above, the EU Copyright Directive provides that the Member
States are free to use different mechanisms, but have to take into account the
principle of contractual freedom and a fair balance of rights and interests (art. 18).
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - RIGHT OF REVOCATION

• Finally the EU Copyright Directive provides the authors and performers
that have licensed or transferred their rights in work or other subject matter
on an exclusive basis with a right of revocation in whole or in part of the
license or the transfer of rights where there is a lack of exploitation of that
work or other protected subject matter (art. 22).
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•The Modernization of Copyright and Related Rights

• EU COPYRIGHT DIRECTIVE - KEY RULES

• The EU Copyright Directive seems to favour content creators over internet giants, by
creating monitoring obligations for platforms and ancillary copyright for press
publishers.

• To sum up, the most significant innovation are that:

• ► online platforms would be required to pay a license fee to press publishers for
publishing snippets beyond mere hyperlinks and a few individual words (Article 15);

• ► commercial online content-sharing platforms could be liable for copyright
infringements arising from user-uploaded content (Article 17).
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• ■ which were the goals of the 2016 Proposal for a Copyright Directive ?

• ■ what are the main reasons for supporting & opposing the Directive ?

• ■ What do article 15 and 17 provide for in the EU Copyright Directive?
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SUGGESTED  READINGS

● EU Commission, ‘Proposal for a Directive on Copyright in the Digital Single Market’, COM(2016) 593 final

● EU Commission, ‘Executive Summary of the Impact Assessment on the Modernization of EU Copyright

Rules ’, SWD(2016) 302 final

● EU Commission, ‘Promoting a Fair Efficient and Competitive European Copyright-Based Economy in the

Digital Single Market’, COM(2016) 592 final

● Directive (EU) 2019/790 of the European Parliament and of the Council of 17 April 2019 on copyright and

related rights in the Digital Single Market and amending Directives 96/9/EC and 2001/29/EC
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•Trademarks and Related Rights Package

• TRADEMARKS AND INNOVATION

• Besides copyright, the category of IPRs also include trademarks. The latter are

equally important in the context of the innovation policy mix and of the key
framework conditions previously mentioned. The legal protection and economic

advantages granted by trademarks may indeed stimulate firms to generate new ideas

and products, and eventually be active players of the innovation process.
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•Trademarks and Related Rights Package

• TRADEMARKS AND INNOVATION

• A trademark, more in details, works as an engine of innovation. The necessity to keep
it relevant stimulates investments in research and development. This consequently
leads to a continuous process of product improvement and development. Among the
many effects of this dynamic process, there also is a positive impact on employment.

• According to a study led by the EU Intellectual Property Office
• (2013), almost 21% of all jobs in the EU during the period 2008-2010
• were created by trademark-intensive industries. In the same period of
• time, those industries were shown to have generated almost 34% of
• the total economic activity (GDP) in the European Union.
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•Trademarks and Related Rights Package

• WHAT IS A TRADEMARK ABOUT ?

• But what is a trademark about ? In other words, how do we define a trademark ?

• ► sign distinguishing goods and services of one company from those of another

• As indicators of business origin, trademarks may consist of words, logos, letters,
numbers, colours, sounds, shapes / packaging of goods, other distinctive features,
or a combination of them. They should be represented in a clear and precise manner.
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•Trademarks and Related Rights Package

• WHAT IS A TRADEMARK ABOUT ?

• A trademark can become one of the most important assets for an enterprise, since it
is the mark used by the business to attract and retain customer loyalty, and

generate value and growth. Specifically, besides identifying the commercial origin of

a product, trademarks also convey a message about the quality of a product; in this
way, they are able to facilitate the choice of consumers. Moreover, they play a pivotal

role in the context of advertisement, and can even be interpreted as investment

instruments (due to the fact that trademarks can be assigned, licensed, etc).

228



229



•Trademarks and Related Rights Package

• REQUIREMENTS FOR TRADEMARK REGISTRATION

• The following requirements are usually needed in order to register a trademark :

• ► clear and precise representation - the sign, whose registration as a trademark is
sought, must be capable of being represented in a manner that enables the subject
matter of protection to be determined with clarity and precision
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•Trademarks and Related Rights Package

• REQUIREMENTS FOR TRADEMARK REGISTRATION

• ► distinctiveness – the sign, whose registration as a trademark is sought, must be
capable of distinguishing the goods and services bearing the trademark from those of

other traders
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•Trademarks and Related Rights Package

• REQUIREMENTS FOR TRADEMARK REGISTRATION

• ► non-deceptiveness – the sign, whose registration as a trademark is sought, must
not deceive the public (e.g., in relation to the nature, quality or geographical origin of

the goods or services)
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•Trademarks and Related Rights Package

• REQUIREMENTS FOR TRADEMARK REGISTRATION

• ► non-descriptiveness – the sign, whose registration as a trademark is sought, must
not serve to designate the characteristics of the goods or services bearing the mark

(e.g., type, quantity, quality, value, intended use etc)
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•Trademarks and Related Rights Package

• REQUIREMENTS FOR TRADEMARK REGISTRATION

• ► non-contrary to public order and morality – the sign, whose registration as a
trademark is sought, must not be contrary to public policy or morality
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•Trademarks and Related Rights Package

• REQUIREMENTS FOR TRADEMARK REGISTRATION

• ► non-customary in the language – the sign, whose registration as a trademark is
sought, must not be a sign or indication which has become customary in the current

language or in the good faith and established practices of the trade
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•Trademarks and Related Rights Package

• SCOPE OF PROTECTION

• ® a trademark confers an exclusive right, which allows the owner to prevent others
from using the same or similar signs for identical or related goods & services as those
protected by the trademark in the course of trade, without owner’s prior permission.

• ® the owner, moreover, may either sell the trademark to someone else or give
permission to others to use the trademark on mutually agreed terms (via a license).

• ® further, trademarks are territorial in nature, which means that they are granted and
enforceable within the geographical boundaries of the region - country of registration.
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• TERM OF PROTECTION

• In most countries, protection lasts for 10 years from the date of filing of the

trademark application, and it can be renewed ad infinitum for periods of 10 years.

• After the expiration of a trademark, protection ends and anyone can use it in relation

to the products covered by the expired trademark without the risk of infringing it.
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• OBLIGATION OF USE

• On a further note, and in order to maintain registration, a trademark has to be put to
genuine use in relation to the products for which it was registered within a specific
period of time following registration (5 years for the ‘EU trademark’). In other
words, trademarks need to be used in the consumer society. Otherwise, the owner may
face the risk of losing it, as third parties may use and register the unused trademark for
the same products. Such obligation has been adopted in most countries.
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• REGISTRATION PROCESS

• Overall, trademark registration is one of the most efficient ways to build and defend
a brand, and to make sure that no one else will use it. Registration is performed in one
or more classes of specific goods and services, corresponding to the products traded
by its owner. A trademark can be usually registered as long as it is not identical or
similar to any earlier trademark for the same or related goods or services (classes).

• Generally, the ‘first-to-file principle’ applies; this means that the first natural person
or legal entity to file a valid application for a given trademark will become its owner.
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• REGISTRATION PROCESS

• Generally, after an application has been filed, the intellectual property office will
check whether any absolute or relative grounds exist for refusing registration.

Absolute grounds are typically reasons which are inherent in the mark itself. Relative

grounds usually relate to the existence of a conflict with prior rights of third parties.
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• REGISTRATION PROCESS

• ► absolute grounds of refusal may occur for instance in case of: non-distinctive
marks; deceptive marks; descriptive marks; marks against public order or accepted
principles of morality; marks which have become customary in the current language

• ► relative grounds of refusal may inter alia arise in those situations where the mark
that someone applies for is already in use or is similar to one already in use
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• REGISTRATION PROCESS

• A first possible route concerns registration at the International
• level. Indeed, the World Intellectual Property Organization –

• WIPO international Trademark registration system (known
• as the ‘Madrid system’) allows applicants to obtain trademark
• protection in more than 100 countries by filing one application.
• Before filing an international application, the applicant needs to
• have an existing national trademark or application (basic mark)
• in the IP office of one of the territories of the Madrid system.
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• REGISTRATION PROCESS

• Another condition is that the applicant must either have a business in, or be domiciled
in, or be a national of any territory that is a party to the Madrid system. Although the
application has an international character, national laws govern the registration in
each territory. This means that a granted international trademark is a bundle of
national trademarks that need validation from the IP offices of the countries selected
by the applicant for it to be effective in those countries. In the end, an international
application may be successful in some designated territories and be rejected in others.
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• ADVANTAGES OF THE MADRID SYSTEM

• Different advantages of the international trademark system have been identified :
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• REGISTRATION PROCESS

• On a further ground, a trademark can be registered both

• at national level as a national trademark at the industrial

• property offices of the Union countries, and at EU level

• as a ‘European Union trademark’ at the EU Intellectual

• Property Office (EUIPO). National and EU trademarks

• coexist and are complementary to each other; thus the same

• trademark can be registered at EU and/or national level.
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• REGISTRATION PROCESS

• The EU registration, in particular, consists of one single registration procedure that
grants the owner an exclusive right to use its trademark in all 28 countries of the
Union. Such a system is able to meet the requirements of enterprises of different sizes,
markets and financial capabilities. For instance, small and medium sized enterprises
(SMEs) or local firms who do not need EU-wide protection may perhaps have a
preference for registration at national level only.

• The EU Commission constantly monitors the EU
• trademark system to identify ways to improve
• its effectiveness and accessibility for businesses.
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• ‘ALL OR NOTHING‘ PRINCIPLE

• Notably, EU trademarks are subject to the ‘all or nothing principle’. This means

that an application for an EU trademark will be refused by the EUIPO if there is a
cause of refusal even for one country only – e.g, due to a similar or identical earlier

trademark. In other words, EU trademarks necessarily have to cover all EU countries.

• Nevertheless, if an EU trademark application is eventually rejected or if the

trademark is declared invalid or revoked, the application may be converted into
national trademark applications in those EU Member States in which the ground of

refusal, invalidity or revocation does not apply.
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• ADVANTAGES OF EU TRADEMARKS

• The EU Commission has identified the following advantages of the EU trademark :
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• TRADEMARKS AND TRADE NAMES

• On a last note, trademarks must be distinguished and must not be confused with trade
names. A trade name is simply the name of a company or business, and its function is
to identify that company or business (for instance, the ‘Coca Cola Company’).

• Trade names are usually words, and not logos. They
• can match with trademarks and vice versa, but they
• are not automatically interchangeable. It is the way in
• which they are used that will determine whether they
• are trade names or trademarks.
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• TRADEMARKS AND TRADE NAMES

• The Coca Cola Company Nike Incorporated Company Ralph Lauren Corporation

•
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• ■ in which way do trademarks contribute to innovation ?

• ■ what are the main functions of a trademark ?

• ■ which options are available for registration ?
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SUGGESTED  READINGS

● EU Commission (IPR Helpdesk), Your Guide to IP in Europe (2017)

● EU Commission (IPR Helpdesk), IPR Chart - EU Trademark (2017)

● European Parliament (Research Service), ‘EU Innovation Policy - Part II’ (2016)
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•MODULE  II

•SINGLE MARKET FOR INTELLECTUAL PROPERTY RIGHTS

•(Lectures IX and X)
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• INTRODUCTION TO THE EU TRADEMARK REFORM

• The first Directive on trademarks was adopted in 1988 (89/104/EEC) to harmonize
the registration of trademarks at national level. It was complemented by a Regulation

in 1993 (40/94/EC), which introduced a Community trademark.
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• INTRODUCTION TO THE EU TRADEMARK REFORM

• In 2009, the EU Commission launched a review of the

• overall functioning of the European trademark system.

• According to a Max Planck Institute study (2011), while

• the foundations of the system were still valid, there was the

• chance to make it more effective, efficient and accessible in

• terms of lower costs and complexity, increased speed, greater

• predictability, enhanced cooperation with national TM offices.
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• INTRODUCTION TO THE EU TRADEMARK REFORM

• Following the study, in 2013 the Commission proposed to modernize the framework

for trademarks, in order to upgrade & streamline the legislation. The reform package

included a Directive (2015/2436) and a Regulation (2015/2424), with the aim to:

• i) simplify, accelerate and harmonise trademark application procedures

• ii) ensure better coordination between national offices and the EU trademark agency

• iii) update the governance rules of the EU trademark agency
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• INTRODUCTION TO THE EU TRADEMARK REFORM

• In particular, the 2015 reform consists of several elements :

• ■ a recast of the 1989 Directive approximating the laws of the Member States
relating to their national trademarks

• ■ a revision of the 1994 Regulation on the Community trademark, establishing the
first EU-wide unitary IPR granted by the office now called ‘EUIPO’ (earlier, ‘OHIM’)

• ■ the introduction of implementing and delegated acts (i.e., regulations)
concerning the more technical aspects of the EU trademark reform
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• INTRODUCTION TO THE EU TRADEMARK REFORM

• The ultimate effects of the 2015 EU trademark reform (in terms of harmonization,

modernization, efficiency and effectiveness) should mainly benefit both:

• ► Consumers

• ► Trademark owners
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• MEANING OF THE REFORM FOR USERS

• The reform package is a significant step towards a more harmonised, modern and
efficient trademark system. Among other things, the package intends to :

• ○ introduce a more flexible fee-structure and substantially reduce the (application &
renewal) fees for European Union trademarks

• ○ eliminate the requirement for a trademark to be capable of graphic representation
(thus, allowing registration of more types of non-traditional trademarks)

• ○ allow international registrations designating the EU to proceed much faster
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• MEANING OF THE REFORM FOR USERS

• ○ allow trademark owners to seize counterfeit goods in customs situations in the
European Union under defined circumstances

• ○ further harmonize substantive and procedural law relating to national trademarks,
included requiring Member States to make available office-based cancellation actions

• ○ provide owners of EU trademarks with the possibility to clarify specifications of
trademarks filed for the Nice Classification headings prior to 2012 (due to the CJEU’s
decision that class headings do not automatically cover all products in relevant class)
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•Trademarks and Related Rights Package

• MEANING OF THE REFORM FOR USERS

• ○ facilitate searching of new trademarks in view of new provisions for intervening
rights, namely creating defenses where later trademarks are adopted at a time when
earlier conflicting trademarks were dormant (vulnerable to revocation for non-use)

• ○ establish a formal framework for cooperation between EUIPO and national marks

• ○ give rise to new governance rules for the EU Intellectual Property Office (EUIPO)

• ○ eliminate the possibility to make a declaration disclaiming exclusive rights to non-
distinctive elements of trademarks so as to avoid doubts as to the scope of protection
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• THE NEW FACE OF EUIPO

• In relation to the new EUIPO, the Regulation explicitly identifies its tasks in :

• ® the management of the EU trademark and design systems (to provide for effective,
efficient and expeditious examination and registration of EU trademarks and designs)

• ® the promotion of convergence of practices and tools in the fields of trademarks
and designs in cooperation with national IP offices of the EU Member States

• ® the management of the online EU-wide database for orphan works

• ® the management of the European Observatory on infringements of IPRs, which
raises awareness on the value of IP and provides relevant data to EU IP policymakers
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• THE NEW FACE OF EUIPO

• According to the Regulation, the EUIPO (formerly, Office for the Harmonization in
the Internal Market) shall continue to cooperate with institutions, authorities, bodies,
industrial property offices and international organizations in relation to these tasks.

265



•Trademarks and Related Rights Package

• THE NEW FACE OF EUIPO

• In order to promote convergence of practices and tools in the fields of trademarks and
designs, the EUIPO shall cooperate with the EU Member States’ national IP offices in:

• ► the development of common examination standards

• ► the creation of connected or common databases and portals

• ► the sharing of data and information and the exchange of technical expertise

• ► the establishment of common practices and the fight against counterfeiting

266



•Trademarks and Related Rights Package

• THE NEW FACE OF EUIPO

Further, in the context of cooperation, the EUIPO shall propose common projects
with the aim of benefiting undertakings using the trademark systems in Europe. To
this end, the EUIPO shall consult with the user representatives, both in the phase of
defining projects and in their ultimate evaluation. It shall also fund such projects.

On a different ground, the EUIPO shall offset the costs faced by the national IP
offices of the Member States and other relevant authorities in carrying out tasks
stemming from the implementation of the EU trademark system (such as opposition
and invalidation procedures involving EU trademarks, enforcement activities etc).
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• THE NEW FACE OF EUIPO

The Regulation, what is more, establishes a mediation centre at the EUIPO and
includes provisions supporting such dispute resolution method. Its function is to allow
parties to look for amicable resolutions via mediation to overcome trademark disputes.
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• IMPACT ON CLASSIFICATION OF GOODS AND SERVICES

• The EU legislator has expressly recognised the importance of the specification of
trademark registrations for the functioning of the EU and national trademark systems.
The new legislation codifies the CJEU’s requirements (IP Translator – C 307/10)
according to which: i) all terms used in specifications of products have to be clear &
precise, to allow trademark offices courts and traders to be able to determine what is
covered; ii) general indications from class headings are permissible but include only
products covered by their literal meaning. Before, the practice was to consider that full
class headings in any given Nice Classification covered all products in that class.
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• IMPACT ON CLASSIFICATION OF GOODS AND SERVICES

• The reform basically requires EU trademark applicants to classify their products in

accordance with the Nice Classification. As noted earlier, it provides for the chance to

amend existing EU trademarks filed before June 2012, indicating class headings, so
as to include those products not covered by the literal meaning of the class heading.
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• IMPACT ON CLASSIFICATION OF GOODS AND SERVICES

• The Directive and Regulation then establish that trademark offices have to carefully

examine specifications, and that if the terms indicated are found to be too vague they

have to object and (in the absence of appropriate amendments) reject those terms.

• Classification has no impact on the assessment of the similarity of goods and

services. This means that the fact that products are in the same class does not make
them similar, and being in different classes does not make them dissimilar.
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• NEW ADMINISTRATIVE PROCEDURES IN MEMBER STATES

• Administrative procedures for revocation or declaration of invalidity (cancellation
proceedings) and opposition proceedings have been examined in the reform, in light
of their key role in the protection of trademarks. They represent the most accessible
tools for trademark owners to tackle violations of their exclusive rights.
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• NEW ADMINISTRATIVE PROCEDURES IN MEMBER STATES

• Before the reform, and according to the results of the Max Planck Institute study
(2011), opposition proceedings were generally available in the EU Member States.
Yet, substantial differences had been identified in the various national systems, in
relation to the possible (absolute and relative) grounds of opposition and to the
average timing of the proceedings.

• On the other side, in relation to administrative cancellation proceedings (for
revocation or invalidity), the study highlighted that such proceedings were available in
some EU nations but not in others; in the latter, trademark users had to resort to legal
actions before national courts in order to have an infringing trademark cancelled.
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• NEW ADMINISTRATIVE PROCEDURES IN MEMBER STATES

• In the reform, the EU legislator has introduced a mandatory administrative
procedure in all Member States. The Trademark Directive refers to the issue of
opposition and cancellation proceedings under Recital 38 :
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• NEW ADMINISTRATIVE PROCEDURES IN MEMBER STATES

• Articles 43 and 45 specifically address opposition and cancellation proceedings :

277



278



•Trademarks and Related Rights Package

• NEW ADMINISTRATIVE PROCEDURES IN MEMBER STATES

• Basically, Article 45 expressly specifies the possible grounds for cancellation :

• ● lack of use for a period of at least 5 years

• ● acquired generic or misleading character

• ● absolute grounds for refusal or invalidity

• ● conflicts with earlier identical or similar trademarks, including trademarks
covering goods or services which are not similar to those covered by the earlier
trademark, if the earlier sign enjoys a reputation (relative grounds for refusal)
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• NEW FAIR USE PROVISIONS

• The new Regulation (article 12) and the new Directive (article 14) both provide then
for new limitations of the rights conferred by a trademark. In particular, they deal
with the following situations:

• ► the ‘own name defense’

• ► the use of descriptive terms

• ► referential use
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• NEW FAIR USE PROVISIONS

• ► in relation to the ‘own name defense’, as included in the previous version of
Article 12 (former Regulation), reference was not only to personal names but also to
trade names and company names. This meant that Member States in the past have
applied the ‘fair use’ provision also to company names regardless of whether the
rights concerning the company name had been established prior to the trademark
owner’s right. The new Regulation (and the corresponding provision in the new
Directive) establishes that the ‘own name defense’ will be limited only to personal
names or addresses of a natural person. Such amendment should lead to more legal
certainty and harmonization among the Member States.
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• NEW FAIR USE PROVISIONS

• ► in relation to the second fair use situation, the new text is no longer limited to the
use of descriptive terms; it also covers non-distinctive signs. This amendment
mirrors the principle included in Article 7 of the new Regulation, which establishes
that not only will descriptive terms be denied registration, but also trademarks which
do not have any distinctive character (grounds for refusal of an application).

• ► in the new amended version, the Regulation finally refers to the allowed use of a
trademark for the purpose of identification of or reference to the trademark owner’s
own goods and services (so-called referential use).
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• NEW FAIR USE PROVISIONS

• ► interestingly, the final version of Article 12 of the
• new Regulation did not eventually include the proposal
• of the EU Parliament to also justify the ‘fair use defense’
• in case of use for the purpose of parody. This means that
• such uses continue to constitute a trademark infringement,
• even if the defendant claims this to be a joke (in Recital 21,
• it is noted that use of a trademark by third parties for the
• purpose of artistic expression is seen as fair as long as it is
• under honest practices in commercial & industrial matters).
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• IMPLICATIONS FOR NON-TRADITIONAL MARKS

• For what concerns the registration of non-traditional marks (e.g., shapes, colours,
sounds, scents), the relevant provisions of the trademark reform are those included in
Articles 4 & 7(1)(e) of the Regulation, and Articles 3 & 4(1)(e) of the Directive.

• Some of the amended articles may raise obstacles to the registration of applications
and may become a ground for invalidation of registrations for other types of marks.
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• IMPLICATIONS FOR NON-TRADITIONAL MARKS

• First, the reform has removed the requirement for graphic representation when
registering a trademark – signs can now be represented in any appropriate form, using
generally available technology. Under the new Regulation (art. 4) & Directive (art. 3):
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• IMPLICATIONS FOR NON-TRADITIONAL MARKS

• Such a change could be positive for non-traditional marks holders, as it allows the
registration of marks that could not be previously registered. From this standpoint, the
new legislation should boost the number of applications for non-traditional marks.

• The new legislation (Recital 13 of the Directive and Recital 9 of the Regulation) also
provides that the representation has to be ‘clear, precise, self-contained, easily
accessible, intelligible, durable and objective’. This definition may in theory give
rise to uncertainty and litigation about whether a mark meets such conditions.
Consequently, trademark searches and examination by trademark offices could
possibly last longer and be more complex.
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• IMPLICATIONS FOR NON-TRADITIONAL MARKS

• In relation to the absolute grounds for refusal, the previous version of Article
7(1)(e) of the Regulation established that:

• ‘The following shall not be registered :
• ……………………………………….
• (e) signs which consist exclusively of :

• i. the shape which results from the nature of the goods themselves

• ii. the shape of goods which is necessary to obtain a technical result

• iii. the shape which gives substantial value to the goods’

291



•Trademarks and Related Rights Package

• IMPLICATIONS FOR NON-TRADITIONAL MARKS

• The rational of such provision (and of the corresponding Article 3(1)(e) of the former
Directive) was to prevent trademark protection from granting its proprietor a
monopoly on technical solutions or functional characteristics of a product which a
user is likely to seek in the products of competitors.

• In other words, the aim was to prevent the protection conferred by trademark right
from being extended beyond signs which serve to distinguish a product from those
offered by competitors, so as to form an obstacle preventing competitors from freely
offering products incorporating such technical solutions or functional characteristics
in competition with the trademark owner (CJEU - Case C 299/99 Philips v Remington).
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•IMPLICATIONS FOR NON-TRADITIONAL MARKS

•In the new version, Article 7(1)(e) of the Regulation reads as follows :

•‘The following shall not be registered :
•……………………………………….
•(e) signs which consist exclusively of :

• i. the shape, or another characteristic, which results from the nature of the goods themselves

• ii. the shape, or another characteristic, of goods which is necessary to obtain a technical result

• iii. the shape, or another characteristic, which gives substantial value to the goods’
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IMPLICATIONS FOR NON-TRADITIONAL MARKS

Basically, the lawmaker decided to extend the permanent exclusion clauses in Article
7(1)(e) from the signs consisting exclusively of the shape of the goods to other types
of signs. In order to do so, the words ‘or another characteristic’ were added.

The amendment was considered necessary to counterbalance the removal of the
graphical representation requirement from the definition of a trademark in Article 4
of the Regulation. Put differently, as the removal of the graphic representation
requirement permitted the expansion of types of marks that could be registered, the
grounds for refusal should also be extended.
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CERTIFICATION MARKS

The EU trademark reform, what is more, covers certification marks, which are a new

type of trademark at EU level (though they already exist in some national IP system).

Certification marks allow a certifying institution or

organization to permit adherents to the certification

system to use the mark as a sign for goods or services

complying with the certification requirements.
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CERTIFICATION MARKS

• ► an EU certification mark usually concerns the guarantee of specific
characteristics of certain products (material, mode of manufacture of goods or
performance of services, quality, accuracy or other characteristics).

• ► in brief, such a mark indicates that the products bearing the certification mark
comply with a given standard set out in the regulations of use and controlled under
the responsibility of the certification mark owner.
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• COUNTERFEIT GOODS IN TRANSIT

• Another relevant aspect concerns the transit of counterfeit goods through multiple
jurisdictions, which is a growing phenomenon requiring a proper balance between:
on the one hand, allowing right holders to enforce their rights; on the other, enforcing
the applicable law in a manner that does not disrupt legitimate transit trade.
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• COUNTERFEIT GOODS IN TRANSIT

• Before the reform, the rule was that goods in transit could be detained (or the related
release suspended) whenever custom offices had suspicions that such goods might in
fact be destined for the European Union market. Suspicions could, for instance, be
grounded on the fact that the consignor could not be identified or that the shipper was
disguising commercial intentions (Court of Justice of the EU, Case C-495/09 Nokia).

• In brief, counterfeit goods could be detained by customs only if there was a risk that
they could enter the European Union market. Otherwise, they had to be released.
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• COUNTERFEIT GOODS IN TRANSIT

• In the context of the launch of the 2015 EU trademark reform (new regulation and
new directive), the EU institutions announced that :

• ‘……the reform will improve conditions for businesses

• to innovate and to benefit from more effective trademark

• protection against counterfeits, including non-authentic

• goods in transit through the EU ’ s territory ’.
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• COUNTERFEIT GOODS IN TRANSIT

• Notably, the (2015) substantive trademark legislation – in combination with the
new EU Customs Regulation adopted in 2013 – has expanded the EU national
customs’ power to stop counterfeit goods in transit in the Union territory.
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• COUNTERFEIT GOODS IN TRANSIT

• The reform extends the rights of the proprietor of a EU trademark registered at EU
level or of a national trademark registered at Member State level to prevent third
parties from bringing – in the course of trade, into the Union without being released
for free circulation, goods coming from third countries and bearing without
authorization a trademark which is identical with the trademark registered with
respect to such goods or which cannot be distinguished in its essential aspects from
that trademark, even if the goods are not intended to be placed on the EU market.

• (SEE RECITAL 15 OF THE REGULATION 2015/2424 & RECITAL 21 OF THE DIRECTIVE 2015/2436)
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• COUNTERFEIT GOODS IN TRANSIT

• In order to ensure the free flow of legitimate trade, the mentioned rights of the
owner of the EU or national registered trademark shall lapse if, during the
proceedings initiated to determine whether the registered trademark has been
infringed, evidence is provided by the declarant or the holder of the goods that the
proprietor of the registered trademark is not entitled to prohibit the placing of the
goods on the market in the country of final destination.

• ► see also the EU Commission Guidelines (2016) to EU national customs on the
implementation of the relevant provisions in the new trademark legislation
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• ■ what is the ‘fair use’ provision about ?

• ■ can non-traditional marks be registered as trademarks ?

• ■ what does the EU reform say about counterfeit goods ?
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SUGGESTED  READINGS

● EU Parliament and Council of the EU, Directive n. 2015/2436 to approximate the laws of the

Member States relating to trademarks, [2015] O.J. L 336

● EU Parliament and Council of the EU, Regulation n. 2015/2424 on the Community trademark,

[2015] O.J. L 341

● EU Commission, ‘Modernization of the EU trademark system’, (2013) MEMO/13/291
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•MODULE  II

•SINGLE MARKET FOR INTELLECTUAL PROPERTY RIGHTS

•(Lecture XI)
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•European Patent with Unitary Effect

• PATENTS AND INNOVATION

• Patents are an essential instrument to encourage investments in innovation and boost
its dissemination. They represent an incentive for undertakings to devote substantial
resources in research and development (R&D).

• In order to promote innovation in the Union, the EU Commission is constantly
monitoring the need for patent-related laws and is working to introduce an efficient
uniform patent protection system, where patent exploitation is also enhanced.
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•European Patent with Unitary Effect

• PATENTS AND INNOVATION

• The Innovation Union Communication (2010) promoted

• inter alia the economic exploitation of IPRs. In one Staff
• Working Document, the Commission examined the main

• obstacles that (SMEs) companies in the Union face in the

• exploitation of the so-called ‘dormant patents’ – patents
• unutilised by the owners, thus not valuable to them. In this

• scenario, it identified options for making better use of

• dormant patents & ultimately enhance patent valorisation.
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•European Patent with Unitary Effect

• PATENTS AND INNOVATION

• On a further ground, in a project titled ‘Exploitation of IP for industrial innovation’
(2015), the EU Commission tested the design of a policy instrument promoting the
development of new business based upon external IPRs acquisition, including
unused (i.e., dormant) patented inventions. The outcome of the project showed that a
policy instrument can be effectively developed to increase the acquisition and use of
external (third parties’) IPRs by SMEs, focusing on awareness and transaction costs.
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•European Patent with Unitary Effect

• WHAT IS A PATENT ?

• A patent can be defined as a legal title or exclusive right granted for the protection of

inventions (products or processes) offering a new technical solution or facilitating a
new way of doing something – a patent can cover how things work, what they do,

what they are made of and how they are made; anyone can apply for a patent.

• ► the owner of the patent benefits from the exclusive right to prevent third parties

from commercially exploiting his invention for an established period of time; in

return, the owner must disclose the invention to the public in the patent application.
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•European Patent with Unitary Effect

• REQUIREMENTS TO REGISTER A PATENT

• In order to register a patent, the following requirements are usually necessary:

• ○ NOVELTY

• ○ INVENTIVE STEP

• ○ INDUSTRIAL APPLICATION
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•European Patent with Unitary Effect

• REQUIREMENTS TO REGISTER A PATENT

• ► under the novelty requirement, the invention must be new in comparison to the
existing knowledge in the relevant technical field - in other words, it must not be part
of the state of the art.

• ► as to the inventive step, the invention must be non-obvious; i.e., it cannot be
deduced easily by a person with average knowledge in the relevant technical field.

• ► finally, the invention must be capable of industrial application - this simply
means that it can be made or used in any kind of industry.
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•European Patent with Unitary Effect

• AVAILABLE ROUTES FOR PATENT PROTECTION

• The registration of a patent can be sought at three different levels: national,

regional (e.g., EU), and international. Depending on the territories where a firm
intends to exploit a patent, the choice of registration may consequently vary.
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•European Patent with Unitary Effect

• AVAILABLE ROUTES FOR PATENT PROTECTION

• ■ First, a patent may be registered at national level, at a national IP office. Legal
protection is obtained only in the national territory where the patent is registered.
Any issue about ownership validity infringement will be tackled by the national court.
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•European Patent with Unitary Effect

• AVAILABLE ROUTES FOR PATENT PROTECTION

• ■ Secondly, a (regional) European patent can be obtained by filing a single
application with the European Patent Office (EPO) in one of its official languages
(English, French, German) or with a national patent office of a contracting state.
Such a registration can be obtained for all the European Patent Convention - EPC
contracting states (i.e., 38 countries). However, the registration is governed by the
national laws in each respective territory. Therefore, a European patent eventually
amounts to a bundle of national patents, and to be effective it has to be validated at
the national offices of the countries which the applicant has selected.
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•European Patent with Unitary Effect

• AVAILABLE ROUTES FOR PATENT PROTECTION

• […] In other words, a European patent is not a unitary right and differs from the
so-called ‘European patent with unitary effects’; it remains a national patent subject
to national rules, and it is enforced at national level. Only some procedures are
centralised under the European Patent Convention, such as the opposition procedure
which allows third parties to challenge the validity of a patent.

• Further, decisions of the EPO Board of Appeals do not bind the national courts; the
latter usually have exclusive jurisdictions on validity and infringement issues after a
European patent has been granted (except during the 9 months opposition period).
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•European Patent with Unitary Effect

• AVAILABLE ROUTES FOR PATENT PROTECTION

• ■ Third, a patent can be registered at the international level, according to the Patent
Cooperation Treaty (PCT) system. This is administered by the World Intellectual
Property Organization, and allows users to obtain patent protection in more than 150
countries by filing a single application in one language & paying a single set of fees.

• Applications can be filed either through national IP offices, or directly with the
WIPO. As a condition, the applicant must be a national or resident of a PCT
contracting country. A PCT application, what is more, can be filed directly or within
the 12 months period from the filing date of a prior application for the same invention.
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•European Patent with Unitary Effect

• AVAILABLE ROUTES FOR PATENT PROTECTION

• […] On a different additional note, nationals or residents of a country which is party
to the European Patent Convention may also file their PCT application through the
European Patent Office (EPO), if permitted by their national laws.

• Although the application has an international character, national laws govern the
registration in each territory. Also in this case, hence, the applicant will get a bundle
of national patents to be validated at the national or regional IP offices. This means
that PCT applications involve two distinct phases, the international and national ones.
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•European Patent with Unitary Effect

• SCOPE OF PATENT PROTECTION

• The exclusive right conferred by a patent allows the patent holder to prevent others
from making, using, offering for sale, selling or importing a product or a process
based on the patented invention, without the prior authorization of the holder.

• On a further ground, the patent holder may allow others to use the invention on
mutually agreed terms, on the basis of a patent licensing agreement. The holder may
also sell the patent to someone else, who will then become the new patent owner.
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•European Patent with Unitary Effect

• SCOPE OF PATENT PROTECTION

• Patents are territorial in nature. Thus, patent rights are granted and enforceable
within the geographical boundaries of the country or region where they are registered.
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•European Patent with Unitary Effect

• SCOPE OF PATENT PROTECTION

• As to the duration, patent protection is usually limited in time. In most countries,
it lasts for 20 years from the date of filing of the patent application. After the
expiration of the patent, the protection ends; this basically means that anyone can
commercially exploit the invention without any risk of infringement.
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•European Patent with Unitary Effect

•(GENERALLY) NON-PATENTABLE ITEMS :

•○ scientific theories

•○ aesthetic creations

•○ mathematical methods

•○ discoveries of natural substances

•○ commercial methods

•○ methods for medical treatment

•○ plant or animal varieties

•○ inventions contrary to morality/public order
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•European Patent with Unitary Effect

• PATENTS AND COMPUTER PROGRAMS

• Generally, the patentability of software must be excluded,

• though there is still debate on the matter. A computer program

• as such cannot usually be considered as a patentable invention.

• A patent could be granted, under specific circumstances, for a

• computer-implemented invention, where a technical problem

• is solved in a novel & non-obvious manner. Computer programs

• may in theory receive copyright protection, if they comply

• with the requirements needed to receive such protection.
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•European Patent with Unitary Effect

• PATENTS AND UTILITY MODELS

• A utility model, also known as ‘petty patent’, is an exclusive right granted for an
invention, which allows its holder to prevent others from commercially using the
protected invention without their permission, for a limited period of time.

• ► utility models can be granted at national levels only; they are territorial in nature,
so protection (in the EU, between 7 and 10 years) is limited to the country of
registration - there is no European or international utility model.

• ► usually, for an utility model to be granted, novelty and inventive steps are
necessary; however, conditions may vary according to the national legislation.
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•European Patent with Unitary Effect

• PATENTS AND UTILITY MODELS

• The main differences between patents and utility models are the following:

• ■ requirements for utility models are less stringent than those for patents; novelty
is always to be met, but the requirement of inventive step is much lower – therefore,
protection for utility models is often sought for inventions with a limited inventive
step, which may fail under the patentability criteria.

• ■ term of protection is lower for utility models than for patents, and varies from
country to country (usually 7-10 years, without possibility to extend or renew).

• ■ fees are generally lower for obtaining and maintaining a utility model.
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•European Patent with Unitary Effect

• PATENTS AND UTILITY MODELS

• Depending on the legislation of the countries, it may be possible to convert a patent
application into a utility model application, and vice versa.

• Usually, conversion is requested when the patent application is refused by the relevant
IP office for failure to meet the necessary requirements, and the applicant decides to
convert the patent application into a utility model application.
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• ■ in which way do patents have an impact on innovation ?

• ■ what are the possible routes of registration ?

• ■ how do we distinguish patents from utility models ?
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European Patent with Unitary Effect

SUGGESTED  READINGS

● EU Commission (IPR Helpdesk), Your Guide to IP in Europe (2017)

● EU Commission (IPR Helpdesk), IPR Chart - European Patent (2018)

● EU Commission (IPR Helpdesk), IPR Chart - International Patent Application (2018)

● European Parliament (Research Service), ‘EU Innovation Policy - Part II’ (2016)
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•MODULE  II

•SINGLE MARKET FOR INTELLECTUAL PROPERTY RIGHTS

•(Lectures XII and XIII)
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•European Patent with Unitary Effect

• EARLY PROJECTS FOR A EUROPEAN PATENT

• The first projects for a European patent date back to the ’60s, when both the
Commission and the Parliament suggested that the creation of a European patent
should be pursued as soon as possible. However,

• it was also thought that such an initiative could
• not be implemented at Community level as the
• Community did not have specific competence
• over the matter, and that it should consequently
• be pursued outside of the EC legal framework.
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•European Patent with Unitary Effect

• EARLY PROJECTS FOR A EUROPEAN PATENT

• This eventually led to the signature of the European Patent Convention - EPC
(1973). Such convention has established a single procedure for the granting of
patents, either by applying at the European Patent Office or directly at a national
patent office of a contracting state. Yet, as mentioned before, a European patent is
not a unitary right; it remains a national patent subject to national rules.
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•European Patent with Unitary Effect

• EARLY PROJECTS FOR A EUROPEAN PATENT

• The many steps made in the development of a unitary European patent included:

• ► the signature of a Convention on the Community Patent in 1975; however,
not all Member States ratified it, so it never entered into force (due to issues related
to the costs of translating patents in all EC languages, and to the uncertainties
related to the judicial system for litigation)

• ► a Green Paper on the Community Patent and the patent system in Europe
published by the Commission in 1997; the document suggested the adoption of a
Community regulation to develop an effective European patent system
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•European Patent with Unitary Effect

• EARLY PROJECTS FOR A EUROPEAN PATENT

• ► a Proposal for a Regulation on the Community Patent adopted in 2000 by the
Commission; despite the support of the Parliament, it was rejected at Council level

• ► a Public Consultation on the future of patent policy in Europe, launched by
the Commission in 2006, interpreting the Community patent as a symbol of the
Union’s commitment to a knowledge and innovation-driven economy

• ► a Communication on the patent system in Europe (2007), published by the
Commission in order to revitalize the debate on the patent system in a way which
encourages Member States to work towards consensus and progress on the issue
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•European Patent with Unitary Effect

• EARLY PROJECTS FOR A EUROPEAN PATENT

• ► a new Proposal for a Regulation on the Community Patent, and a Draft
Agreement on the EU Patent Court, adopted in 2008 by the Council of the EU

• ► an Impact Assessment accompanying the reform proposal and prepared by the
Commission (2011), which looked into the problems related to the post-grant
stage of patent protection (e.g, high costs of translating and publishing patents,
costs of renewal of patents, administrative complexity of registering transfers and
licenses). Inter alia, the impact assessment highlighted the key role of patents,
which are essential to innovate and consequently boost economic growth
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•European Patent with Unitary Effect

• EARLY PROJECTS FOR A EUROPEAN PATENT

• ► a Regulation of the Parliament and of the Council (2012) implementing
enhanced cooperation in the area of the creation of unitary patent protection

• (enhanced cooperation is a path granted by EU Treaty to permit the achievement of certain

objectives in those circumstances where it would be difficult to involve all the Union states;

it requires at least 9 Member States to participate in it - cooperation in the field of unitary

patent protection has been supported by 26 countries, excepted Spain and Croatia)

• ► the Agreement on a Unified Patent Court (2013), introducing a single and
specialised patent jurisdiction (the process of ratification is still ongoing)
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME AND INNOVATION

• "The purpose of unitary patent protection is to make innovation cheaper and easier
for businesses and inventors everywhere in Europe. It will mean a big reduction in
terms of costs and red tape, and provide a stimulus for European innovation. It will
be accessible for all companies in the EU, no matter

• where they are based. It is my deeply held conviction
• that there is no sustainable economic growth without
• innovation. And no innovation without efficient
• intellectual property protection". (Bruxelles, 2011)

INTERNAL MARKET & SERVICES COMMISSIONER - MICHEL BARNIER
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - THE PACKAGE

• In brief, the crucial steps in the development of a unitary patent protection in the
Union were made in 2012-2013, when almost all EU countries and EU Parliament
agreed on the ‘patent package’. Such legislative initiative included the cited:

• ○ Regulation n. 1257/2012 creating a European patent with unitary effect

• ○ Regulation n. 1260/2012 establishing a language regime for the unitary patents

• ○ Agreement between EU countries to set up a Unified Patent Court
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - EFFECTS

• Under the unitary patent regime, it will be possible to
• obtain a patent with unitary effect (Reg. 1257/2012),
• i.e. a legal title that will provide uniform protection
• in up to 26 EU countries on a one-stop-shop basis.
• Benefits of such a system will include substantial
• cost advantages and reduced administrative burdens.
• Under the new system, a Unified Patent Court will
• be set, offering a single specialised patent jurisdiction.
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - EFFECTS

• In details, the Unitary Patent protection will present the following features :

• ► inventors (individuals, companies and institutions) will be able to protect their
inventions in up to 26 EU countries by submitting a single patent application;
after a patent is granted, there will be no need to validate it in each country.
Basically, applicants will have to file an application with the EPO the same way as
they do today. Once the EPC - European patent is granted, and the mention of the
grant is published in the European Patent Bulletin, the patentee can request the
EPO to register the unitary effect in the European Patent Register, so that the patent
will take effect in 26 EU countries without any additional validation requirement.
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - EFFECTS

• ► the unitary patent system will not affect the EPO’s daily search – examination –
granting procedures. It will not replace the existing routes for protecting patents in
Europe either. It will instead be an additional option, together with the existing
national patent system and the classic European patent system

• ► to implement the new system, therefore, the EPO will take on a number of new
tasks. For instance, the EPO will provide a new Register for Unitary Patent
Protection that will include legal status information concerning unitary patents,
with reference to licensing, transfer, limitation, lapse or revocation. Transfers and
licences will hence be registered centrally at the EPO; there will be no need to
prepare multiple parallel registrations for national patent registers
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - EFFECTS

• ► the new European patent system will become simpler and less expensive for

inventors – for instance, costly translation requirements (needed only during the
transitional period) will be reduced; renewal patent fees and other administrative

costs will be lower in comparison to those under the European Patent Convention -

EPC system (up to 80% lower), thus making the new European patent system more
competitive versus other IPRs-intensive systems such as the U.S. and Japan
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - EFFECTS

• ► specifically, there will be no fees for the filing and examination of the request
for unitary effect or registration of a Unitary Patent; for EU-based SMEs, natural
persons, universities and public research organizations, a new compensation
scheme (managed by EPO) will cover costs related to the translation of the
patent application if it was filed in an official EU language other than English,
French or German; unitary patents will also not be subject to the currently
fragmented renewal fees systems, but there will only be one annual renewal fee –
procedure – currency – deadline, paid to EPO; all post-grant administration will
be managed centrally by EPO, further reducing costs & administrative workloads
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - EFFECTS

• ► the broader and less expensive protection given by a unitary patent also
means that inventions will be more valuable; in the past, many inventors used to
patent their inventions only in a few countries, due to the prohibitive costs of the
system – this situation made inventions less valuable as the lack of protection in
other countries increased the risk for those inventions to be copied more easily

• ► research, development and investment in innovation will thus be encouraged,
with the ultimate consequence of an increased growth in the European Union
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - EFFECTS

• ► once the unitary regime enters into force, patent applicants may also choose
between various combinations of classic European patents and unitary patents :

• i) for instance, a unitary patent providing protection in the 26 EU Member States
taking part in the unitary patent scheme, together with

• ii) a classic European patent with effect in one or more EPC contracting states
which do not participate in the unitary scheme (Spain, Croatia, Norway, Iceland,
Switzerland etc) or which have not yet ratified the Unified Patent Court Agreement
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•European Patent with Unitary Effect

• UNIFIED PATENT COURT

• The Unified Patent Court (UPC) will be competent to handle disputes (on

infringement and validity) concerning both unitary patents and current classical

European patents. As a single specialised patent court, the UPC will benefit from

• local and regional presence around the European

• Union. Parties will be able to get a high quality

• decision for all countries where the patent is valid
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•European Patent with Unitary Effect

• UNIFIED PATENT COURT

• In other words, the reform will bring a unified litigation system. This is a big

advantage in comparison to the previous system, based on multi-forum litigation
where firms may have to litigate in parallel in all countries where the European

patent is validated. The previous system finally resulted in higher costs, substantial

complexity and legal insecurity. A Unified Patent Court will consequently facilitate
the development of a consistent jurisprudence, and will increase legal certainty
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•European Patent with Unitary Effect

• UNIFIED PATENT COURT

• To sum up, the Unified Patent Court (an international court) will :

• ▫ represent an effective forum for enforcing and challenging patents in Europe

• ▫ stop the need for litigation in different countries

• ▫ boost legal certainty through harmonised case law on validity & infringement

• ▫ offer simpler and more efficient judicial procedures

• ▫ harmonise substantive patent law on scope of patents and infringement remedies
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•European Patent with Unitary Effect

• UNIFIED PATENT COURT

• ▫ represent - for patent owners - a better option for enforcement of valid patents,
with Europe-wide effects of decisions, injunctions and damages (but the Unitary
Patent Court will not have jurisdiction over national patents – litigation over the
latter will continue before national courts; moreover, owners of European patents
may decide to opt out from the UPC’s competence during a transitional period)

• ▫ provide – for third parties and the public – a central revocation action, separate
from the EPO’s opposition procedure, at any time during the life of the patent
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•European Patent with Unitary Effect

• UNIFIED PATENT COURT

• In relation to the UPC’s specific and exclusive competences, these include :

• ► actions for actual or threatened infringements and related defences

• ► actions for declaration of non-infringement

• ► actions for provisional and protective measures and injunctions

• ► actions for revocation

• ► counterclaims for revocation
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•European Patent with Unitary Effect

• UNIFIED PATENT COURT

• The Unified Patent Court will comprise legally & technically qualified judges :

• ▫ a Court of First Instance (with a central division, and local & regional divisions)

• ▫ a Court of Appeal (located in Luxembourg)

• ▫ a Registry (based in Luxembourg)
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - START DATE

• The start of the new system is currently expected for the first half of 2019; the EU

regulations establishing the unitary patent system entered into force in 2013, but
they will only apply from the date of entry into force of the UPC Agreement

(it must be ratified by at least 13 states, including France Germany and the UK)
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - COVERAGE

• Unitary patent may be requested for any European

• patent granted on or after the date of entry into force of

• the Unified Patent Court Agreement. Unitary patents

• may not cover all participating Member States as long

• as some of them may still have to ratify the Agreement

• when it enters into force. Thus, there may be different

• generations of patents with different territorial scope
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME - COVERAGE

• Interestingly, the coverage of a given generation of

• unitary patents will remain the same for their entire

• duration, regardless of any subsequent ratifications of

• the Union Patent Court Agreement after the date of

• registration of the unitary effect – this simply means

• that there will be no extension of the territorial scope

• of unitary patents caused by later ratifications
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME & BREXIT

• As the EPO has also noted, the forthcoming BREXIT

• may have an impact on the Unitary Patent system.

• In case the United Kingdom withdraws from the EU,

• the regulations introducing the unitary patent reform

• will consequently cease to produce any effect there.
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•European Patent with Unitary Effect

• UNITARY PATENT REGIME & BREXIT

• Nevertheless, appropriate solutions may be found
• in order to ensure patent protection in the UK for

• unitary patent proprietors. A possibility, based on a

• political decision of the EU institutes member states
• and UK, would be to make UK participation in the

• unitary patent system legally possible on a long term

• basis on the ground of specific ad hoc agreements.
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• ■ how does the registration of a unitary patent work ?

• ■ which are the main advantages of a unitary patent regime ?

• ■ what will the benefits be of having a unified patent court ?
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European Patent with Unitary Effect

SUGGESTED  READINGS

● EU Parliament and Council of the EU, Regulation n. 1257/2012 implementing enhanced

cooperation in the area of the creation of unitary patent protection [2012] O.J. L 361

● Council of the EU, Regulation n. 1260/2012 implementing enhanced cooperation in the area of

the creation of unitary patent protection with regard to the applicable translation arrangement

[2012] O.J. L 361

● Agreement on a Unified Patent Court, introducing a single and specialised patent jurisdiction

[2013] O.J. C 175
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•SINGLE MARKET FOR INTELLECTUAL PROPERTY RIGHTS
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•The Trade Secrets Directive

• TRADE SECRETS - RELEVANCE

• Firms, inventors and researchers constantly develop information and knowledge

which are commercially valuable, and which can help them to perform faster
and better in the marketplace. This may be achieved for instance through decades

of experience, costly and lengthy research processes, or rapid bursts of creativity.

The outcome of such dynamics may inter alia consist of new manufacturing
processes, improved recipes, information on potential clients etc.
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•The Trade Secrets Directive

• TRADE SECRETS - RELEVANCE

• Large and small players in all economic fields may strategically protect such
information and knowledge by relying on trade secrets, and thus turn their

innovative ideas into growth competitiveness and jobs. Above all, SMEs and start-

ups rely on trade secrets on a more intensive basis than larger firms, in light of the
fact that they do not have sufficient resources to seek, obtain and manage a

portfolio of IPRs (eg, patents), and enter into costly litigation over IP infringement.
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•The Trade Secrets Directive

• TRADE SECRETS AND IPRS

• Trade secrets are not IPRs, but they are complementary
• to IPRs. They are used in the creative process leading to
• innovation and to the creation of IPRs. Therefore, trade
• secrets are at the basis of patents (a new invention), trade
• marks (a new branded product), copyright (a new work).
• Trade secrets are also used in relation to commercially
• valuable information for which there is no IP protection,
• but for which investments and research are required, and
• which are important for innovation performance (e.g, a
• new business idea, a new recipe, a new marketing study).
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•The Trade Secrets Directive

• TRADE SECRETS - MEANING AND SCOPE

• Basically, a trade secret consists of any confidential business information
providing a competitive advantage to an enterprise. A wide variety of
information could be protected as trade secrets :

• ► know-how
• ► technical knowledge (which could be patentable – e.g., manufacturing process)

• ► business & commercial information (e.g., list of customers, business plans)
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•The Trade Secrets Directive

• TRADE SECRETS - MEANING AND SCOPE

• The information, what is more, may have :

• ∞ a strategic and long-term relevance
• (e.g., a recipe or chemical compound)

• ∞ or a more short-lived relevance (for instance, the outcome of a marketing
study, or the name price and launch date of a new product or a new service offered)
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•The Trade Secrets Directive

• TRADE SECRETS - MEANING AND SCOPE

• There are no specific administrative and procedural requirements for a trade
secret to be protected. Yet, certain conditions concerning the characteristics of the
information must be met. In particular, the information must :

• ● be secret (i.e., not generally known)

• ● has commercial value due to its secrecy

• ● and has been further subject to reasonable
• measures to maintain its secrecy
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•The Trade Secrets Directive

• TRADE SECRETS - MEANING AND SCOPE

• Such reasonable measures, which should be implemented by the person in control
of the information, may include :

• ○ storing confidential information safely

• ○ signing non-disclosure or confidentiality agreements (where trade secrets must
be discussed with the commercial counterparty)

• ○ including non-disclosure or confidentiality clauses within agreements, where the
exchange of confidential information is very likely and/or necessary
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•The Trade Secrets Directive

• TRADE SECRETS - PROTECTION

• No proprietary or exclusive rights over the information are conferred by trade
secrets. Nevertheless, if the information is disclosed by someone who was under a
confidentiality obligation, such a disclosure would amount to a breach of contract
and the trade secret owner may benefit from the related contractual remedies.

• On a further ground, protection under unfair competition
• laws – available in the EU and in different European states
• - may apply in case a person obtains the information by
• dishonest means (e.g., through espionage).
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•The Trade Secrets Directive

• TRADE SECRETS - PROTECTION

• In brief, trade secrets protection seeks to ensure that such
• information remains secret (and firms’ competitiveness
• protected), and also identifies remedies against those who
• disclose it without authorization. Trade secrets do not have
• a precise limited term of protection. They are protected for
• an unlimited period of time, as long as the conditions for
• the information to be considered as a trade secret are met.
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•The Trade Secrets Directive

• TRADE SECRETS - PROTECTION

• Protection against dishonest conduct is all the more important for European
undertakings which are increasingly exposed to misappropriation of trade secrets.
According to surveys, 20% of European companies have been victims of trade
secret misappropriation at least once in the last ten years; and 40% of European
firms find that the risk of trade secret misappropriation has raised during the
same period of time. This may be caused by several factors, such as intense global
competition, increased used of ICT technologies, recourse to external consultants.
The fragmentation of the national laws on the protection of trade secrets may
impair firms’ ability to build cross-border networks of collaborative research. In
the EU, for instance, protection was not harmonised, giving rise to uncertainty.
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•The Trade Secrets Directive

• EU DIRECTIVE ON TRADE SECRETS

• In 2016, following a proposal from the EU Commission, the Parliament and the
Council adopted a Directive (2016/943) which standardizes the existing diverging
national laws in EU countries on the protection against the unlawful acquisition,
use and disclosure of trade secrets. Such Directive in brief addresses the risk of
losses faced by EU companies due to the misappropriation of trade secrets.
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•The Trade Secrets Directive

• EU DIRECTIVE ON TRADE SECRETS

• Above all, the EU Trade Secrets Directive :

• ► harmonizes the definition of trade secrets according to the existing
internationally binding standards (to avoid obstacles in the EU single market)

• ► defines the unlawful acquisition (theft, hacking, espionage etc), use or
disclosure (breach of a contractual duty, breach of a confidentiality agreement etc)

• ► specifies that reverse engineering & parallel innovation must be guaranteed,
due to the fact that trade secrets cannot be considered as a form of exclusive IPRs
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•The Trade Secrets Directive

• EU DIRECTIVE ON TRADE SECRETS

• On further notes, the Directive harmonises the civil (not criminal) means through
which firms facing trade secret misappropriation can obtain protection, such as :

• ○ blocking the illegitimate use and disclosure of misappropriated trade secrets

• ○ removing from the market goods manufactured on the basis of a trade secret
illegally obtained

• ○ getting compensation for the damages caused by the unlawful use or disclosure
of the misappropriated trade secret
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•The Trade Secrets Directive

• EU DIRECTIVE ON TRADE SECRETS

• The freedom of expression and the right of information are not impacted by the
Directive. This means that journalists remain free to investigate and publish news
on firms’ practices and business affairs. Even if a trade secret is misappropriated,
the Directive establishes a specific safeguard to preserve the freedom of expression
and the right to information, which are protected by

• the EU Charter of Fundamental Rights. The safeguard
• arises if the divulgation of the trade secret obtained by,
• or passed to journalists, occurred through the use of
• unlawful means (eg breach of law or breach of contract).
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•The Trade Secrets Directive

• EU DIRECTIVE ON TRADE SECRETS

• ► interestingly, the Directive does not remove the legal obligations on firms to
reveal information for public policy goals (public health, environment, consumer
safety etc). Thus, the public interest prevails over private interest in such matters.
This also means that the Directive does not allow firms to hide information that
they are obliged to disclose to regulatory authorities or to the public at large

• ► moreover, the Directive does not alter and does not have any impact on those
regulations establishing the right of citizens to have access to documents in the
possession of public authorities, including documents submitted by third parties
such as firms and business organisations
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•The Trade Secrets Directive

• EU DIRECTIVE ON TRADE SECRETS

• ► finally, the Directive expressly safeguards those who, acting in the public
interest, divulge a trade secret in order to reveal a misconduct, wrongdoing or
illegal activity. Such a safeguard applies if the trade secret was acquired or passed
to the whistle-blower through the use of unlawful means (e.g., breach of law or
contract). On the other side, if no illicit conduct occurs, the disclosure of the trade
secret is out of the scope of the Directive and therefore no safeguard is needed
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•The Trade Secrets Directive

• EU DIRECTIVE ON TRADE SECRETS

• To sum up, according to the Directive, Member States have to :

• ■ offer trade-secret holders strong civil law protection against the unlawful
acquisition, use or disclosure of their confidential business information

• ■ implement in the national laws corrective measures (including damages) to
redress misappropriation and misuse of trade secrets

• ■ implement in the national laws measures to preserve the confidentiality of trade
secrets in the course of legal proceedings
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•The Trade Secrets Directive

• EU DIRECTIVE ON TRADE SECRETS

• Overall, the Directive builds a common, clear and balanced legal framework
which should discourage unfair competition and dishonest behaviours. It should
also encourage collaborative innovation and the sharing of valuable know-how,
to the benefit of a more competitive and economically stronger Union.
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• ■ what is the relation between trade secrets and innovation ?

• ■ which are the characteristics of trade secrets ? are they IPRs ?

• ■ what are the safeguards in relation to trade secret protection ?
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The Trade Secrets Directive

SUGGESTED  READINGS

● EU Parliament and Council of the EU, Directive n. 2016/943 on the protection of undisclosed

know how and business information (trade secrets) against their unlawful acquisition, use and

disclosure [2016] O.J. L 157

● EU Commission (IPR Helpdesk), Your Guide to IP in Europe (2017)

● European Parliament (Research Service), ‘EU Innovation Policy - Part II’ (2016)
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•MODULE  III

•THE INTERNAL MARKET AND THE DIGITAL 
ECONOMY

• (Lecture XV)
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Internet: e-commerce protection

• THE DIGITAL SINGLE MARKET

• The result of the rapidly advancing technological industry coupled with the gravity of
the need to address consumer issues arising from lack of regulation in the digital sector
have led to the expeditious implementation of the EU Digital Single Market Strategy.
This policy is today considered by the EU Commission as one of its top 10 political
priorities because it is strongly believed that the completion of same can help the EU
take a leading position as a world leader in the digital economy.

• The Digital Single Market can be defined as “a market in which the free movement of
persons, services and capital is ensured and where individuals and business can
seamlessly access and engage in online activities under conditions of fair competition,
and a high level of consumer and personal data protection, irrespective of their
nationality or place of residence”.
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Internet: e-commerce protection

• THE DIGITAL SINGLE MARKET

• Three pillars represent the foundation of the 

• Digital Single Market Strategy:

• 1) Access: providing easier access for consumers and businesses to digital goods and 
services across Europe;

• 2) Environment: creating favorable conditions and a level playing field for digital 
networks and innovative services to flourish;

• 3) Economy and Society: maximizing the growth potential of the digital economy.
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Internet: e-commerce protection

• THE DIGITAL SINGLE MARKET: E-COMMERCE

• Based off of these pillars, various objectives were taken, such as: implementing geo-
blocking legislation to boost the e-commerce market in the EU; lowering the cost of
cross-border parcel deliveries and making same more efficient; modernizing the EU
copyright rules; updating EU audiovisual rules and creating a level playing field for
comparable digital sources; combatting the use of illegal online content and
protecting the most vulnerable users; increasing online consumers protections;
creating an effective EU cyber deterrence and criminal law response to better protect
European citizens, businesses and public institutions; creating clear rules in the
European digital market allowing the free flow of non-personal data; ensuring
everyone in the EU has the best possible internet connection; adapting e-Privacy
rules to the new digital environment.
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Internet: e-commerce protection

• THE DIGITAL SINGLE MARKET: E-COMMERCE

• The purpose of this Module is to give the reader a general overview of the most
relevant EU legislations (or legislative proposals), both adopted before or in
connection with the Digital Single Market Strategy, specifically dedicated to some
fundamental aspects of the digital economy, such as platforms (with particular regard
to e-Commerce) and data, and that have significant impact on:

• (i) boosting online consumer confidence and protection (i.e. e-Commerce
Directive 2000/31/EC; Consumer Rights Directive 2011/83/EU; Unfair
Commercial Practices Directive 2005/29/EC);

(ii) reinforcing trust and security in digital services and in the handling of
personal data (i.e. e-Privacy Directive 2002/58/CE; General Data
Protection Regulation 2016/679/EU);
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Internet: e-commerce protection

• THE DIGITAL SINGLE MARKET: E-COMMERCE

• (iii) ending unjustified cross-border barriers and generally create a more
advantageous environment for businesses to trade across borders (i.e. Geo-
blocking Regulation 2018/302/UE);

• (iv) promoting cross-border access to online content (i.e. Regulation
2017/1128/EU on cross-border portability of online content
services); and

• (v) creating a level playing field between market players in the audiovisual
sector and, generally, promoting fairness and transparency for business users
of online intermediation services (i.e. Audiovisual Media Services
Directive 2018/1808/EU; Online Platforms Regulation 2019/1150/EU).
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Internet: e-commerce protection

• E-COMMERCE DIRECTIVE: OBJECTIVE AND SCOPE

• The central EU legislation regulating e-Commerce is Directive 2000/31/EC (the “e-
Commerce Directive”) the purpose of which is to remove obstacles in cross-border
online services in the EU and provide legal certainty to businesses and citizens
operating in the digital economy, consequently establishing a legal framework for
information society services.

• The application of the e-Commerce Directive on the digital economy is broad,
covering both B2C and B2B transactions as well as services provided free of charge to
the recipient, i.e. funded by advertising and sponsorship. However, one should note
that the directive does not apply to traditional radio broadcasting, television
broadcasting, and most legal and gambling services.
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Internet: e-commerce protection

• E-COMMERCE DIRECTIVE: KEY PRINCIPLES

• The key principles provided for by the E-Commerce Directive are:
• 1) the freedom to provide information society 
• services (art. 3); and
• 2) the freedom of establishment (art. 4) of
• information society service providers within 
• the EU territory.
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Internet: e-commerce protection

• E-COMMERCE DIRECTIVE: KEY PRINCIPLES

• The freedom to provide information society services across the EU Member States is
provided by the internal market clause (art. 3), which also ensures that providers of
online services are subject to the law of the Member State in which they are
established and not the law of the Member States where the service is accessible.

• Member States may not restrict the freedom to provide information society services
except in the event such measures are necessary for public policy, protection of public
health, public security, consumer protection, and the measures are proportionate to
achieve such objectives.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: KEY PRINCIPLES

• In this event, a Member State that intends to take measures derogating from the internal
market clause should notify both the EU Commission and Member State of
establishment of such measures before taking the measures in question.

• Once the EU Commission examines the compatibility of the notified measures with EU
law, in the event such measures are considered incompatible, the EU Commission will
ask the Member State to refrain from taking such measures or immediately put an end
to the measures taken so far.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: KEY PRINCIPLES

• As mentioned, under Article 4, the e-Commerce Directive also provides for the
freedom of establishment of information society service providers within the EU
territory. To achieve this objective, Member States shall ensure that the activity of
information society service providers may not be subject to prior authorization or any
other requirement having equivalent effect.

• Together, these two principles set forth by the internal market clause, contribute to
ensure and promote cross-border digital trade, and enhance competition between
information society service providers.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS

• To safeguard consumer protection and strive a more trustworthy internet, the e-
Commerce Directive also establishes harmonized rules in the following areas:

§ 1) transparency and information requirements
§ for online service providers (art. 5);
• 2) commercial communications (art. 6);
• 3) electronic contracts (art. 9 et seq.); and
• 4) limitations of liability of intermediary 
• service providers (art. 12 et seq.).
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS

• With regard to point 1), the general information requirements under the directive are
mainly dedicated to provide the consumer with the right to easily access the most
relevant information regarding the identification of the service provider (i.e. name,
geographic address, e-mail, trade register number, etc.) including supervisory
authorities, if any, and specific information regarding service providers that are
regulated professions.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS

• As regards point 2), the e-Commerce Directive also provides for certain information
requirements of commercial communications in order to strengthen consumer
protection in such sector.

• Under the directive, commercial communications are defined as any form of
communication designed to promote, directly or indirectly, the goods, services or
image of a company, organisation or person pursuing a commercial, industrial or
craft activity or exercising a regulated profession (please note that not all information
allowing direct access to the activity falls under the definition of commercial
communications - e.g. domain name or email address - as well as any communication
relating to the goods, services or images compiled in an independent manner).
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS

• Particularly, when making a commercial communication, the Information Service
Providers (the “ISPs”) shall ensure that one should be able to clearly identify:

• (i) commercial communications; and

• (ii) the person on whose behalf the commercial communication is made. Commercial
communication that include promotional offers, competition, or games, shall also be
clearly identifiable as such.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS
• As regards point 3), the e-Commerce Directive not only enhances e-Commerce activity

and bolster consumer protection, but also provides that Member States shall ensure
their legal systems allow contracts to be concluded by electronic means (art. 9).
Therefore, any legal requirements applicable to the contractual process shall neither
create obstacles for the use of electronic contracts nor result in such contracts being
deprived of legal effectiveness and validity on account of their having been made by
electronic means.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS

• In furtherance of the transparency theme of this directive, Article 10 of the e-
Commerce Directive requires the service provider to give certain additional
information clearly, comprehensibly, unambiguously, and prior to a service
recipient placing an order, such material including: different technical steps to follow
to conclude the contract; language offered for the conclusion of the contract; etc.).
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS

• Finally, as regards point 4), the e-Commerce Directive aims to also regulate liability of
intermediary service providers for the purpose of eliminating distortions of
competitions and enhancing the development of cross-border services.

• The harmonization of national provisions concerning liability of ISPs acting as
intermediaries represents another important step for the advancement of the digital
economy: in fact, due in part to the relative ease in which individuals can perform
various activities through the internet, numerous of legal problems may arise regarding
liability from internet usage, which only harmonized legislation can better regulate,
prevent and counter illegal conduct of such.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS

• Taking into account the various types of legal violations that can occur through the use
of on-line facilities (for example: dissemination of copyright work, illegal or harmful
content, misrepresentations, incorrect or false information, etc.), as well as the
impossibility for an ISP to control all of the information passing through its network,
the e-Commerce Directive has set such harmonized liability regulation beginning with
the principle that ISPs may be held liable if they have some form of “control” over the
information.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MAIN PROVISIONS

• Another principle grounded in the liability regime of ISPs consists of the adoption of
the so called horizontal approach, which constitutes a regulatory approach that
provides a regulation applicable to any infringement, regardless of the area of law.

• Particularly, the directive provides for a generally applicable system of specific
liability exemptions on the basis of the activity carried out by ISPs, specifically: (i)
mere conduit (art. 12); (ii) caching (art. 13); and (iii) hosting (art. 14).
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MERE CONDUIT

• Article 12 of the e-Commerce Directive, expressly takes into account two types of
mere conduit activities:

• 1) transmission in a communication network of information provided by a recipient of
the service; and

• 2) provision of internet access.

• The peculiarity of such activities is that the ISP’s role is passive, in that it acts merely
as a “carrier” of data provided by third parties through its network.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MERE CONDUIT

• Those activities include the automatic, intermediate and transient storage of
information transmitted, in so far as the storage takes place for the sole purpose of
carrying out the transmission in the communication network, and provided that the
information is not stored for any period longer than reasonably necessary for the
transmission.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: MERE CONDUIT

• When a mere conduit activity is performed, the e-Commerce Directive grants the ISP
an objective exemption as long as the ISP:

• (a) does not initiate the transmission (i.e. the provider does not take the decision to
carry out the transmission);

• (b) does not select the receiver of the transmission (i.e. when the ISP selects receivers
as an automatic response to the request of the user initiating the transmission);

• (c) does not select or modify the information contained in the transmission.

438



Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: CACHING

• The second liability exemption provided by the directive refers to caching activities.
Such activities, in general, can be defined as services that aim to avoid saturating the
internet with the repetitive high demand of certain material, by locating high demand
data on remote servers and then storing copies of the material on local servers.

• Under Article 13, the e-Commerce Directive provides also for exemptions with
respect to caching services as long as they consist of the automatic, intermediate, and
temporary storage of data in local servers by ISPs.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: CACHING

• Particularly, ISPs cannot be held liable when they perform such caching activities on
the condition that:
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: HOSTING

• Finally, under Article 14, the e-Commerce Directive also provides for an exemption
for hosting services, that can be defined as services that provide offers to individuals,
companies, and organizations to rent space and incorporate any kind of data on that
space.

• Such exemption shall not apply when recipients
• of the service act under the authority or control
• of the provider.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: HOSTING

• The e-Commerce Directive states that ISPs will not be held liable for performing these
hosting services as long as:

• 1) the provider does not have actual knowledge of the illegal activity or information
and, as regarding claims for damages, is not aware of facts or circumstances from
which the illegal activity or information is apparent; or

• 2) the provider, upon obtaining such knowledge or awareness, acts expeditiously to
remove or to disable access to the information.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: NO MONITORING

• That said, the directive purposely safeguards service providers from the obligation to
check and control all information that flows through their networks because such
obligation would be nearly impossible for ISPs to perform or in any case it would
place overwhelming economic hardship on ISPs. Taking this intention into account,
Article 15 provides that Member States shall not impose a general obligation on
providers to monitor the information they transmit or store when they are performing
one of the services of mere conduit, caching or hosting.

• However, pursuant to the second paragraph of Article 15, ISPs are obliged to
communicate to the competent authorities in the case of suspected illegal activities.
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Internet: e-commerce protection 

• E-COMMERCE DIRECTIVE: CODES OF CONDUCT AND OUT-OF-COURT 
SETTLEMENT

• Lastly, Chapter III of the e-Commerce Directive is dedicated to encouraging voluntary
and coordinated actions implementing the directive through codes of conduct (art. 16)
and, in the event of disagreement between an information society service provider and
the recipient of the service, promoting the recourse to out-of-court schemes for dispute
settlement (art. 17) as well as ensuring national enforcement (art. 18).
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE
• Another basic regulatory act that applies to e-commerce is the Directive 2011/83/EU

on consumer rights (the “CRD”).

• The CRD regulates, inter alia, certain aspects of distance contracts and further
distinguishes between sales contracts, service contracts and contracts for the supply of
online digital content.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: DISTANCE CONTRACTS

• Taking into account such definitions, before analyzing the contracts for the supply of
online digital content, it is initially necessary to analyze the CRD regime applicable to
distance contracts.

• Accordingly, distance contracts is defined as any contract concluded between the
trader and the consumer under an organized distance sales or service provision
scheme without the simultaneous physical presence of the trader and the consumer,
with the exclusive use of one or more means of distance communication (i.e. mail
order, Internet) up to and including the time at which the contract is concluded.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: DISTANCE CONTRACTS
• Such definition also includes any combination of the different means of distance

communication (i.e. between website and phone).

• However, the CRD applies insofar the distance contract is concluded under an
organized distance sales or service-provision scheme (for example, through the use of
online platforms), that is to say that the trader is not subject to the CRD if it concludes
only on an exceptional bases such distance contracts.

• With regard to the e-Commerce legal framework, the aim of such directive is
unquestionably to provide consumers across the entire EU territory with strong rights
and protections when concluding contracts by means of distance communication,
especially with respect to ISPs.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: DISTANCE CONTRACTS

• In this respect, the CRD has set forth various consumer-friendly provisions, that may
be summarized as follows:

• 1) general information requirements applying, inter alia, to distance contracts (art.
6);

• 2) formal requirements specifically applying to distance contracts (art. 8); and
• 3) detailed rules regarding consumer’s right of withdrawal from, inter alia, distance

contracts (art. 9 – 16).
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: DISTANCE CONTRACTS

• With regard to information and formal requirements, the CRD has provided the
following regime:

• (a) the trader shall provide the consumer with certain information, listed under Article
6 of the CRD in a clear and comprehensible manner and before the consumer is
bound by a distance contract or any corresponding offer;

• (b) the trader may take into account the specific needs of consumers (i.e. in case of
infirmity or age), notwithstanding that such specific needs should not lead to different
levels of consumer protection;
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: DISTANCE CONTRACTS

• (c) in the event a distance contract is concluded by electronic means, the information
listed under Article 6 as well as those listed under Article 8, shall be made available to
the consumer in a way appropriate to the means of distance communication used in
plain and intelligible language. In so far as that information is provided on a durable
medium, it shall be legible (art. 8, par. 1);

• (d) in the event of point (c) - and in case such distance contract places the consumer
under an obligation to pay - the trader shall make the consumer aware in a clear and
prominent manner, and directly before the consumer places his order, of specific
information (analyzed in the slides below);
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: DISTANCE CONTRACTS

• (e) all information required under the CRD is in addition to any other information
provided under the e-Commerce Directive (art. 6, par. 8), such as the information on
the trader’s trade or other public register, its VAT number, relevant professional bodies,
measures taken to avoid conflicts of interest and relevant supervisory authorities, as
well as the technical steps to conclude the contract and information about promotional
offers;

• (f) if a provision of the e-Commerce Directive on the “content and the manner in
which the information is to be provided” conflicts with a provision of the CRD, the
provision of the CRD prevails;

453



Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: DISTANCE CONTRACTS

• (g) the CRD is without prejudice to the application of the information requirements
under other EU legislation, such as:

• - Regulation (EU) 2016/679, on the protection of personal data;
• - ePrivacy Directive 2002/58/EC on privacy and electronic communication;
• - Directive 2010/13/EU for audiovisual services.
• In fact, such regulations – that will be further analyzed – are particularly relevant in

online sales and, therefore, are definitely part of the e-Commerce legal framework.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: GENERAL INFORMATION 
REQUIREMENTS

• Taking into account this framework, it is now necessary to analyze the general
information traders must provide according to Article 6 of the CRD:

• 1) main characteristics of products and any restricting condition concerning the offer:
such information shall be detailed and must be provided depending on the complexity
of the product;

• 2) identity and contact details of the trader: such information shall be provided in order
to enable consumers to contact the trader quickly and communicate with him
efficiently and, specifically, include the trader’s trading name, geographical address of
establishment or, if not applicable, the place of business, telephone number, fax and e-
mail address;
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: GENERAL INFORMATION 
REQUIREMENTS

• 3) price: such information shall provide the total price of the goods or services
inclusive of taxes, all additional freight, delivery or postal charges and any other costs.
If such price and charges cannot be reasonably calculated in advance, such information
shall provide the manner in which the price is to be calculated and the fact that such
additional charges may be payable (in the event in which the contract has an
indeterminate duration or contains a subscription, the total price shall also mean the
total monthly costs);

• 4) payment and delivery: such information shall be on arrangements for payment,
delivery, performance, time by which the trader undertakes to deliver the goods or to
perform the service, and, finally – though not mandatory - the trader’s complaint
handling policy);
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: GENERAL INFORMATION 
REQUIREMENTS

• 5) duration and termination of the contract: such information shall in particular include
applicable charges and termination procedures, including the prior notice period and
means by which the termination should be notified;

• 6) out-of-court redress mechanisms: such information should include the possibility of
having recourse to an out-of-court complaint and redress mechanism - which the trader
is subject to - and the methods for having access such recourse.

• 7) guarantees: such information shall specify that under EU law the trader is liable for
any lack of conformity that becomes apparent within of 2 years from delivery of the
goods and that national laws may give consumers additional rights;

457



Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: GENERAL INFORMATION 
REQUIREMENTS

• 8) after-sale services: such information should be granted only if the respective
additional benefits are actually offered. In such case, the trader shall provide
consumers with specific information about such services and in particular explain
where the service will be performed and who bears the cost of transport;

• 9) right of withdrawal: such information should be provided in the event such right
exists and should be about the conditions, time limit and procedures for exercising
such right.

• Although such information requirements apply to any type of contract, one must note
that, in the e-commerce framework, such information acquires a determining value in
order to protect consumers because they strongly contribute to make the consumers
aware of each key aspect of the e-commerce transaction and, finally, they prevent
abuses or even frauds made by traders.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: FORMAL REQUIREMENTS

• However, as anticipated, the EU Institutions were aware that such information
requirements had to be integrated with additional legislation when dealing with
distance contracts concluded by electronic means, in which additional and specific
risks for consumers arise. While the CRD does not define electronic means, in view of
the explanation provided in Recital 39, this term should be interpreted as referring to
contracts concluded through websites.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: FORMAL REQUIREMENTS

• Therefore, one could interpret that the CRD provides for formal requirements
applying to distance contracts concluded by electronic means, which should be viewed
in the context of national rules transposing the provisions of the e-Commerce
Directive, which apply if the contract falls under the definition of an “information
society service” (i.e. any service normally provided for remuneration, at a distance, by
electronic means and at the individual request of a recipient of services).

• As mentioned, the specific regime applying to distance contracts concluded by
electronic means requires that all information provided for under Articles 6 and 8
shall be made available to the consumer in a way appropriate for the means of distance
communications used in plain and intelligible language. In so far as that information is
provided on a durable medium, the language shall be legible.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: FORMAL REQUIREMENTS

• Further, for the purpose of providing online consumers stronger protection by
requiring that certain information should be presented in a way that the online
consumer can actually see and read it before placing the order without being obliged to
navigate away from the page used to place the order, the CRD specifically provides
that the following information shall be made available to the consumer directly before
the latter places his order:

• (a) the main characteristics of the service of the product;
• (b) the total price;
• (c) the duration of the contract and the conditions for terminating it;
• (d) where applicable, the minimum duration of the consumer’s obligations under the 

contract.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: FORMAL REQUIREMENTS

• Another objective set by the CRD is that the trader shall ensure that the consumer,
when placing his order, explicitly acknowledges that the order implies an obligation
to pay. Therefore, the button used to place the order on the website must be clearly
labeled (the button can be designed in different ways as long as it gives a clear
message about the obligation to pay).
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: FORMAL REQUIREMENTS

• In the event a contract is concluded by means of distance communication allowing
limited time or space to display the information, the CRD provides that in such cases
the trader must provide, before the placing of the order, the same information
required for distance contracts concluded through electronic means and, in addition: (i)
the identity of the trader; (ii) the right of withdrawal; and (iii) the minimum duration of
the consumer’s obligation under the contract (this requirement is not expressly
provided by the CRD but the EU Commission has specified that it should also be
included).

• This information must also be provided in the event the trader has customized the
content and presentation of its trading website for mobile devices with small screens;
the remaining pre-contractual information required under Article 6 could, in such case,
be available through hyperlink.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: CONTRACT CONFIRMATION

• Finally, the CRD regulates the confirmation phase of the contract. The trader shall
provide the consumer with a confirmation of the contract including all the information
required under Article 6 unless it has already been provided on a durable medium
(such as in a mail order catalogue, SMS or e-mail, before the contract was concluded).

• What does «durable medium» mean? The definition of such term was examined by the
CGUE in case C-49/11 Content Services Ltd. In such case the Court concluded that a
mere provision of information on a website does not constitute a durable medium,
however can qualify as durable media if they meet certain requirements (i.e. its content
cannot be unilaterally changed for an adequate period by the seller).
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: CONTRACT CONFIRMATION

• The CRD requires that such confirmation must be sent within a reasonable time after
the conclusion of the distance contract, and at the latest, at the time of delivery of
the goods and before the performance of the service begins.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: RIGHT OF WITHDRAWAL
• Another important section of the CRD is the right of withdrawal, that is granted to

the consumers unless the exceptions set forth in Article 16 apply. Under Article 9, the
consumer has a period of 14 calendar days to exercise his or her right of withdrawal,
inter alia, in distance contracts without giving reason and without incurring any costs
other than those provided under the CRD.

• If the trader has not provided a notice of the right to withdrawal the directive extends
this right a period of 12 months (art. 10). The period of notice starts from:

• (a) the day of the conclusion of the contract, in cases of, including but not limited to,
service contracts and contracts for online digital content not supplied on a tangible
medium; or

• (b) the day of the receipt of goods, in cases of sale contracts.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: RIGHT OF WITHDRAWAL

• Although the consumer is able to withdraw using either a model form provided by the
trader or any other unequivocal and explicit statements of withdrawal made by the
consumer to the trader, the burden of proof regarding the exercise of the right of
withdrawal within the period falls on him/her.

• Articles 13 and 14 set forth the trader’s and consumer’s obligations in the event of
withdrawal, respectively. Under Article 13, the trader must reimburse the consumer
without undue delay, using the same means of payment as the initial transaction, not
later than 14 days from the day on which the trader was informed of the consumer’s
decision to withdraw.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: RIGHT OF WITHDRAWAL

• Article 14 sets forth the following obligations of the consumer in the event of
withdrawal:

• - the consumer bears the burden of sending back goods, unless the trader has offered to collect them;

• - The consumer bears the burden of the direct cost of returning goods, unless otherwise agreed;

• - Goods shall be returned without undue delay and no later than 14 days from the day of communication
of withdrawal to the trader;

• - Consumer shall be liable for any diminished value of goods resulting from consumer’s handling of them
beyond that which is necessary to establish their nature, characteristics and functioning (however
consumer is not liable if trader failed to provide notice of the right of withdrawal to consumer)

• - In cases of contracts of services, the consumer shall pay the trader a proportionate amount for services
already provided up until the time consumer informs trader of consumer’s election to exercise the right
of withdrawal.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: RIGHT OF WITHDRAWAL

• Finally, Article 16 provides for a list of situations where the application of the right to
withdrawal is denied (exceptions), such as: (i) where service contracts have been fully
performed with consumer’s prior express consent and with consumer’s
acknowledgment of losing the right to withdrawal upon the completion of
performance; (ii) where consumer has made specifications or clearly personalized
requests regarding the goods; and (iii) in the case of supply of digital services not
supplied on a tangible medium, if the performance has begun with the consumer’s
prior express consent and the consumer acknowledged the subsequent loss of his/her
right of withdrawal.
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Internet: e-commerce protection 

• CONSUMER RIGHTS DIRECTIVE: ONLINE DIGITAL PRODUCTS

• As anticipated, the CRD introduces a distinct category of contracts for digital
content, that is not expressly defined, not supplied on a tangible medium and which
Recital 19 neither classifies as sales contracts nor services contracts. However, as we
will later analyze, the EU Institutions are proposing a definition of contracts for digital
content not supplied on a tangible medium.

• Though no definition exists for contracts for digital content, the CRD expressly
provides a definition of Digital Content as data which are produced and supplied in
digital form, for example, computer programs, applications, games, music, videos or
texts, irrespective of whether they are accessed through downloading or streaming,
from a tangible medium or through any other means (Recital 19).
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• CONSUMER RIGHTS DIRECTIVE: ONLINE DIGITAL PRODUCTS

• With regard to such a unique category of contract, the CRD provides a specific regime
with respect to the following profiles:

• 1) the application of the CRD;
• 2) the consumers’ right of withdrawal;
• 3) the confirmation of the contract; and

• 4) the information requirements.
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• CONSUMER RIGHTS DIRECTIVE: ONLINE DIGITAL PRODUCTS

• First, with regard to CRD’s application, one should note that contracts for online
digital content are subject to the CRD even if they do not involve the payment of a
price by the consumer. With such provision, the CRD’s application extends to online
digital products, however, since the CRD applies to contracts concluded between
consumers and traders, it should not apply to online digital content which is merely
broadcasted information on the internet that needs no express conclusion of a contract.

• Thus, it follows that access to or download from a website should not be considered a
contract for the purposes of the CRD.
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• CONSUMER RIGHTS DIRECTIVE: ONLINE DIGITAL PRODUCTS

• Contracts for online digital content also have distinguishable characteristics regarding
the right of withdrawal because of the instantaneous nature of the contracts. The
legislator decided to regulate these types of contracts applying the same principles
already in force with respect to sealed tangible data carriers (CDs and DVDs) - in that
consumers are granted the right of withdrawal for 14 days unless they unseal the
packaging of the i.e CDs or DVDs – such that consumers are not granted with the
right of withdrawal once they test the digital content (i.e. start of downloading or
streaming a video).
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• CONSUMER RIGHTS DIRECTIVE: ONLINE DIGITAL PRODUCTS

• Further taking into account the immediate nature of these contracts, the CRD also
requires the trader to provide consumers with confirmation by e-mail immediately
before the digital content is supplied (i.e. before the streaming or download starts).

• Finally, in addition to the information requirements applying to all contracts, contracts 
for digital content must fulfill additional information requirements regarding:

• (a) functionality of digital content (i.e. ways in which digital content can be used, for 
instance for the tracking of consumer behavior, etc.); 
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• (b) interoperability of digital content (i.e. description of the information regarding the
standard hardware and software environment with which the digital content is
compatible, for instance the operating system, etc.); and

• (c) where the digital product includes optional additional and built-in purchases (i.e.
apps that include in-app purchases), information that such additional purchasing
options may be offered, before acquiring the product.
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• RECENT EU INTERVENTIONS ON E-COMMERCE PROTECTION

• Before going over the other EU regulations in force and applicable to e-commerce that
heavily contribute to consumer protection, one must note that the adoption of the
proposal of a Directive, dated 11.04.2018, amending, inter alia, Directive 2005/29/EC
and CRD regarding stricter enforcement and modernization of EU consumer protection
rules (the “Directive Proposal”) has recently been under discussion in EU Institutions.

• The EU Commission presented a communication to the Directive Proposal called New
Deal for Consumers (the “NDC”) to the EU Parliament and Council with the purpose
of better adapting consumer rules of the online world, which has developed
considerably in recent years.
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• The scope of such EU Commission’s intervention was summarized by First Vice-
President Tiemmermans who said that:

• “Today’s New Deal is about delivering a fairer Single Market that benefits consumers
and businesses. We introduce a European collective redress right for when groups of
consumers have suffered harm, like we have seen in the recent past, with proper
safeguards so there can be no misuse. Consumers will know who they are buying from
online, and when sellers have paid to appear in search results. The majority of traders
who play fair will see burden lifted. The handful of traders who deliberately abuse
European consumers’ trust will be sanctioned with tougher fines.”
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• RECENT EU INTERVENTIONS ON E-COMMERCE PROTECTION

• The main objectives set out by the NDC are:

• (A) Strengthening consumer rights online:
• - when searching online, consumers will have to be clearly informed when a search

result is being paid for by a trader;
• - market participants will have to inform the consumers about the main parameters

determining the ranking of the results;
• - extension of the right of withdrawal to “free” digital services for which consumers

provide their personal data, but do not pay for such services with money (i.e. cloud
storage services; e-mail accounts).
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• (B) Giving consumers the tools to enforce their rights and get compensation:
• - it will be possible for a qualified entity such as a consumer organization to seek

redress at the EU level, such as compensation, replacement or repair, on behalf of a
group of consumers that have been harmed by an illegal commercial practice;

• - the right to claim individual remedies will be ensured to consumers in all Member 
States, when they are affected by unfair commercial practices;
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• RECENT EU INTERVENTIONS ON E-COMMERCE PROTECTION

• (C) Introducing effective penalties for violations of EU consumer law:
• - providing the national authorities with the power to impose effective, proportionate 

and dissuasive penalties in a coordinated manner; 
• - for widespread infringements that affect consumers in several EU Member States, the 

available maximum fine will be 4% of the trader’s annual turnover in each respective 
Member State (the Member States are free to introduce higher maximum fines);
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• (D) Tackling dual quality of consumer products:
• - updating the Unfair Commercial Practices Directive in order to make explicit that 

national authorities can assess and address misleading commercial practices involving 
the marketing of products as being identical in several EU countries, if their 
composition or characteristics are significantly different;

• (E) Improved conditions for businesses:

• - removal of unnecessary burdens for businesses (i.e. traders will no longer have to 
reimburse the consumers before actually receiving the returned goods).
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• RECENT EU INTERVENTIONS ON E-COMMERCE PROTECTION

• The Directive Proposal moves parallel with the NDC, and specifically provides for
amendments both to Directive 2005/29/EC (on unfair commercial practices) and to the
CRD. We will further analyze the proposed amendments regarding the CRD, while
analyzing the proposed amendments regarding Directive 2005/29/EC in the following
Lecture.

• First, the Directive Proposal formulates a series of new definitions, which align with
those provided under the Digital Content Directive (2019/770/EU), in order to broaden
the Proposal’s application to digital services and online marketplaces.
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• RECENT EU INTERVENTIONS ON E-COMMERCE PROTECTION

• In light of such definitions, one must note that the Directive Proposal extends the
application of the CRD to all digital services for which consumers provide personal
data without monetary payment, such as cloud storage, social media and e-mail
accounts.

• One of the major developments brought by the Directive Proposal would be that
consumer’s rights provided under the CRD (i.e. information requirements and right of
withdrawal) would also be applicable to consumers who benefit from digital
services by giving their personal data without making any payment for such
digital services.
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• However, such legal framework would not apply in situations where the provided data
are processed by the trader for legal purposes, or where they are processed by the
trader for the purpose of providing the digital content or the digital service.

• For consistency, the Directive Proposal provides for amendments to Articles 5 and 6 of
the CRD with the purpose of adding, among other information requirements provided
therein, information regarding the interoperability and functionality to the category of
“digital services”.

• In order to enhance flexibility in communication between traders and consumers, the
Directive Proposal, if adopted, would introduce the possibility for professionals to use
other means of communication as an alternative to the traditional e-mail address and
remove faxing from the list of possible means of communication.
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• As mentioned, the Directive Proposal also deals with contracts concluded in online
marketplaces. In particular, if adopted, under Article 6 bis, the proposal requires traders
to provide the consumer with the following additional information requirements:

• 1) the obligation to indicate the main parameters to determine the classification of
offers;

• 2) the duty to specify if contracts would be subject to EU law on consumer
obligations and rights, if the third party offering the product is a trader;

• 3) the obligation to indicate the liable trader as a way to ensure, in relation to the
contract, the application of consumer rights stemming from EU consumer protection
law, if the contract is concluded with a trader.
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• The Proposal Directive also aims to amend Article 8 of the CRD by specifying that the
formal requirement for distance contracts concerning the obligation for traders to
obtain the express consent of the consumer for the immediate provision of services is
applicable only to those services provided to offset payment and, therefore, only in
such cases where the trader requires consumer’s express consent.
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• As mentioned, in order to improve business conditions, the Directive Proposal also
provides for amendments to the obligation of the trader in the event of withdrawal
(Article 13 of the CRD), and specifically:

• (a) the elimination of the obligation for the trader to reimburse the consumer before
he or she received back the returned goods. This elimination thus provides the trader
with the right to withhold the refund until he or she can physically check the alleged
nonconforming goods;

• (b) the introduction of the requirement for the trader to fulfill his or her obligations
and exercise his or her rights under Regulation (EU) 2016/679 and Directive 2019/770
concerning personal data and digital content other than personal data, uploaded or
created by the consumer while using the digital content or digital service provided by
the trader.
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• The Directive Proposal provides for the elimination of the consumer’s right to return
goods which have been handled beyond the extent necessary to establish their nature,
characteristics and functioning.
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• Finally, the Directive Proposal also provides for a different penalty regime, aligned to
the one set out under the Directive 2005/29/EC (on unfair commercial practices), that
consists of the (i) introduction of a list of criteria that the national authorities of the
Member States would be asked to take into account, such as the nature, gravity,
duration, or temporal effects of the trader’s infringement actions, to mitigate or remedy
the damage suffered by consumers, as well as the number of consumers affected,
including those in other Member States, and (ii) imposition of penalties in cases of
widespread infringements within an EU, for a minimum amount of 4% of the trader's
annual turnover in the Member State or Member States concerned.
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• ■ How does the system of specific liability exemptions under the E-

Commerce Directive works?

• ■ How are the contracts for digital content specifically regulated under

the CRD?

• ■ What are the main novelties under the Directive Proposal?
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SUGGESTED  READINGS

• ● e-Commerce Directive 2000/31/EC;

• ● Liability of Intermediary Service Providers in the EU Directive on Electronic
Commerce, P. A. Baistrocchi, 2003;

• ● Consumer Rights Directive 2011/83/EU;
• ● Guidance Document concerning Directive 2011/83/EU, DG Justice, European

Commission, June 2014;
• ● EU Commission communication “New Deal” for consumers, COM(2018) 183 final;
• ● Directive proposal COM (2018) 185 final.
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•MODULE  III

•THE INTERNAL MARKET AND THE DIGITAL ECONOMY

• (Lecture XVI)
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: SCOPE

• Directive 2005/29/EC concerning unfair business-to-consumer commercial practices
(the “UCPD”) contributes to the proper functioning of the internal market by
prohibiting unfair commercial practices and, therefore, boosting fairness in the market
ensuring that consumers are not misled or exposed to aggressive marketing.

• This directive, jointly with the legislations analyzed insofar, constitutes a significant
piece of legislation also regarding the digital economy.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: SCOPE

• Indeed, the UCPD has a broad scope applying to all commercial practices except
business-to-business (B2B), that harm consumer’s economic interests which occur
before (i.e. during advertising or marketing), during or after a business-to-consumer
online (and offline) transaction has taken place and which harm consumer’s
economic interests more generally.

• Therefore, the UCPD applies regardless of the channel, medium or device used to
implement a business-to-consumer commercial practice and aims to ensure that
“online and offline consumers” are not misled or exposed to aggressive marketing and
that commercial claims made by traders targeting consumers in the EU are clear,
accurate and substantiated.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: SCOPE

• The UCPD plays a key “safety net” role in preventing and combating unfair
commercial practices as a result of its gap filling and complementary characteristics
with respect to other EU legislation, particularly in the online sector where new risks
and legislative holes constantly arise.

• Although – as previously described – the CRD and e-Commerce Directive jointly
provide a strong set of consumer protection provisions, various commercial practices
can still be carried out by online operators which do not fall under such legal
framework, but may fall under the application of the UCPD.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: SCOPE

• The UCPD’s safety net aspect allows for a general higher uniform standard of
consumer protection across all sectors due to its structure encompassing not just
certain commercial practices that are considered unfair in all circumstances but also
certain commercial practices that, after a case-by-case assessment, may be considered
unfair.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: ONLINE PLATFORMS

• Analyzing the UCPD with regard to the digital economy, the new phenomenon of
online platforms must be explained as online platforms play a key role in such sector
having changed consumers behaviors as well as traditional ways of making
businesses.

• Online platforms can be understood as a method of organizing digital markets that
allows two group of users (suppliers and customers) to meet. By providing
infrastructure and enabling interactions between suppliers and users for the immediate
provision of goods, services, digital content and information online, the development
of online platforms have opened tremendous amounts of opportunities in the market.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: ONLINE PLATFORMS

• Such opportunities are strictly linked to the ability of online platforms to operate
across various business models, one should note that their functionality ranges from
merely allowing users to look for information supplied by third parties to facilitating,
often against remuneration, contractual transactions between third party traders and
consumers, to advertising and selling different kinds of products and services,
including digital content.

• Amongst other, online platforms may even operate as marketplaces where users must
first conclude a contract with the platform to subsequently be able to conclude
contracts between themselves; depending on the circumstances, online platforms may
also qualify as ISPs.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: ONLINE PLATFORMS

• Some concrete examples of online platform business models can be the following:
search engines (e.g. Google, Yahoo!); social media (e.g. Facebook, Twitter); user
review tools (e.g. Tripadvisor); collaborative economy platforms (e.g. Airbnb, Uber,
BlaBlaCar); E-commerce platforms (marketplaces) (e.g. Zalando, Amazon, Alibaba,
Ebay); app stores (e.g. Apple App Store, Google Play, Amazon App Store); collective
buying websites (e.g. Groupon).
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: ONLINE PLATFORMS

• The variety of online platform business models evidences how the growth of the
digital economy runs parallel to the ability to easily perform unfair commercial
practices and thus make users subject to the risks therefrom.

• For example, misleading presentations of products, failure to fully inform about
traders or payment settings, insufficient consent by consumers for purchases, hidden
marketing, and fake user reviews, are only a few of the problems that have been
detected over the past years.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: ONLINE PLATFORMS

• Notwithstanding the importance of online platforms in the digital economy, it may be
surprising that the term "platform" is not defined under the UCPD. However, due to
the UCPD’s technological neutrality described under paragraph before, the definition
of the term “platform” would not have any impact on its application extent.

• Therefore, the general legal framework provided under the UCPD also applies to
online platforms, which shall be subject to its provisions as long as: (i) they can be
qualified as "traders" under Article 2, lett. (b), of the UCPD ; and (ii) the transaction
put in place by the latter falls under the category of B2C transactions (Article 2, lett.
(d), of the UCPD), towards users (suppliers and recipients) who qualify as
"consumers" within the meaning of Article 2, lett. (a), of the UCPD.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: ONLINE PLATFORMS

• It then follows that if such an online platform meets the above two criteria, it will be
subject to the UCPD and its commercial practices may be considered unfair if
they: (i) fall under the “black list” (Annex I of the UCPD); (ii) perform a “misleading
action or omission” (Articles 6 and 7 of the UCPD); (iii) perform an “aggressive
practice” (Articles 8 and 9 of the UCPD); or (iv) act contrary to the requirements of
“professional diligence” (Article 5, par. 2 of the UCPD).
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: BLACK LIST

• The first step in verifying whether an online platform’s commercial practice is unfair
is to determine if its practice falls under the “blacklisted” commercial practices,
provided under Annex I of the UCPD. The main purpose of Annex I of the UCPD is to
provide greater legal certainty by listing out commercial practices that are considered
unfair in all circumstances and, therefore, are prohibited.

• For clarification, the qualification of an unfair commercial practice that falls under the
black list is objective.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: BLACK LIST
• And this is because throughout this blacklist the directive aims to allow enforcers,

traders, marketing professionals and customers to be able to easily identify practices
that are deemed ex se as unfair and therefore respond more rapidly.

• For instance, if it can be proved that a trader has carried out a blacklisted commercial
practice, national enforcers are permitted to take actions in order to sanction such
trader, and this without previously being obliged to carry out any case-by-case test
(i.e. assessing the likely impact of the practice on the average consumer's economic
behavior).
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: BLACK LIST

• Another typical example of an online commercial practice that could be qualified as a
black listed commercial practice is when search engines fail to disclose paid
placement within search results. Particularly, this conduct can be found to violate the
requirement to clearly distinguish editorial content from advertising content, which is
expressly provided under No. 11 of Annex I, which expressly bans the use of
“editorial content in the media to promote a product where a trader has paid for the
promotion without making that clear in the content or by images or sounds clearly
identifiable by the consumer (advertorial)”.

511



•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• If an online platform commercial practice does not fall under the blacklist, it may still
be subject to Articles 6 and 8 of the UCPD that require an assessment dedicated to
evaluate if the practice is unfair for constituting a misleading action or omission.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• First, when assessing if a commercial practice constitutes as a misleading action, one
must verify if the practice is specifically capable of deceiving the average consumer
by considering a wide range of elements, including:

• (i) the existence of the product;
• (ii) its main characteristics (i.e. its composition, method of manufacture, geographical

or commercial origin, the risks and results to be expected from its use);
• (iii) the price or the manner in which the price is calculated or the existence of a

specific price advantage; and
• (iv) the nature, attributes and rights of the trader.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• In addition, during such evaluation, one must also assess if the commercial practice
causes or is likely to cause the average consumer to take a transactional decision that
he or she would not have taken otherwise, and if the practice involves confusing
marketing or non-compliance by the trader with respect to commitments contained in
codes of conduct by which the trader has undertaken to be bound.

• In such cases the commercial practices could be considered unfair for constituting
a misleading action, however, one should note that an evaluation has to be carried
out on the bases of the UCPD policy, under which the content of the information, the
manner in which the information is presented, and the degree of impact of consumer
responses must all be taken into account.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• An example in which Article 6 of the UCPD may apply include conduct that can be
performed by comparison tools that qualify as traders. Particularly, if a comparison
tool engages in any commercial communication directly connected with the
promotion, sale, or supply of a product to consumers, the tool is required to ensure
that the information provided by the platform itself does not create confusion with any
products, trademarks, trade names or other distinguishing marks of a competitor.

515



•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• As regards the UCPD assessment of whether a commercial practice constitutes as a
misleading omission, it has to be noted that the directive establishes several ways to
undertake this evaluation.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• Firstly, trader compliance with the obligation, under UCPD art. 7, par. 1, to provide
consumers “material information” (which is all information the average consumer
needs in order to make an informed purchasing decision ) must be verified.

• In this respect, one should note that in the event a trader performs a commercial
communication – including advertising or marketing – it will be required to provide
also certain additional “material information” that are even more specific than the
information requirements set forth by the UCPD. Failure of the trader to provide
material information would lead to qualify the commercial practice as unfair
because of such omission.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• Additionally, a commercial practice may constitute a misleading omission as long as it
likely causes the average consumer to take a transactional decision he or she would
not have taken otherwise, and if: (i) it provides the material information “in an
unclear, unintelligible, ambiguous or untimely manner”; (ii) its commercial intent
cannot be identified.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• The difficulty in verifying unfair commercial practices in the event of trader’s lack of
action is even more complicated under the UCPD regime that, parallel with the
provision of the CRD, specifically requires that such verification shall take into
account also two elements:

• (i) the limits of space and time of the communication medium used; and
• (ii) any measures taken by the trader to make the information available to consumers

by other means.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• In the context of misleading omissions, a specific commercial practice that is
specifically regulated by the UCPD is the invitation to purchase.

• With regard to such practice, the UCPD, under Article 7, par. 4, lists a number of
information requirements which are considered material information. In other
words, if not already apparent from the context, the UCPD requires that, when an
invitation to purchase is made, consumers shall be provided with certain information.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: MISLEADING 
COMMERCIAL PRACTICES

• An example of online commercial practice that may be subject to Article 7 of the
UCPD is when a search engine includes lists of search results based on relevant
criteria linked to the level of payment they receive from third party traders and,
consequently, hides the commercial intent.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: AGGRESSIVE 
COMMERCIAL PRACTICES

• A further hypothesis for which a commercial practice can be prohibited under the
UCPD is when it is considered “aggressive”.

• The prohibition of aggressive commercial practices aims to prevent traders from
adopting selling techniques which limit the consumer’s freedom of choice or conduct
with regard to the product, and thereby distorting their economic behavior.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: AGGRESSIVE 
COMMERCIAL PRACTICES

• A commercial practice shall be deemed aggressive if, at the marketing stage or
during or after a transaction has taken place, it:

• “by harassment, coercion, including the use of physical force, or undue influence,
significantly impairs or is likely to significantly impair the average consumer’s
freedom of choice or conduct with regard to the product and thereby causes him or is
likely to cause him to take a transactional decision that he would not have taken
otherwise”.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: PROFESSIONAL 
DILIGENCE

• Finally, the UCPD also considers a commercial practice as unfair if it falls under the
application of the general clause provided under Article 5, par. 2, of the UCPD,
which works as a self-standing criterion.

• This represents a key provision that broadens the application extent of the UCPD also
to emerging online (and offline) commercial practices by ensuring that any unfair
commercial practice not caught by other provisions of the same directive can still be
penalized.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: PROFESSIONAL 
DILIGENCE

• In particular, two cumulative criteria for assessing whether a commercial practice
should be deemed unfair are set:

• (a) if it is contrary to the requirements of professional diligence, and
• (b) if it materially distorts or is likely to materially distort the economic behavior with

regard to the product of the average consumer whom it reaches or to whom it is
addressed, or of the average member of the group when a commercial practice is
directed to a particular group of consumers”.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: PROFESSIONAL 
DILIGENCE

• Consequently, when it is verified that an online platform provider qualifying as a
"trader" performs a commercial practice with the characteristics of the above points
(a) and (b), it will definitely be subject to Article 5, par. 2, of the UCPD and,
therefore, such commercial practice will be considered unfair.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE: PROFESSIONAL 
DILIGENCE

• For example, Article 5, par. 2, of the UCPD may apply when an online platforms does
not make clear that some costs of their services are optional and, consequently,
mislead consumers regarding their decision to purchase additional services.

• These, practices that contravene these principles could, depending on the
circumstances be considered contrary to the requirements of professional diligence,
not be considered constituting a misleading action or omission, but still Article 5, par.
2, of the UCPD may apply.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE AMENDMENTS PROPOSAL

• Given the above general legal framework of the UCPD, as anticipated in the previous
lecture, it has to be noted that the Directive Proposal also provides for certain
amendments to the UCPD.

• In brief:
• First, the Directive Proposal, if adopted, would introduce a significant novelty aiming

to empower victims of unfair commercial practices to take action against traders to
solve problems created by the latters.

• This would be pursued through the insertion of a new Article 11a in the UCPD that
requires Member States to ensure that certain specific types of contractual and non-
contractual remedies for breaches to UCPD are available to consumers under their
national law.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE AMENDMENTS PROPOSAL

• A second novelty that the adoption of the Directive Proposal would bring is the
provision of strengthened rules on penalties.

• In particular, a list of common, non-exhaustive criteria for assessing the gravity of
infringements (except for minor ones) would be introduced under Article 13 of the
UCPD. As a result, enforcement authorities would be required to take these criteria
into account when deciding whether to impose penalties and on their level: if the
penalty to be imposed is a fine, the authority would be required to take into account,
when setting the amount of it, the infringing trader’s turnover, net profit as well as any
fine imposed for the same infringement in other Member States.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE AMENDMENTS PROPOSAL

• Other main novelties that may occur if the Directive Proposal is adopted consist in
the clarification of the application of existing rules of the UCPD regarding both
hidden advertising and misleading advertising of “dual quality” products.

• As regard hidden advertising, the novelty is that No. 11 of Annex I is replaced by the
following: “Using editorial content in the media, or providing information to a
consumer’s online search query, to promote a product where a trader has paid for the
promotion without making that clear in the content or search results or by images or
sounds clearly identifiable by the consumer (advertorial; paid placement or paid
inclusion)”.
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•Unfair Commercial Practices in the Digital Economy

• UNFAIR COMMERCIAL PRACTICES DIRECTIVE AMENDMENTS PROPOSAL

• In conclusion, as regards “dual quality” products, the Directive Proposal provides
that a commercial practice involving the marketing of a product as being identical to
the same product marketed in several other Member States, where those products have
significantly different composition or characteristics causing or likely to cause the
average consumer to take a transactional decision that he would not have taken
otherwise, is a misleading commercial practice which competent authorities should
assess and address on a case by case basis
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• ■ What does it mean that the UCPD plays a safety net role?

• ■ When an online platforms may be subject to the UCPD? What has to be

assessed in order to verify if it has constituted a misleading omission?

• ■ What is the professional diligence under the UCPD ?
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•Unfair Commercial Practices in the Digital Economy

SUGGESTED  READINGS

• ● Directive 2005/29/EC of the European Parliament and of the Council of 11 May
2005 concerning unfair business-to-consumer commercial practices in the internal
market.

• ● Commission Staff Working Document Guidance on the Implementation/Application
of Directive 2005/29/EC on Unfair Commercial Practices.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: SCOPE

• The Geo-blocking Regulation (No. 302/2018) was adopted on 27 February 2018 and
has been enforceable in the Member States since 3 December 2018. The regulation
undoubtedly represents one of the most relevant EU interventions aiming to provide
easier access in the Digital Single Market by removing barriers to online cross-border
transactions.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: SCOPE

• In particular, the EU Geo-blocking Regulation aims to prevent unjustified
discrimination of clients based, directly or indirectly, on the customers' nationality,
place of residence or place of establishment in the internal market.

• The regulation applies to all companies (including online platforms) that sell goods or
services within the EU territory, including companies who have no legal office in the
EU territory.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: SCOPE

• Specifically, the regulation applies both to online and offline sales:

• (a) to end-consumers: therefore, it does not apply to the B2B transaction unless the
business purchases the product as an end consumer;

• (b) having a cross-border nature within the EU: therefore, it does not apply to
eventual restrictions taking place between territorial areas of the same Member State.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: SCOPE

• The regulation also does not apply to
• sales made to:

• (i) consumers that are not EU citizens,
• or that are not EU residents; and

• (ii) companies established in the EU that receive goods and/or services outside the
EU territory.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: SCOPE

From a competitive point of view, the regulation takes into consideration two
interconnected problems:

Ø lack of trasparency or obstacols

for access to online offers;

Ø price differentials on a geographical bases.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: SCOPE

Taking into account such problems, the regulation expressly regulates 3 typologies of
geo-blocking practises:

A. restrictions to the access to web sites (art. 3);

B. restrictions to the conclusion of contracts
related to online goods and services (art. 4);

C. restrictions to the use of means of payment
(art. 5).
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: RESTRICTION TO THE ACCESS TO

WEBSITES

• The Geo-blocking Regulation, under Article 3, provides that a company shall not, for
reasons related to customer’s nationality, place of residence, or place of establishment:

• (a) block or limit a customer’s access to the company’s online interfaces;

• (b) redirect the customer, without the customer’s previous and explicit consent, to a
version of the company’s online interface that is different from the online interface to
which the customer initially sought access, which was specifically targeted for
customers of a particular nationality, place of residence or establishment.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: RESTRICTION TO THE CONCLUSION

OF CONTRACTS

• Under Article 4, the Geo-blocking Regulation also provides for the prohibition of
unequal treatment in 3 specific cases:

• 1) goods are delivered or collected in a EU State, in which the seller offers the delivery
in the general conditions of access;

• 2) provision of purely online services (e.g. cloud services);

• 3) provision of services in a specific area within a territory of a EU State (e.g. car
rental).
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: RESTRICTION TO THE CONCLUSION

OF CONTRACTS

• Such restrictions do not oblige companies to sell and apply price standardization in all
EU States and it is therefore possible to make specific offers/promotions for certain
EU territories through different websites. To the extent companies make offers to
certain groups of clients, such offers must be made on non-discriminatory basis.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: RESTRICTION TO THE USE OF MEANS

OF PAYMENT

• With regard to the restriction on the use of means of payment provided with respect to
Article 5, one should note that the regulation does not impact the freedom of
companies to freely choose which means of payment to accept. However, companies
may not apply different conditions for a payment transaction if:

• (a) the payment is made with a electronic transaction by credit transfer, direct debit or
a card-based payment instrument;

• (b) authentication requirements are fulfilled pursuant to PSD2 Directive; and

• (c) the payment transactions are in a currency that the company accepts.
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Geo-blocking Regulation and Content Portability Regulation

• THE GEO-BLOCKING REGULATION: ENFORCEMENT

• Finally, the Geo-blocking Regulation requires designated authorities of each
Member State to carry out enforcement of the Geo-blocking Regulation.

• Therefore, the enforcement of this regulation is national and will take place in
accordance with national measures (which must, according to the regulation, be
effective, proportionate and dissuasive) that will be implemented by the respective
authorities.

548



549



Geo-blocking Regulation and Content Portability Regulation

• THE CONTENT PORTABILITY REGULATION: SCOPE

• Another piece of legislation that can be considered in conjunction with the Digital
Single Market Strategy is Regulation (2017/1128/EU) on cross-border portability of
online content services in the internal market (the “Portability Regulation”).

• The main scope of the Portability Regulation is to broaden access to online content
services for travelers in the EU in order to enable individuals to fully use their online
subscriptions for films, sports events, eBooks, video games and music services when
travelling within the EU territory, in the same way they access them at home.

550



Geo-blocking Regulation and Content Portability Regulation

• THE CONTENT PORTABILITY REGULATION: SCOPE

• In detail, the regulation applies to (i) audiovisual media services (or services of which
the main feature is providing access to, and use of, copyrighted works, other protected
contents, or transmissions of broadcasting organizations, whether in a linear or non-
linear mode), (ii) which are portable, (meaning they are accessible by subscribers
regardless of their physical presence in a specific place), (iii) lawfully provided
(meaning not provided in violation of the proprietary rights over the contents of the
service, nor of other third-party rights), (iv) through the internet, (v) on a payment basis,
(vi) to consumers who reside in a Member State, and (vii) who are temporarily present
in another Member State.
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Geo-blocking Regulation and Content Portability Regulation

• THE CONTENT PORTABILITY REGULATION: SCOPE

• One of the most relevant peculiarities of such regulation is that it applies to contracts
concluded both before and after the effective date of the regulation.

• However, the regulation application extent is also circumscribed: indeed, it neither
applies to providers offering these services on a free basis (but they can opt into the
Portability Regulation) nor to “mere intermediaries” in the delivery of online content
services, such as ISPs (i.e. YouTube) and operators providing the previously mentioned
content solely in an ancillary manner.
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Geo-blocking Regulation and Content Portability Regulation

• THE CONTENT PORTABILITY REGULATION: SCOPE

• As the main objective of the regulation is removing national borders in relation to
accessing digital services, consequently, this could eliminate the scope of granting
absolute and exclusive territorial licenses of rights to online content in each Member
State. In this respect, the Portability Regulation may have a crucial impact on markets
that rely on granting exclusive and absolute territorial licenses (e.g. production and
distribution/communication to the public of cinematographic and, more generally, so-
called “premium” audio-visual works) in order to maximize profit and cover high
production costs
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Geo-blocking Regulation and Content Portability Regulation

• THE CONTENT PORTABILITY REGULATION: MAIN PROVISIONS

• Under Article 3, the Portability Regulation expressly provides that the service must be
provided to subscribers temporarily present in a Member State other than the one of
subscriber’s residence in the same way and with the same contents available as their
Member State of residence, and without any additional charges.

• In addition, the provider shall not take any action to reduce the quality of delivery of the
online content service when providing such service.
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Geo-blocking Regulation and Content Portability Regulation

• THE CONTENT PORTABILITY REGULATION: MAIN PROVISIONS

• A critical aspect of the Portability Regulation regards the “mini country of origin
principle” based on the fictio iuris, according to which the reception of portable services
in another Member State of temporary residence is deemed to have occurred in the
Member State in which the consumer is authorized to receive the services.

• Therefore, derogation is clearly linked to the temporary presence in another Member
State.
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Geo-blocking Regulation and Content Portability Regulation

• THE CONTENT PORTABILITY REGULATION: MAIN PROVISIONS

• In the light of such principle, Article 5 of the Portability Regulation requires, as a
precondition to concluding a contract for an online content service as well as to renew
it, the subscriber’s residence verification. This must be carried out by using at least
two of the eleven verification criteria listed under Article 5 (i.e. identify card; debit or
credit card number; billing address; etc.). In the event such verification is impossible to
perform (i.e. in case of the subscriber’s refusal to submit his/her data), the regulation
expressly prohibits the subscriber to access the service across borders.
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Geo-blocking Regulation and Content Portability Regulation

• THE CONTENT PORTABILITY REGULATION: MAIN PROVISIONS

• Finally, Articles 7 and 9 of the Portability Regulation regulate the impact of portability
on contractual relationships between online content providers, right-holders and
consumers.

• On one hand, Article 7 renders contractual provisions contrary to EU portability
unenforceable, irrespective of the law applicable to the contract (which basically means
that parties cannot avoid the regulation applying to their agreements by specifying a
non-EU contractual law). While on the other hand, Article 9 of the Portability
Regulation shall also apply to contracts concluded before the date of its application if
those contracts and rights are relevant for the cross-border portability of an online
content service provided after that date.
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• ■ Which are the typologies of geo-blocking practices regulated by the Geo-

blocking Regulation ? In which case it provides for the prohibition of

unequal treatment?

• ■ What are the requisites of a payment transaction to which the companies

can not apply different conditions ?

• ■ What is the fictio iuris under the Portability Regulation ?
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•Geo-blocking Regulation and Content Portability Regulation

SUGGESTED  READINGS

● Regulation (EU) 2018/302 of the European Parliament and of the Council on

addressing unjustified geo-blocking and other forms of discrimination based on

customers' nationality, place of residence or place of establishment within the internal

market.

● Regulation (EU) 2017/1128 of the European Parliament and of the Council on cross-

border portability of online content services in the internal market.
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Data Protection Rules

• OVERVIEW

• The pervasive technological, economic and social changes have tangibly influenced
the way we use electronic communications and electronic communications equipment
and, amongst other, have significantly influenced how our personal data are accessed,
processed and used. Today, techniques such as machine learning make businesses
able to make use of personal data on an unprecedented scale taking competitive
advantages, for instance, by carrying out their activities on the basis of the output of
the processing of the data they collected, thus acting more efficiently.

• Consequently, collecting data have become more and more important for
businesses, that increased sharing them through (cross-border) flows and transfers in
order to get the more data they could or data already processed. As a result, data have
acquired a significant economic value over the years, such as, recently, to be qualified
from some experts as the petrol of our age.
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Data Protection Rules

• OVERVIEW

• Although the collection and process of data bring various advantages, both to
consumers (i.e. receiving dedicated offers, better services, etc.) and businesses (i.e.
easier and faster identification of potential consumers, set strategies on the basis of the
output of the data processed, etc.), several risks of illegal collection and processing
arise when those activities are carried out, in particular with regard to personal
data.
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Data Protection Rules

• LEGAL FRAMEWORK

• Taking this into consideration, since its foundation, the Digital Single Market Strategy
has been aiming to increase trust and security of digital services and the EU
Institutions have been very active on such issues. Indeed, only one year after the
publishing of the Digital Single Market Strategy, the regulation (EU) 2016/679 (the
“GDPR”) was adopted.

• The GDPR establishes a strong, coherent and fully harmonized data protection
framework in the EU and represents a milestone in the achievement of a further
protection of data, in comparison to the previous EU legislation on the issue, that
comprised the Data Protection Directive (the “DPD”), replaced by the GDPR, and
Directive 2002/58/EC (the “ePrivacy Directive”), which, as opposite, is still
applicable.
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Data Protection Rules

• LEGAL FRAMEWORK

• However, after the adoption of such regulation, the EU legislative work did not stop
and the EU Commission have recently adopted a regulation proposal (the
“Regulation Proposal”) for replacing the ePrivacy Directive, aiming to:

• (i) enhance the protection of privacy for users of electronic communication services,

• (ii) ensure a level playing field for all market players, and

• (iii) provide a legal action consistent with the GDPR.
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Data Protection Rules

• GDPR: SCOPE AND DEFINITIONS

• The GDPR replaced the DPD, which attempted to set out rules for data processing,
however was infeasible to enforce or comply with likely due to the lack of knowledge
in the field of technology, and particularly the speed at which the field would grow at
the time the directive was passed.

• The GDPR, instead, is based on more realistic and updated understandings of data
protection, security, transfer, and content. The GDPR thus intends to “facilitate the
free flow of personal data in the Digital Single Market and reduce the administrative
burden on businesses that have faced inconsistencies in their data protection
compliance obligations from one Member State to the next”.
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Data Protection Rules

• GDPR: SCOPE AND DEFINITIONS

• To sum up, the regulation aims to govern the processing of personal data, give effect
to the European recognized fundamental human right to privacy and harmonize data
protection laws across the EU, and these aims have changed EU’s obligations and
views of personal data, as well as had a global impact on the largest data hubs in the
world by adjusting their view of the treatment of personal data.

• For all these reasons, the GDPR represents a pivotal piece of legislation effecting
the Digital Single Market and the internal economy within the EU, causing EU and
non EU-based companies to align with the EU’s views of fundamental rights such as
the right to privacy. In particular, the scope of the GDPR can be classified as one of
the most wide ranging legislation passed by the EU, as it applies whenever personal
data is processed, and imposes controls on such data outside the EU including
companies that have no physical presence in Europe
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Data Protection Rules

• GDPR: SCOPE AND DEFINITIONS

• For the better understanding of the GDPR scope it is firstly needed to briefly go
through the most relevant definition provided under the same, such as “personal data”,
“processing”, “identifiable natural person”, “data controller” and “data processor” .

• Personal data refers to “any information relating to an identified or identifiable
natural person, or a data subject”;

• Identifiable natural person is “one who can be identified, directly or indirectly
particularly by reference to an identifier i.e. name, location data, other factor specific
to the identity of that person”;
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Data Protection Rules

• GDPR: SCOPE AND DEFINITIONS

• Processing refers to “any operation or set of operations performed on personal data,
whether or not processed by automatic means, such as collection, recording,
organization, structuring, storage, adaption, alteration, or otherwise making
available, combining or destroying”;

• Data controller refers to “any natural or legal person, public authority, agency or
other body which, alone or jointly with others, determines the purposes and means of
the processing of personal data”; and, finally,

• Data processor means “any person, natural or juristic, who processes the data on
behalf of the data controller”.
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Data Protection Rules

• GDPR: SCOPE AND DEFINITIONS

• The GDPR’s scope can be distinguished between its material and territorial scope.

• With regard to the material scope, the regulation applies to “the processing of
personal data wholly or partly by automated means” as well as in limited
circumstances non-automated means. Therefore, any information relating to an
identified or identifiable natural person wholly or partly by automated means and to
the processing other than by automated means of personal data which form part of a
filing system or are intended to form part of a filing system falls into the scope of the
GDPR. The overall extent of the GDPR is although limited by several exemptions
(i.e. household exemption) pursuant to Article 2, par. 2, of the GDPR.
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Data Protection Rules

• GDPR: SCOPE AND DEFINITIONS

• Regarding the territorial scope, the GDPR applies every time the activities of an
establishment of a controller or a processor are located within the EU, regardless of
whether the processing takes place in the EU or not. The GDPR apply even if the
personal data relating to EU data subjects is processed by controllers who are not
established in the EU in the event they:

• (i) offer goods or services to data subjects of the EU (and it does not matter if no
payment was requested), or

• (ii) monitor the behavior of data subjects within the EU.
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Data Protection Rules

• GDPR: SCOPE AND DEFINITIONS

• Finally, a peculiar scope of the GDPR can be identified in connection with the
processing of special categories of data (that is to say, the data revealing racial or
ethnic origin, political opinions, religious or philosophical beliefs, trade union
membership, or the processing of genetic data).

• Such processing also fall within the scope of, the GDPR that, specifically, foresees an
“ad hoc” regime under which, unless an exception applies (that will be further
analyzed under paragraph 5.2.4), any processing of personal data of a special category
is prohibited.
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Data Protection Rules

• GDPR: PRINCIPLES
• The regulation provides various key principles boosting data protection, that apply

transversally to the whole processing of data, and that consist in the following
principles:

• 1. lawfulness: personal data shall be processed fairly, lawfully and in a transparent
manner;

• 2. purpose limitation: personal data shall be collected for specified, explicit and
legitimate purposes;

• 3. data minimization: personal data shall be adequate, relevant and limited to
what is necessary in relation to the purpose or purposes for which it is
processed;
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Data Protection Rules

• GDPR: PRINCIPLES
• 4. accuracy: personal data shall be accurate and, where necessary, kept up to date.

If inaccurate it should be erased or updated;

• 5. storage limitation: personal data shall not be kept in a form which permits
identification of data subjects for longer than is necessary for the purposes for
which it is processed;

• 6. integrity and confidentiality: personal data shall be processed in a manner that
ensures appropriate security. Appropriate technical and organizational measures
shall be taken against unauthorized or unlawful processing, and against
accidental loss, destruction, or damage;

• 7. accountability: businesses are placed with the burden of prove to demonstrate
their compliance with the GDPR provisions.
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Data Protection Rules

• GDPR: PRINCIPLES

To summarize, data have to be collected for specified, explicit and legitimate purposes,
they have to be processed in a lawful, transparent and fair way, that does not exceed the
purposes of the processing itself, and, in addition, have to be maintained in a form that
allows the identification for the purposes for which they were processed.
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Data Protection Rules

• GDPR: SUBJECTS OF DATA PROCESSING

• The data processing defined and regulated under the GDPR inevitably requires the
involvement of various actors that, for the sole purpose of a better description, can be
divided into two categories, active and passive subjects.

• Within the first category, data controllers, processors and their representatives
should be considered.

• As the definitions of data controller and processor were already given, it has now to
be noted that the data controller represents the legal or natural person that is in
charge of the decisions on the purposes and means of the data processing. It decides
on aims of the processing, its purposes and on the safety policies.
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Data Protection Rules

• GDPR: SUBJECTS OF DATA PROCESSING

• Data controller can be held liable within the limits of their own responsibility for
damages caused in the event of an infringement of the GDPR and, in the event a joint
data controller or a data processer is appointed, such responsibility is shared with
those. Given this general rule, however, the GDPR also obliges those subjects to sign
a free-form agreement to determine their respective responsibilities, that is not directly
accessible to the public.
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Data Protection Rules

• GDPR: SUBJECTS OF DATA PROCESSING

• Another active subject is the data processor.

• Such subject is in a subordinate positions to the data controller and, once appointed
by the latter, must act in compliance with its directions and instructions. Therefore,
the data processor principal task is to process personal data on behalf of the data
controller while ensuring the GDPR compliance.
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Data Protection Rules

• GDPR: SUBJECTS OF DATA PROCESSING

• In cases of a GDPR infringement, the data processor shares its responsibility with the
controller within the limits of its violations or failures to fulfill the obligation
infringed. Data processor have full responsibility only in the cases of open violation of
the guidance that were given by the controller.

• In addition to those subjects, GDPR also regulates another type of active subject that
is the data controller’ or data subject’ employee. This employees are prohibited from
processing personal data of which they have access to, except if so instructed by the
controller or processor or if they are so required by EU or Member State law.
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Data Protection Rules

• GDPR: SUBJECTS OF DATA PROCESSING

• On the other hand, the passive subjects in the data processing are the data subjects,
that were already defined, and the right of which will be further analyzed. However,
when taking into account this category, it has to be noted that GDPR does not apply to
the processing of data of deceased persons.
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Data Protection Rules

• GDPR: SUBJECTS OF DATA PROCESSING

• In conclusion, the last subject that plays an important role in the processing of
personal data is the Data Protection Officer (the “DPO”).

• This subject represents a third category acting specifically for ensuring the GDPR
compliance of the data processing. Indeed, the DPO, once appointed, both
supervises the compliance with the GDPR of the internal activity of the company of
the data controller or processor and provides advices to guarantee their compliance
with the GDPR, thus representing one of the pillars of the principle of accountability.
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Data Protection Rules

• GDPR: SUBJECTS OF DATA PROCESSING

• The DPO is usually a natural person who generally already work at the dependency of
the controller, but he or she may even be an external subject.

• The DPO is generally appointed by the controller or the processor and such
appointment is considered compulsory under some specific circumstances such as
when courts act under their judicial capacity, when large-scale interests are monitored
or large-scale sensitive or judicial data are assessed.
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Data Protection Rules

• GDPR: SUBJECTS OF DATA PROCESSING

• A very peculiar characteristic of DPOs is that, if they were appointed by the data
controller or the data processor, they cannot be directly sanctioned or fired for their
activities by them because, on such issues, they do not depend on the instructions or
directives of his principal but, as said, their task is only to ensure the GDPR
compliance of the data processing.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• On the basis of principles of lawfulness, the GDPR provides a strong restriction to the
data processing, that is considered lawful as long as certain specific conditions are
met.

• Particularly, pursuant to Article 6, the GDPR requires for the lawful processing of data
that at least one of the following conditions apply: (i) the data subject has given his or
her consent; (ii) it is necessary for the performance of a contract to which the data
subject is a party; (iii) it is necessary for being compliant with legal obligations to
which the controller is subject; or (iv) it is necessary for the protection of legal, public
or legitimate interests.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• As regards the data processing based on the “legitimate interest”, one should note
that this category represents a very broad legal base for data processing. Indeed, for
instance, the legal base of legitimate interest could apply in various cases, such as:

• - Recital 47: processing for direct marketing purposes or preventing fraud;
• - Recital 48: transmission of personal data within a group of undertakings for

internal administrative purposes, including client and employee data;
• - Recital 49: processing for the purposes of ensuring network and information

security, including preventing unauthorized access to electronic communications
networks and stopping damage to computer and electronic communication
systems.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• However, this category is partially limited by the fact that the “legitimate interest”
will not be considered as valid criteria if it is overridden by interests or fundamental
rights and freedoms of the data subject, unless the processing is carried out by public
authorities in the performance of their duties.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• In addition to the legitimate interest legal base, also the data subject consent
deserves a short analyzes as it represents the most used mechanism for justifying the
processing of personal data.

• This condition may be easily extorted in the digital world and the GDPR precisely
objective in such respect is specifically to prevent from such abuses, requiring that
“consent should not be regarded as freely given if the data subject has no genuine or
free choice or is unable to refuse or withdraw consent without detriment”.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• When the legal condition of the processing is consent, the GDPR provides specific
obligations to data controllers that “shall be able to demonstrate that the data subject
has consented to processing of his or her personal data”.

• If the data subject's consent is given in the context of a written declaration which also
concerns other matters, the GDPR further requires that “the request for consent shall
be presented in a manner which is clearly distinguishable from the other matters, in
an intelligible and easily accessible form, using clear and plain language”.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• A deep intervention in this respect was made by Article 29 Working Party, which
elaborated GDPR consent guidelines where it stated that the consent could be validly
obtained as long as, as minimum requirements, the following information is provided
to the data subject giving his or her consent: (i) the controller’s identity; (ii) the
purpose of each of the processing operations for which consent is sought; (iii) what
data will be collected and used; (iv) the existence of the right to withdraw consent; (v)
information about the use of the data for automated decision-making; and (vi) on the
possible risks of data transfers due to absence of an adequacy decision and of
appropriate safeguards.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• When the consent is validly obtained, however, it could always be subject to the
data subject right to withdraw his or her consent. Indeed, the GDPR provides data
subjects with such right and specifically requires that it shall be easy to be exercised
in the same manner it is giving consent.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• The legal framework outlined insofar does not apply when a personal data of a
special category is processed. In such case, the GDPR provides an “ad hoc” regime
wherein processing is only permitted if both one of the conditions provided under
Article 6 of the GDPR is met, and at least one of the following conditions is satisfied:

• (i) the data subject has given explicit consent;
• (ii) processing is necessary to protect the vital interests of the data subject;
• (iii) processing relates to data deliberately made public by the data subject;
• (iv) processing is necessary for legal reasons or for the administration of justice;
• (v) processing is necessary for reasons of “substantial public interest”;
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• (vi) processing is necessary to establish or defend a legal claim;
• (vii) processing is necessary for the upkeep of public archives or registers, albeit with

safeguards for privacy.

• In the light of the legal basis for processing data above, account has to be taken with
regard to international transfers of data, that is to say every conduct aiming to
transfer outside EU territory data.
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Data Protection Rules

• GDPR: LEGAL BASIS FOR PROCESSING DATA

• This aspect is very important and has to be analyzed jointly with the legal conditions
for processing data because if data can be easily moved to “data haven” (with fewer or
no restrictions), some of the rights deriving from such legal framework, as well as all
other rights under the GDPR, would not be enforcable and GDPR provisions would
result futile.

• Taking this into consideration, the GDPR counters such situations considering
transfer of data lawful in two situations: first, if the EU Commission considers
adequate the country’s legal regime where data will be transferred. Secondly, when
the controller is based in a non-EU Member State to which are transferred data
contractually guarantees that it will uphold, within its organization, a level of data
protection that is similar to the GDPR, including all the material and procedural
safeguards.
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• GDPR establishes several provisions regulating
• the relationship between data controllers and
• data subjects, aiming in particular to provide
• stronger rights to the latters in the world of the
• digital economy.
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• This set of provisions are provided under Chapter III of the GDPR, which disciplines
the rights of data subjects many of which – but not all – are new and, for such reason,
it is considered useful describe such rights distinguishing the “continuing rights” –
that is to say the rights that were already granted to data subjects under the DPD and
that were inserted also in the GDPR – and the “new rights” – provided for the first
time to data subjects through the implementation of the GDPR to data subjects
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• On one hand, the “continuing rights” data subjects are granted can be summarized
with the following rights:

• (i) the right of access;
• (ii) the right of rectification;
• (iii) the right to object; and
• (iv) rights restricting automated decision making and profiling.
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• As regards the right of access, such right provides the data subject the possibility to
access to his or her personal data and, therefore, also the right to receive information
on how his or her data are processed. As it will be analyzed, this right is strictly linked
to the right to information, recently introduced by the GDPR.

• The right of access helps individuals to understand how and why the data controllers
and processors are using their data, and check that they are doing it lawfully.
Moreover, under such provision data subjects are granted the right to receive, for free
and in a “commonly used electronic form”, a copy of their data in the event they make
such request using electronic means.
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• The right of access is however not always enforcable, because a number of exceptions
apply, and is in practice more often used in specialized contexts, such as employment
tribunals, or by journalists, than by “ordinary” users.

• A general limit to the right to access is represented by the rights and freedom of other
users, thus representing a guarantee for all the users that seem to be essential in the
digital framework where thousands of data are processed.
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• The second “continuing right” is the right of rectification which is also strictly
connected with the right of access. As a result of this, data subjects are granted an
additional incisive right, that implies both the correction of incorrect information and
the integration of the incomplete ones.

• Another right that falls under the current category is the right to oppose/object to
data processing, that grants data subjects with the specific right to oppose, both
against private and public subjects, to their data being processed, thus having similar
effects of the right of withdrawal in the context of the data subject consent, but with a
wider application because the exercise of such right is not subordinated to the right to
consent.
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• Finally, the last data subject’s right under this category is the right to restrict
automated decision making and profiling.

• Under such right, data subjects can deny to be subject to a decision with legal effect,
which “significantly affects” the same, based solely on the automated processing of
data.

• This, however, cannot always be exercised because of various limitations: firstly, such
right applies only when the processing has been carried out solely by automated
means; secondly, the decision must have legal or significant effects; thirdly, such right
does not apply when the processing data was lawful, on the basis that it was necessary
for entering a contract, or if it was authorized by law or on the explicit consent of the
data subject.
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• In addition to all the rights above, on the other hand, the GDPR provides new rights
to data subjects, that can be summarized as:

• (i) the right to information or “fair processing information”;
• (ii) the right to erasure;
• (iii) the right to data portability; and
• (iv) right of consent of the data subject.
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• With regard to the rights of information of “fair processing information”, the
GDPR requires, with the first one, that information have to be directly given to data
subjects when they are directly collected from them. The second provides for the
possibility to give information to data subjects subsequently, when information are
collected by another data controller.

• Collectively, these rights imply the right of data subjects to understand and regulate
the level of circulation of their data, its purposes, the names of the responsible
subjects, the ways to exercise their powers, such as the right to deny consent and to
oppose to the processing.
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• Another relevant new right set forth by the GDPR is the right of erasure. This has a
very broad extent under the GDPR, which states that it applies to all data controllers
and not just search engines, as the right to be forgotten was initially configured.

• The right of erasure specifically grant the data subject the possibility to ask for and
obtain the erasure of certain personal data, but this can be enforced only in determined
cases, such as the exhaustion of the purposes of the data processing and the
unlawfulness of the processing.

• As a consequence of its exercise, the erasure of personal data implies the elimination
of all the links circulating on the network that contain the data that is requested to be
erased.

606



Data Protection Rules

• GDPR: DATA SUBJECT RIGHTS

• Besides the above, as previously said, the right of portability also represents a
revolutionary right.

• The peculiarity of such right is that, in certain ways, it goes beyond the right of access
because it requires data controllers to provide data subjects with information in a
structured, commonly used and machine readable form so that it may be transferred
by the data subject to another data controller without hindrance.

• This represents only a way to exercise this right, that, moreover, can also be exercised
by the data subjects requiring data controllers to transmit their data directly to another
controller, where this operation is technically feasible for the data controller.
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• The right of portability has a circumscribed application extent: first, it applies to
personal data (i) which are processed by automated means, (ii) which the data subject
has provided to the controller, and (iii) only where the basis for the processing is
consent or the fulfilment of a contract or steps preparatory to a contract.

• Secondly, it must be exercised without prejudice to the rights of other individuals and,
in this respect, some exemptions are provided such as where this would adversely
affect trade secrets or intellectual properties rights.
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• In conclusion, the last “new right” provided under the GDPR is the right of consent
of the data subject.

• This right foresees allows data subjects to give their consent to the processing of data,
providing that such consent has to be freely given, specific, informed and
unambiguous.

• Consequently, one should note that such provision sets some requirements for data
controllers that must provide data subjects their requests for consent in a manner
which they are clearly distinguishable from the other matters, in an intelligible and
easily accessible form, and also using clear and plain language if they are given in the
context of a written declaration.
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• The legal framework outlined insofar reveals that the GDPR is very attentive to
provide stronger user’s protection: the provisions of certain legal conditions for a
lawful data processing, the granting of various rights in favor of data subjects and the
figure of the DPO are emblematic examples of this.

• However, another key aspect of the regulation that strongly contributes to provide
stronger consumer protection is undoubtedly the principle of accountability. As
anticipated, with this principle the regulation sets forth a “risk-based” system, under
which businesses are placed with the burden of prove to demonstrate their compliance
with the GDPR provisions, where, as said, DPOs play a crucial role.
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• As a consequence, data controllers shall take a proactive behavior in order to
guarantee their compliance with the GDPR provisions at any time of the processing of
data.

• In this respect, the GDPR has elaborated two criteria "privacy by default” and
“privacy by design" which, in general, broaden the “accountability” scope because
they place data controllers with the obligation to comply with the GDPR at any time
of the processing of data.
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• Specifically, with the expression of “privacy by design”, the EU legislator requires
data controllers to ensure data protection during every phase of the data processing,
including its design. For the sake of clarity, under such criteria it is required that data
controllers must adopt technical and organizational measures to give effective
implementation to the GDPR provisions regarding data protection and, therefore,
ensuring data subjects’ rights. And these have to be implemented both when data
controllers determine the means for the data processing and when they process data.
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• In addition, such criteria implies also that data controllers must pay attention to which
measures implement because they would not be considered in compliance with the
GDPR when applying standardize measures for different type of processing. Indeed,
in this respect, as it is further analyzed, the GDPR specifically requires data
controllers and processor to implement measures taking into account, inter alia, the
nature, scope and context of data processing.
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• As regards the criteria of "privacy by default" under which data protection shall be
ensured by default, thus implying that any assessment that data controllers have to
make on data protection must be made before processing data.

• As a consequence of this, data controllers must make a previous assessment of the
complete situation and adopt an approach that must apply to any phase of the data
processing, and which also must be demonstrable. For instance, amongst other, data
controllers may decide to adopt the pseudonymisation of personal data, maximize the
transparency of the purposes of the processing, etc.
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• In the light of the above general criteria, it follows that the GDPR does not only
provide data subjects with certain specific rights, but it also provides for several
specific obligations to data controllers and data processors. In this respect, one of the
main obligations that data controllers and data processor must comply with is the
following:

• “Taking into account the state of the art, the costs of implementation and the nature,
scope, context and purposes of processing as well as the risk of varying likelihood and
severity for the rights and freedoms of natural persons, the controller and the
processor shall implement appropriate technical and organizational measures to
ensure a level of security appropriate to the risk, including inter alia as …
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• …appropriate: (a) the pseudonymisation and encryption of personal data; (b) the
ability to ensure the ongoing confidentiality, integrity, availability and resilience of
processing systems and services; (c) the ability to restore the availability and access
to personal data in a timely manner in the event of a physical or technical incident;
(d) a process for regularly testing, assessing and evaluating the effectiveness of
technical and organizational measures for ensuring the security of the processing”
(Article 31, par. 1 of the GDPR).

• Under this provision it is specifically required data controllers and data processors
must ensuring a level of security appropriate to the risk of the data processing.
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• Finally, another main obligation that GDPR places to data controllers derives from a
specific breach notification regime in the event an infringement of the GDPR occurs,
which leads to a personal data breach, defined under the GDPR as “a breach of
security leading to the accidental or unlawful destruction, loss, alteration,
unauthorized disclosure of, or access to, personal data transmitted, stored or
otherwise processed”.
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• In brief, this above regime is provided under Article 33 and 34 of the GDPR and
applies as follows.

• First, data processors are obliged to notify the data controller/or data processors,
without undue delay after becoming aware of any data breach.

• Secondly, data controllers have the obligation to notify the supervisory authority
without undue delay and, where feasible, not later than 72 hours after becoming aware
of it, except in the event the breach is unlikely to result in a risk to the rights and
freedoms of natural persons.
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• Finally, only if the breach is likely to result in a high risk to the rights and freedoms of
natural persons, the data controller must communicate a personal data breach to the
data subject without undue delay.

• Failure to meet the above requirements exposes the companies to an administrative
fine of up to Euro 10,000,000 or in case of an undertaking, up to 2% of the total
worldwide annual turnover of the preceding financial year, whichever is higher.
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• In conclusion, it is necessary to briefly analyze the data protection authorities,
which are the subjects provided with the competence for the performance of the tasks
set forth by the GDPR on their national territory.

• While carrying out their activities, the GDPR expressly provides that the lead
supervisory authority (that is to say the one acting in the territory where the data are
processed) shall cooperate with other “concerned” supervisory authorities in order to
exchange information and work together for preventing or tackling data breaches.
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• The tasks of these authorities are listed under Article 57 of the GDPR, which includes
a general clause providing that the list can be fulfilled by any other task related to the
protection of personal data.

• Therefore, supervisory authorities must do anything that might reasonably be
necessary to protect personal data.
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• The powers of supervisory authorities are instead listed under Article 58 of the
GDPR, which is an open list, that the Member States can add. Generally, such powers
can be divided into (i) investigative powers, (ii) corrective powers, and (iii)
authorization and advisory powers.

• In addition to those powers, one should note that each supervisory authority must also
draw up an annual report on its activities, which may include a list of types of
infringement notified and types of measures taken in accordance with its corrective
powers.
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• The exercise of such powers, however, must be subject to appropriate safeguards,
including effective judicial remedy and due process.

• First, when data subjects’ personal data are processed in a way that does not comply
with the GDPR, data subjects whose data are processed must be provided with a
specific right to lodge a complaint with supervisory authorities and the latter must
inform those data subjects of the progress and outcome of the investigations. In such
case, data subjects must also be provided with an effective judicial remedy where the
supervisory authority fails to deal with a complaint or fails to inform the data subject
within three months of the progress or outcome of his or her complaint.
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• Secondly, data subjects whose rights have been infringed must be provided also with
the right to an effective judicial remedy against both the data controller or processor
responsible for the alleged breach and certain acts and decision of supervisory
authorities.

• In addition to the above, if damages derive from a data breach or, in any case, a
GDPR infringement, data subjects shall have the right to claim for compensation (that
aims to recover pecuniary and not pecuniary losses) both the controller or the
processor. In such case, if more controllers or processor are involved, all of them shall
be held liable for the entire damage (save the regime of share responsibility explained
above).

624



Data Protection Rules

• GDPR: SUPERVISING AUTHORITIES AND ENFORCEMENT

• Along with such legal framework, also the public enforcement is regulated under the
GDPR, that has strongly intensified and increased the maximum administrative fines
that undertakings or companies may be subject to after a case by case decision.
Particularly, infringements of certain provisions could lead to the application to
companies of administrative fines up to Euro 20,000,000 or, in the case of
undertakings, up to the 4% of their global turnover, whichever is higher. For other
types of infringements other administrative fines are set to companies up to Euro
10,000,000 or, in the case of undertakings, up to the 2% of their global turnover,
whichever is higher.
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• The ePrivacy Directive, jointly with the GDPR, constitutes the current general legal
framework aiming to protect data. Indeed, the overarching aim of the ePrivacy
Directive is to ensure the protection of fundamental rights and freedoms of the public
when they make use of electronic communication networks.

• In this respect, it has to be noted that scope of this directive is specifically regulated
under its Article 3, that states that the ePrivacy Directive applies to “the processing of
personal data in connection with the provision of publicly available electronic
communications services in public communications networks in the Community,
including public communications networks supporting data collection and
identification devices”.
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• Therefore, ePrivacy Directive applies only if each of the following conditions are met:
(i) there is an electronic communications service; (ii) this service is offered over an
electronic communications network; (iii) the service and network are publicly
available; and (iv) the service and network are offered in the EU.

• It follows that providers of electronic communication services as well as website
operators (e.g. for cookies) or other businesses (e.g. for direct marketing) are subject
to the directive.
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• The activities which do not meet all of the above conditions are generally out of scope
of the ePrivacy Directive.

• However, taking into account the lex generalis-lex specialis relationship with the
GDPR, it has to be noted that an activity that is or is not subject to the ePrivacy
Directive can still be subject to the GDPR, as long as the processing falls under its
provisions (therefore, as the case may be, the GDPR can be the only applicable
regulation or can be applied jointly with the ePrivacy Directive provisions that
complement and particularize it).
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• For the purposes of the ePrivacy Directive, amongst other, two definitions have to be
taken into account.

• First, the definition of “user”, that is the subject around whom the legislation has been
configured, has to be intended as “any natural person using a publicly available
electronic communications service, both for private or business purposes”.

• Secondly, the definition of “traffic data”, which represents the main activity around
which the legislation has been implemented, has to be also aware. Particularly, traffic
data means “any data processed for the transmission of a communication on an
electronic network or for its billing”.
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• Finally, the definition of “communication”, that means “any information exchanged
or conveyed between a finite number of parties by means of a publicly available
electronic communications service. This does not include any information conveyed as
part of a broadcasting service to the public over an electronic communications
network except to the extent that the information can be related to the identifiable
subscriber or user receiving the information”.
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• In the light of the above, it should be noted that the directive provides two general
obligations.

• The first general obligation addresses providers of electronic communications services
that must provide security of services. This obligation also includes the duty to
inform subscribers whenever there is a particular risk, such as a virus or other
malware attack.
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• The second general obligation regards the maintenance of the confidentiality of
information. In this respect, the directive expressly prohibits:

• (i) listening, tapping, storage or other kinds of interception or surveillance of
communication and "related traffic", unless users have given their consent or certain
conditions set forth by the same directive are fulfilled; and

• (ii) the use of electronic communications networks to store information or to gain
access to information stored in the terminal equipment of a subscriber or user in the
event the subscriber or user concerned was not provided with clear and
comprehensive information under the GDPR, inter alia, about the purposes of the
processing, and is offered the right to refuse such processing by the data controller
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• Furthermore, the directive requires various specific obligations for providers of
electronic communication services.

• Firstly, such providers must erase data or make them anonymous when they are no
longer required for communication or billing purposes, except if the subscriber has
given consent for another use. However, data may be retained upon a user's consent
for marketing and value-added services but, for all the previous uses, data subjects
must be informed why and for how long the data is being processed.
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• Secondly, specific rights are granted to users where presentation of calling line
identification is offered. On one hand, calling user must be granted with the
possibility, using a simple means, free of charge, and on a per-line basis, to prevent
the presentation of the calling line identification.

• On the other hand, called user must be provided with the possibility, using a simple
means and free of charge, to prevent the presentation of the calling line
identification of incoming calls.
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• In addition, where presentation of calling line identification is offered and where the
calling line identification is presented prior to the call being established, the provider
of electronic communication services must offer the called subscriber the possibility,
using a simple means, of rejecting incoming calls where the presentation of the
calling line identification has been prevented by the calling user or subscriber.

• Finally, where presentation of connected line identification is offered, the service
provider must offer the called subscriber the possibility, using a simple means and free
of charge, of preventing the presentation of the connected line identification to the
calling user.
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• In connection with the issue of calling line identification, the ePrivacy Directive sets
forth two exceptions to the application of the above legal framework, that is
exempted:

• (a) upon application of a subscriber requesting for the tracing of malicious or nuisance
calls, on a temporary basis;

• (b) for organizations dealing with emergency calls and recognized as such by a
Member State, including law enforcement agencies, ambulance services and fire
brigades, for the purpose of responding to such calls, on a per-line basis.
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• Thirdly, the directive specifically provides that data relating to location of users other
than traffic data can be processed as long as such data is anonymised, and if users
have given their consent, or for the provision of value-added services.
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• Moreover, some issues regarding directories of subscribers are expressly regulated.

• In particular, subscribers must be informed, free of charge and before they are
included in the directory, about the purposes of a printed or electronic directory of
subscribers available to the public or obtainable through directory enquiry services, in
which their personal data can be included and of any further usage possibilities based
on search functions embedded in electronic versions of the directory.
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• In addition, subscribers must have to opportunity to determine whether their personal
data are included in a public directory, and if so, which, to the extent that such data are
relevant for the purpose of the directory as determined by the provider of the
directory, and to verify, correct or withdraw such data.

• Finally, as a way to guarantee the free movement of goods within EU, and of
terminals or other electronic devices, the directive requires Member States not to
impose any mandatory requirement for specific technical features that could prevent
them from entering in the market.
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• As said, amendments to the ePrivacy Directive are today under discussion in the EU
Institutions, that are currently examining the Regulation Proposal.

• The need to modify the ePrivacy Directive legal framework increased over the past
years, in which both the technology framework (i.e. numerous advancements) and the
legal framework (i.e. adoption of the GDPR) changed. The first necessities arisen in
year 2015, in which the EU Commission organized a series of workshops with
stakeholders and ran an online public consultation in April 2015, that ended with the
publishing of a report.
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• This report revealed that the ePrivacy Directive had not been kept updated with the
developments occurred in the technological sector, leading to a void of protection of
communications transmitted by new services. For example, some new activities
and/or services developed in the recent years, such as broadcasting services which are
intended for a potentially unlimited audience, are not subject to the ePrivacy Directive
application.
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• In addition, the report outlined also that the unclear drafting of certain provisions of
the ePrivacy Directive and its ambiguity in some legal concepts have generated a
disharmonized pattern. For example, the report gives evidence that the provisions of
Article 4 of the ePrivacy Directive leaves areas of uncertainty, such as the ones on the
type of security risks that are covered by the obligation to inform subscribers and on
the possible mitigating measures to be adopted in such cases. This has led to a wide
range and varying degrees of interpretation.
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• Without the pretense to describe all the results of the report, it has to be noted that it
inspired and led to the drafting of the Regulation Proposal. The idea behind the need
to replace the ePrivacy Directive with a regulation was influenced by the path used for
the revision of the DPD with the introduction of the GDPR.

• First, the most evident novelty that the adoption of the Regulation Proposal would
cause consists in providing a legal framework directly applicable to EU Member
States, without any need of transposition because of its nature of regulation.
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• Moreover, the Regulation Proposal, if adopted, would also have a broader material
and territorial scope than the ePrivacy Directive.

• As regards to the material scope, the proposal would apply to several area of the
Digital Single Market such as marketing, e-Commerce, activity of call centers and
online advertising . In addition, the proposal would also apply to “Over-the-Top
services” (i.e. Voice over IP, messaging services and web-based e-mail services), that
are the activities that are based on the provision of applications and contents to the
users through the use of internet protocol and the traditional connection, thus offering
a final service directly to the customer and may eventually store data into clouds.
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• As regards the territorial scope, the proposal would apply when electronic
communication services are provided to end-users in the EU, and when they are used,
as well as to the protection of information related to the terminal equipment of end-
users located in the EU, whether or not the provider of the service is established in the
EU.
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• As said, the Regulation Proposal is purpose is for replacing the ePrivacy Directive,
aiming to configure a legal framework aligned to the GDPR provisions. A
confirmation of this purpose is that the proposal, on the one hand, recalls all the
GDPR definitions (i.e. consent) and, on the other hand, makes reference to the GDPR
on issues such as supervisory authorities, enforcement and individuals remedies and
liabilities are taken into account (therefore, except some specific provisions, such
issues will be regulated by the GDPR).
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• However, the Regulation Proposal also directly provides new definitions, such as of
electronic communications data, content or metadata, as well as definition of
electronic mail and direct marketing communications, voice to voice calls and
automated calling and communication systems.

• In addition, one should note that other definitions are given also through the
referencing to the Directive Establishing the European Electronic Communication
Code (“DEEECD”).
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• The DEEECD expressly provides, inter alia, the definition of “electronic
communications service” as means “a service normally provided for remuneration
via electronic communications networks, which encompasses, with the exception of
services providing, or exercising editorial control over, content transmitted using
electronic communications networks and services, the following types of services: (a)
‘internet access service’ as defined in point (2) of the second paragraph of Article 2 of
Regulation (EU) 2015/2120; (b) interpersonal communications service; and (c)
services consisting wholly or mainly in the conveyance of signals such as transmission
services used for the provision of machine-to-machine services and for broadcasting”.
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• In addition to the above, the main novelties that would be brought by the adoption of
the Regulation Proposal can be summarized as follows:

• (a) it would ensure that new players providers providing electronic communications
services (i.e. Whastapp) will be guaranteed the same level of confidentiality of
communication as traditional operators;

• (b) it would apply stronger rules to all people and businesses in the EU, that should
create a common field of protection for them;

• (c) it would guarantee a higher level of privacy for communication content and
metadata.
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• Those novelties are mainly provided in two Chapters of the proposal: (a) Chapter II,
which contains provisions aiming to protect electronic communications of natural and
legal persons and information stored in their terminal equipment; and (b) Chapter III
provides a common set of natural and legal person’s rights to control electronic
communications.
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• Analyzing in detail Chapter II, firstly, it has to be noted that the confidentiality of
electronic communications is set. Indeed, under Article 5, the Regulation Proposal
expressly states that “Any interference with electronic communications data, such as
by listening, tapping, storing, monitoring, scanning or other kinds of interception,
surveillance or processing of electronic communications data, by persons other than
the end-users, shall be prohibited, except when permitted by this Regulation”.
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• ePRIVACY REGULATION: KEY PROVISIONS

• In such respect, two cases in which providers of electronic communications networks
and services may process electronic communications data are set, and particularly:

• (a) if it is necessary to achieve the transmission of the communication, for the
duration necessary for that purpose; or

• (b) if it is necessary to maintain or restore the security of electronic communications
networks and services, or detect technical faults and/or errors in the transmission of
electronic communications, for the duration necessary for that purpose.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS
• Certain conditions are also set in the event an electronic communications services

provider intends to process electronic communications regarding both metadata or
content. As regards the conditions for the processing of electronic communications
metadata, those are:

• (a) if it is necessary to meet mandatory quality of service requirements;
• (b) if it is necessary for billing, calculating interconnection payments, detecting or

stopping fraudulent, or abusive use of, or subscription to, electronic communications
services; or

• (c) if the end-user concerned has given his or her consent to the processing of his or
her communications metadata for one or more specified purposes , including for the
provision of specific services to such end-users, provided that the purpose or purposes
concerned could not be fulfilled by processing information that is made anonymous.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• When electronic communications metadata are no longer needed for the purpose of
the transmission of a communication shall be erased are made anonymous. As
opposite, where the processing of electronic communications metadata takes place for
the purpose of billing the relevant metadata, such data may be kept until the end of the
period during which a bill may lawfully be challenged or a payment may be pursued
in accordance with national law.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• As regards the conditions for the processing of electronic communications content,
those are:

• (a) for the sole purpose of the provision of a specific service to an end-user, if the end-
user or end-users concerned have given their consent to the processing of his or her
electronic communications content and the provision of that service cannot be
fulfilled without the processing of such content; or

• (b) if all end-users concerned have given their consent to the processing of their
electronic communications content for one or more specified purposes that cannot be
fulfilled by processing information that is made anonymous, and the provider has
consulted the supervisory authority.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• In this respect, one should note that the proposal provides that the provider of the
electronic communications service shall erase electronic communications content
or make that data anonymous after receipt of electronic communication content by
the intended recipient or recipients.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• Other key provisions under Chapter II are set in order to prohibit some activities that
service providers of electronic communication may carry out and that are deemed not
to be lawful. Particularly, these prohibited activities are:

• (i) the use of processing and storage capabilities of terminal equipment and the
collection of information from end-users’ terminal equipment, including their software
and hardware, other than by the end-user concerned, and

• (ii) the collection of information emitted by terminal equipment to enable it to connect
to another device and/or to network equipment.

• However, it has to be noted that those prohibition are not fully mandatory because
some exceptions are provided in both cases.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• Finally, Chapter II of the proposal also contains provisions regarding information
and options for privacy settings.

• Indeed, Article 10 expressly states that “software placed on the market permitting
electronic communications, including the retrieval and presentation of information on
the internet, shall offer the option to prevent third parties from storing information on
the terminal equipment of an end-user or processing information already stored on
that equipment”. In addition, it is also required that “upon installation, the software
shall inform the end-user about the privacy settings options and, to continue with the
installation, require the end-user to consent to a setting”.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• As regards Chapter III of the proposal, as said, it contains various provisions that
would provide several natural and legal persons’ rights to control electronic
communications.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• Firstly, where presentation of the calling and connected line identification is offered in
accordance with DEEECD, the proposal would require providers of publicly available
number-based interpersonal communications services to provide the following
information:

• a. the calling end-user with the possibility of preventing the presentation of the
calling line identification on a per call, per connection or permanent basis;

• b. the called end-user with the possibility of preventing the presentation of the
calling line identification of incoming calls;
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS
• c. the called end-user with the possibility of rejecting incoming calls where the

presentation of the calling line identification has been prevented by the calling end-
user;

• d. the called end-user with the possibility of preventing the presentation of the
connected line identification to the calling end-user.

• As the ePrivacy Directive requires, the Regulation Proposal would require that all
above information must be provided to end-users by simple means and free of charge
and also some exceptions to presentation and restriction of calling and connected line
identification are set (i.e. organizations dealing with emergency communications,
including public safety answering points, for the purpose of responding to such
communications).
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• Another matter regulated by Chapter III of the proposal concerns publicly available
directories.

• In this respect, the proposal would require providers of publicly available directories
to obtain the consent of end-users who are natural persons to include their personal
data in the directory and, consequently, to obtain consent from these end-users for
inclusion of data per category of personal data, to the extent that such data are relevant
for the purpose of the directory as determined by the provider of the directory.

• In addition, providers of such services would be also required to give end-users who
are natural persons the means to verify, correct and delete such data.
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Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• Unsolicited communications are also regulated under Chapter III of the Regulation
Proposal.

• In particular, if adopted, the regulation would prohibit natural or legal persons to use
electronic communications services for the purposes of sending direct marketing
communications to end-users, who are natural persons, unless they have given their
consent.

• In this respect, it has to be noted that the service provider would also be required to
inform end-users of the marketing nature of the communication and the identity of the
legal or natural person on behalf of whom the communication is transmitted and to
provide the necessary information for recipients to exercise their right to withdraw
their consent, in an easy manner, to receiving further marketing communications.

663



Data Protection Rules

• ePRIVACY REGULATION: KEY PROVISIONS

• In addition to the above, when placing direct marketing calls, such providers shall
also present the identity of a line on which they can be contacted, or present a specific
code/or prefix identifying the fact that the call is a marketing call.

• In conclusion, the Regulation Proposal aims to provide obligation to information of
risks on communication services. Particularly, in the case of a particular risk that
may compromise the security of networks and electronic communications services,
the proposal would require the provider of an electronic communications service to
inform end-users of such risk and, where the risk lies outside the scope of the
measures to be taken by the service provider, inform end-users of any possible
remedies, including an indication of the likely costs involved.
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•

• ■ Which are the legal basis for a lawful data processing under the GDPR?

• ■ What are the two main obligation provided under the ePrivacy

Directive?

• ■ In which terms the ePrivacy Regulation proposal differs from the

ePrivacy Directive?
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•Data Protection Rules

SUGGESTED  READINGS

● DIRECTIVE 2002/58/EC concerning the processing of personal data and the

protection of privacy in the electronic communications sector.

● Regulation (EU) 2016/679 on the protection of natural persons with regard to the

processing of personal data and on the free movement of such data.

● Proposal for a Regulation concerning the respect for private life and the protection of

personal data in electronic communications and repealing Directive 2002/58/EC.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: LEGAL FRAMEWORK
• The growing number of television broadcasters in Europe and the broadcasting of

cross-borders television programmes has led to the implementation of dedicated
legislation aiming to introduce in such sector common minimum standards within
European territory.

• The first legislation in this respect was the television without frontiers directive, which
was replaced, in 2010, by the audiovisual media service directive. The aim of the
audiovisual media service directive was to create a common regulatory framework for
audiovisual services, to introduce common rules on TV advertising in order to increase
funding for audiovisual content and to facilitate access to services for people with
visual and hearing disabilities.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: LEGAL FRAMEWORK

• In recent years, however, the impact of the digital economy has changed the market
framework of the audiovisual media services, that are now largely distributed on
smartphones and tablets while the distribution of TV and radio broadcasting is
decreasing. In addition, the audiovisual media services market has also changed due to
the increasing relevance that online platforms are acquiring in the market.

669



Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: LEGAL FRAMEWORK

• Taking this into consideration, as part of the Digital Single Market Strategy, the EU
legislator has recently adopted the Directive No. 2018/808 amending the audiovisual
media services directive (the “Audiovisual Media Services Directive” or “AMSD”)
in order to adapt the latter legislation to the new distribution models arising out from
the digital economy and to regulate the role of content providers and online platforms
for video sharing in the audiovisual media services market.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: SCOPE

• The general scope of this directive is however limited by its provisions that expressly
exclude its application to audiovisual media services intended exclusively for reception
in third countries and which are not received with standard consumer equipment
directly or indirectly by the public in one or more Member States.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: DEFINITIONS
• For the better understanding of the AMSD’s scope, it is firstly needed to briefly go

through the most relevant definition provided under the same.

• (a) First, “audiovisual media service” means: “(i) a service as defined by Articles 56
and 57 of the Treaty on the Functioning of the European Union, where the principal
purpose of the service or a dissociable section thereof is devoted to providing
programmes, under the editorial responsibility of a media service provider, to the
general public, in order to inform, entertain or educate, by means of electronic
communications networks within the meaning of point (a) of Article 2 of Directive
2002/21/EC; such an audiovisual media service is either a television broadcast as
defined in point (e) of this paragraph or an on-demand audiovisual media service as
defined in point (g) of this paragraph; (ii) audiovisual commercial communication”;

672



Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: DEFINITIONS

• (b) secondly, “video-sharing platform service” means “a service as defined by Articles
56 and 57 of the Treaty on the Functioning of the European Union, where the principal
purpose of the service or of a dissociable section thereof or an essential functionality of
the service is devoted to providing programmes, user-generated videos, or both, to the
general public, for which the video-sharing platform provider does not have editorial
responsibility, in order to inform, entertain or educate, by means of electronic
communications networks within the meaning of point (a) of Article 2 of Directive
2002/21/EC and the organization of which is determined by the video-sharing platform
provider, including by automatic means or algorithms in particular by displaying,
tagging and sequencing”;
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: DEFINITIONS
• (c) “programme” means “a set of moving images with or without sound constituting an

individual item, irrespective of its length, within a schedule or a catalogue established
by a media service provider, including feature-length films, video clips, sports events,
situation comedies, documentaries, children's programmes and original drama”;

• (d) “video-sharing platform provider” means “the natural or legal person who provides
a video-sharing platform service”;

• (e) “media service provider” means “the natural or legal person who has editorial
responsibility for the choice of the audiovisual content of the audiovisual media
service and determines the manner in which it is organized”;

674



Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: DEFINITIONS
• (f) “audiovisual commercial communication” means “images with or without sound

which are designed to promote, directly or indirectly, the goods, services or image of a
natural or legal person pursuing an economic activity; such images accompany, or are
included in, a programme or user-generated video in return for payment or for similar
consideration or for self-promotional purposes. Forms of audiovisual commercial
communication include, inter alia, television advertising, sponsorship, teleshopping
and product placement”;

• (g) “television broadcasting” means “an audiovisual media service provided by a
media service provider for simultaneous viewing of programmes on the basis of a
programme schedule”;
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: DEFINITIONS

• (h) “broadcaster” means “a media service provider of television broadcasts”; and

• (i) finally, “on-demand audiovisual media service” means “an audiovisual media
service provided by a media service provider for the viewing of programmes at the
moment chosen by the user and at his individual request on the basis of a catalogue of
programmes selected by the media service provider”.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: KEY PROVISIONS

• Given the above definitions, under Chapter II, the AMSD first establishes some
general provisions.

• First, the applicable jurisdiction to a media service provider is regulated: in such
respect, Article 2 of the AMSD expressly ensures that all audiovisual media services
transmitted by media service providers under a Member States’ jurisdiction must
comply with the rules of the system of law applicable to audiovisual media services
intended for the public in that Member State.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: KEY PROVISIONS
• Particularly, in order to identify the applicable Member State’s jurisdiction to a media

service provider, the directive sets up the following regime:

• (a) if the media service provider has its head office in a Member State and the editorial
decisions about the audiovisual media service are taken in the same Member State, the
applicable jurisdiction is the one of that Member State;

• (b) if the media service provider has its head office in one Member State but editorial
decisions on the audiovisual media service are taken in another Member State, the
media service provider will be considered to be established in the Member State where
a significant part of the workforce involved in the pursuit of the audiovisual media
service activity operates;
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: KEY PROVISIONS
• finally, (c) if a media service provider has its head office in a Member State but

decisions on the audiovisual media service are taken in a third country, or vice versa,
the media service provider will be considered established in the Member State
concerned, provided that a significant part of the workforce involved in the pursuit of
the audiovisual media service activity operates in that Member State.

• In the event the above regime is not applicable, the AMSD provides two different
residual parameters that allow to identify the applicable Member State’s jurisdiction,
that are: (a) the use a satellite up-link situated in a Member State, when it is used by
the media service providers; and (b) the use of satellite capacity appertaining to a
Member State, even though no use of a satellite up-link is carried out.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: KEY PROVISIONS

• If no jurisdiction can be determined even using these parameters, the directive finally
provides a residual clause under which the applicable Member State’s jurisdiction will
be identified by the Member State in which the media service provider is established
within the meaning of Articles 49 to 55 of the Treaty on the Functioning of the
European Union.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: KEY PROVISIONS
• Along with the provisions setting the applicable jurisdiction, the AMSD, in Chapter II,

under Article 3, also sets forth the obligation to Member States to ensure freedom of
reception and free retransmission of audiovisual media services from other
Member States. This is a key provision in order to achieve the Digital Single Market
Strategy objectives.

• However, such provision may be derogated at the occurrence of some conditions
expressly provided under the same directive. Those exemption are, however, without
prejudice to the application of any procedure, remedy or sanction to the infringements
in question in the Member State which has jurisdiction over the media service provider
concerned.

681



Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: KEY PROVISIONS

• Lastly, in its second Chapter, the AMSD also provides a key obligation towards
Member States that aims to boost European works in the audiovisual media services
sector.

• Indeed, it is expressly provided that Member States shall ensure that media service
providers of on-demand audiovisual media services under their jurisdiction secure at
least a 30 % share of European works in their catalogues and ensure prominence of
those works.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: KEY PROVISIONS
• Given the above general provisions, the AMSD then establishes under Chapter III a set

of provisions applicable to the audiovisual media services.

• First, in order to boost transparency, Article 5 of the AMSD requires that “media
service providers under shall make easily, directly and permanently accessible to the
recipients of a service at least the following information:

• (a) its name;

• (b) the geographical address at which it is established;
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: KEY PROVISIONS
• (c) the details, including its email address or website, which allow it to be contacted

rapidly in a direct and effective manner;

• (d) the Member State having jurisdiction over it and the competent regulatory
authorities or bodies or supervisory bodies”.

• In addition to those information requirements, the directive also provides that Member
States may adopt legislative measures – that must respect fundamental rights and that
must be necessary and proportionate and aim to pursue an objective of general interest
– under which media service providers under their jurisdiction make accessible
information concerning their ownership structure, including the beneficial owners.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS

• Audiovisual services of media service providers are also restricted if they contain any
incitement to violence or hatred directed against a group of persons or a member
of a group, nor public provocation to commit a terrorist offence.

• This aims particularly to set an efficient protection of minors and disable persons that
is enforced by Member States that are able to take appropriate measures to ensure that
audiovisual media services provided by media service providers under their
jurisdiction which may impair the physical, mental or moral development of minors
are only made available in such a way as to ensure that minors will not normally hear
or see them.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• In line with the GDPR, the directive also foresees a specific regime for the collection

of minors’ data, that cannot be processed for commercial purposes. With regard to
Article 7 of the AMSD, the directive provides that for disabled persons Member States
shall adopt proportionate measures in order to progressively make the media services
more accessible to such category.

• Member States may also take measures to ensure the appropriate prominence of
audiovisual media services of general interest, as well as to ensure that audiovisual
media services provided by media service providers are not, without the explicit
consent of those providers, overlaid for commercial purposes or modified.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS

• The AMSD also deals with audiovisual commercial communication and audiovisual
media services or programmes that are sponsored.

• With regard to the first category, the directive provides for some requirements that
media service providers must comply with:

• (a) audiovisual commercial communication shall be readily recognizable as such and
not be surreptitious;
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• (b) audiovisual commercial communications shall not use subliminal techniques;

• (c) audiovisual commercial communications shall not: (i) prejudice respect for human
dignity; (ii) include or promote any discrimination based on sex, racial or ethnic origin,
nationality, religion or belief, disability, age or sexual orientation; (iii) encourage
behavior prejudicial to health or safety; (iv) encourage behavior grossly prejudicial to
the protection of the environment;

• (d) all forms of audiovisual commercial communications for cigarettes and other
tobacco products, as well as for electronic cigarettes and refill containers shall be
prohibited;
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS

• (e) audiovisual commercial communications for alcoholic beverages shall not be aimed
specifically at minors and shall not encourage immoderate consumption of such
beverages;

• (f) audiovisual commercial communications for medicinal products and medical
treatment available only on prescription in the Member State within whose jurisdiction
the media service provider falls shall be prohibited;
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS

• (g) audiovisual commercial communications shall not cause physical, mental or moral
detriment to minors , therefore, they shall not directly exhort minors to buy or hire a
product or service by exploiting their inexperience or credulity, directly encourage
them to persuade their parents or others to purchase the goods or services being
advertised, exploit the special trust minors place in parents, teachers or other persons,
or unreasonably show minors in dangerous situations.

• If an audiovisual commercial communication fails to comply with the above
requirements it will be considered prohibited under the AMSD.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• As regards the audiovisual media services or programmes that are sponsored, the

AMSD provides that those shall meet the following requirements: (a) their content
and, in the case of television broadcasting, their scheduling shall in no circumstances
be influenced in such a way as to affect the responsibility and editorial independence
of the media service provider; (b) they shall not directly encourage the purchase or
rental of goods or services, in particular by making special promotional references to
those goods or services; (c) viewers shall be clearly informed of the existence of a
sponsorship agreement. Sponsored programmes must be clearly identified as such by
the name, logo and/or any other symbol of the sponsor such as a reference to its
product(s) or service(s) or a distinctive sign thereof in an appropriate way for
programmes at the beginning, during and/or at the end of the programmes.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• In addition to the above, additional general restrictions are established by the

directive: firstly, audiovisual media services or programmes cannot be sponsored by
companies whose principal activity is the manufacture or sale of cigarettes and
other tobacco products, as well as electronic cigarettes and refill containers; secondly,
the sponsorship of audiovisual media services or programmes by companies whose
activities include the manufacture or sale of medicinal products and medical
treatment may promote the name or the image of the company, but not promote
specific medicinal products or medical treatments available only on prescription in the
Member State within whose jurisdiction the media service provider falls; finally, also
news and current affairs programmes cannot be sponsored, as well as, if prohibited
by the Member States, the showing of a sponsorship logo during children's
programmes, documentaries and religious programmes.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• The directive also regulates the product placement by establishing its prohibition.

• However, two exceptions are provided, by the way of which product placement is
allowed:

• (i) in cinematographic works, films and series made for audiovisual media services,
sports programmes and light entertainment programmes; and

• (ii) where there is no payment but only the provision of certain goods or services free
of charge, such as production props and prizes, with a view to their inclusion in a
programme.

• Falling to one of these categories does not automatically make product placement
lawful. Indeed, specific requirements are required by the directive in order to consider
product placement lawful, and specifically:
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• (a) their content and organization within a schedule, in the case of television

broadcasting, or within a catalogue in the case of on-demand audiovisual media
services, shall under no circumstances be influenced in such a way as to affect the
responsibility and editorial independence of the media service provider;

• (b) they shall not directly encourage the purchase or rental of goods or services, in
particular by making special promotional references to those goods or services;

• (c) they shall not give undue prominence to the product in question;
• (d) viewers shall be clearly informed of the existence of product placement by an

appropriate identification at the start and at the end of the programme, and when a
programme resumes after an advertising break, in order to avoid any confusion on the
part of the viewer.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS

• As a general protection clause, it has to be noted that, in any event, programmes cannot
contain product placement of:

• (a) cigarettes and other tobacco products, as well as electronic cigarettes and refill
containers, or product placement from undertakings whose principal activity is the
manufacture or sale of those products;

• (b) specific medicinal products or medical treatments available only on prescription in
the Member State under whose jurisdiction the media service provider falls.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• Chapter V of the directive deals with exclusive rights and short news reports in

television broadcasting and excludes from its application television broadcasts that are
intended for local audiences and do not form part of a national network, pursuant to
Article 18. Amongst others, the main obligation that is placed to Member States is that
they are forced to guarantee that events which are regarded by that Member State as
being of major importance for society are not broadcasted in an exclusive way in
their territory in order not to deprive a substantial portion of the audience from the
access to the service, drawing up a list of the designed events.

• In addition, they also have to guarantee that all the broadcaster established in the
Union have a fair, reasonable and non-discriminatory access to events of high interest
to the public which are transmitted on an exclusive basis by a broadcaster under their
jurisdiction.
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• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• The following Chapter provides specific provisions with regard to the promotion of

distribution and production of television programs and applies to television
broadcasts that are not intended for local audiences and form part of a national
network.

• Particularly, where practicable and by appropriate means, it is provided that: (i)
broadcasters reserve for European works a majority proportion of their transmission
time, excluding the time allotted to news, sports events, games, advertising, teletext
services and teleshopping; and (ii) broadcasters reserve at least 10% of their
transmission time, excluding the time allotted to news, sports events, games,
advertising, teletext services and teleshopping, or alternately, at the discretion of the
Member State, at least 10% of their programming budget, for European works created
by producers who are independent of broadcasters.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS

• Chapter VII disciplines television advertising and teleshopping.

• Under this Chapter it is firstly provided that television advertising and teleshopping
shall be readily recognizable and distinguishable from editorial content and shall be
kept quite distinct from other parts of the program by optical and/or acoustic and/or
spatial means.

• In addition, it is allowed to have isolated television advertising and teleshopping spots
in sports events. However, apart from transmissions of sports events, isolated
television advertising and teleshopping spots must remain an exception.

698



Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• Secondly, under Chapter VII it is also provided that Member States shall ensure the

respect of the integrity of the programmes when television advertising or teleshopping
are inserted during programmes.

• In such respect, it is particularly provided that television advertising, teleshopping, or
both, may interrupt the transmission of films made for television (excluding series,
serials and documentaries), cinematographic works and news programmes once for
each scheduled period of at least 30 minutes, and the transmission of children's
programs once for each scheduled period of at least 30 minutes, provided that the
scheduled duration of the program is greater than 30 minutes. In any case, the
transmission of teleshopping is not allowed during children's programs and it, jointly
with television advertising, shall not be inserted during religious services.
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• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS
• In addition to the above limitations, the directive also establishes the prohibition of

television advertising and teleshopping for alcoholic beverages when:
• (a) it may not be aimed specifically at minors or, in particular, depict minors

consuming these beverages;

• (b) it shall not link the consumption of alcohol to enhanced physical performance or to
driving;

• (c) it shall not create the impression that the consumption of alcohol contributes
towards social or sexual success;

• (d) it shall not claim that alcohol has therapeutic qualities or that it is a stimulant, a
sedative or a means of resolving personal conflicts;
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: RESTRICTIONS

• (e) it shall not encourage immoderate consumption of alcohol or present abstinence or
moderation in a negative light;

• (f) it shall not place emphasis on high alcoholic content as being a positive quality of
the beverages.

• Also with regard to those television advertising spots and teleshopping spots time
limitations are set by the directive.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: VIDEO-SHARING PLATOFORM SERVICES
• Finally, the AMSD provides for specific provisions dedicated to the video-sharing

platform services.

• The jurisdiction of a video-sharing platform provider is identified by recalling Article
3, par. 1, of the e-Commerce Directive. If no jurisdiction can be identified pursuant to
the previous article, the AMSD considers a video-sharing platform provider established
on the territory of a Member State for the if that video-sharing platform provider: (a)
has a parent undertaking or a subsidiary undertaking that is established on the territory
of that Member State; or (b) is part of a group and another undertaking of that group is
established on the territory of that Member State.
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Digital Media and Digital Infrastructures

• AUDIOVISUAL MEDIA SERVICES: VIDEO-SHARING PLATOFORM SERVICES

• Residual clauses for determining the jurisdiction of a video-sharing platform provider
are set where there are several subsidiary companies, established in different Member
States, that generally refer to the territory where the subsidiary first begun its activity,
provided that it maintains a stable and effective link with the economy of that Member
State.

• Once determined on the basis of the above criteria the jurisdiction of video-sharing
platform providers, Member States are placed with the obligation to establish and
maintain an up-to-date list of the video-sharing platform providers established or
deemed to be established on their territory.
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• AUDIOVISUAL MEDIA SERVICES: VIDEO-SHARING PLATOFORM SERVICES
• The AMSD establishes several and specific obligations – that are in addition to those

provided under the e-Commerce Directive applicable to any ISP – aiming to protect
consumers.

• Particularly, video- sharing platform providers under a jurisdiction of a Member State
must take appropriate measures to protect, inter alia, minors from programmes, user-
generated videos and audiovisual commercial communications which may impair their
physical, mental or moral development, and the general public from programmes, user-
generated videos and audiovisual commercial communications containing content the
dissemination of which constitutes an activity which is a criminal offence under Union
law. In addition, video-sharing platform providers must clearly inform users where
programmes and user- generated videos contain audiovisual commercial
communications.
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• AUDIOVISUAL MEDIA SERVICES: VIDEO-SHARING PLATOFORM SERVICES
• The appropriate measures that video-sharing platform are obliged to take are

determined in light of the nature of the content in question, the harm it may cause, the
characteristics of the category of persons to be protected as well as the rights and
legitimate interests at stake, including those of the video-sharing platform providers
and the users having created or uploaded the content as well as the general public
interest. measures.

• In any case, it is expressly provided that those measures must be practicable and
proportionate, taking into account the size of the video-sharing platform service and
the nature of the service that is provided. Under Article 28b, par. 3, of the AMSD it is
provided a full list of measures that Member States may impose on video-sharing
platform providers given that Member States may impose measures that are more
detailed or stricter than the listed measures.
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• AUDIOVISUAL MEDIA SERVICES: AUTHORITIES AND BODIES
• Disputes between users and video-sharing platform providers relating to the

application of the above provisions are settled by out-of-court mechanisms that are
required by the same AMSD. Indeed, it provides that Member States must ensure out-
of-court mechanisms that enable such disputes to be settled impartially and shall not
deprive the user of the legal protection afforded by national law.

• Finally, along with establishing provisions regarding national regulatory authorities in
this sector, the AMSD also specifically establishes, pursuant to Article 30b, an
european regulator, namely, the European “Regulators Group for Audiovisual Media
Services” (“ERGA”) that is composed of representatives of the national regulatory
authorities or bodies in the field of audiovisual media services with primary
responsibility for overseeing audiovisual media services.
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• AUDIOVISUAL MEDIA SERVICES: AUTHORITIES AND BODIES

• ERGA has various tasks, and specifically: (a) provide technical expertise to the EU
Commission on matters related to audiovisual media services within its competence;
(b) exchange experience and best practices on the application of the regulatory
framework for audiovisual media services, including on accessibility and media
literacy; (c) cooperate and provide its members with the information necessary for the
application of the AMSD; (d) give opinions, when requested by the EU Commission,
on the technical and factual aspects of some specific issues under the AMSD.
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• ONLINE PLATFORMS REGULATION: SCOPE

• Aspects of the B2B relationships on online platforms have also been on the
European Commission’s agenda since 2016. Particularly, in its Communication on
“Online Platforms and the Digital Single Market” the Commission noted that a public
consultation revealed that there were various concerns, particularly for SMEs and
micro-enterprises, about some trading practices of certain online platforms.
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• ONLINE PLATFORMS REGULATION: SCOPE

• Amongst other, the concerns revealed by the public consultation were related, on one
hand, to the terms and conditions on which business suppliers were granted access to
an online platform, that were generally unfair (i.e. providing parity clauses or
unilateral modifications) and, on the other hand, to certain trading practices that the
same online platforms performed (i.e. online platforms usually play a dual role on their
network by offering their own products alongside business suppliers).
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• ONLINE PLATFORMS REGULATION: SCOPE

• As a result, EU Commission presented its proposal for a Regulation “on promoting
fairness and transparency for business users of online intermediation services” with the
objective to ensure a higher level of transparency in the terms and conditions of
online intermediation services, both generally and with regard to specific terms on
specific practices. And this was adopted as No. 2019/1150 on 20 June 2019 (the
“FTReg”).
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• ONLINE PLATFORMS REGULATION: SCOPE

• The FTReg application extent is established by its Article 1, par. 2, that states that the
regulation applies to:

• “online intermediation services and online search engines provided, or offered to be
provided, to business users and corporate website users, respectively, that have their
place of establishment or residence in the Union and that, through those online
intermediation services or online search engines, offer goods or services to consumers
located in the Union, irrespective of the place of establishment or residence of the
providers of those services and irrespective of the law otherwise applicable”.
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• ONLINE PLATFORMS REGULATION: SCOPE

• However, the FTReg’s application extent does not reach “online payment services or
online advertising tools or online advertising exchanges, which are not provided with
the aim of the facilitating the initiation of direct transactions and which do not involve
a contractual relationship with consumers”.

• For the sake of clarity, the regulation is specifically dedicated to discipline the position
of various subjects operating in the online market, such as, on one side, providers of
online intermediation services and business users of such online intermediations
services and, on the other side, providers of online search engines and corporate
website users of such online search engines.
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• ONLINE PLATFORMS REGULATION: DEFINITIONS

• In order to better understand this, some FTReg’s definitions have to be clarified.

• First, under the regulation “business user” means “any private individual acting in a
commercial or professional capacity who, or any legal person which, through online
intermediation services offers goods or services to consumers for purposes relating to
its trade, business, craft or profession”.
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• ONLINE PLATFORMS REGULATION: DEFINITIONS
• Secondly, “online intermediation services” means “services which meet all of the

following requirements:

• (a) they constitute information society services within the meaning of point (b) of
Article 1(1) of Directive (EU) 2015/1535 of the European Parliament and of the
Council;

• (b) they allow business users to offer goods or services to consumers, with a view to
facilitating the initiating of direct transactions between those business users and
consumers, irrespective of where those transactions are ultimately concluded;

• (c) they are provided to business users on the basis of contractual relationships
between the provider of those services and business users which offer goods or
services to consumers”.
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• ONLINE PLATFORMS REGULATION: DEFINITIONS

• Thirdly, “online search engine” means “a digital service that allows users to input
queries in order to perform searches of, in principle, all websites, or all websites in a
particular language, on the basis of a query on any subject in the form of a keyword,
voice request, phrase or other input, and returns results in any format in which
information related to the requested content can be found”.

• Finally, “corporate website user” means “any natural or legal person which uses an
online interface, meaning any software, including a website or a part thereof and
applications, including mobile applications, to offer goods or services to consumers
for purposes relating to its trade, business, craft or profession”.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• The discipline of the FTReg aims specifically to ensure fairness and transparency
between providers of online intermediation services and online search engines (the
“OP providers”) and their respective users, with a focus on business / corporate users.

• Indeed, with regard consumers, other legislations apply (the most of which was
previously analyzed in this paper).
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• Therefore, first, the FTReg provides certain information requirements for OP
providers.

• Under Article 3 of the FTReg “terms and conditions” are specifically regulated. In
particular, OP providers shall ensure that their terms and conditions:

• (a) are drafted in plain and intelligible language;
• (b) are easily available to business users at all stages of their commercial relationship

with the provider of online intermediation services, including in the pre-contractual
stage;
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• (c) set out the grounds for decisions to suspend or terminate or impose any other kind
of restriction upon, in whole or in part, the provision of their online intermediation
services to business users;

• (d) include information on any additional distribution channels and potential affiliate
programmes through which providers of online intermediation services might market
goods and services offered by business users;

• (e) include general information regarding the effects”.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• If OP providers intend to amend such terms and conditions, they are obliged to give (at
least) a 15 days prior notice before proceeding to the execution of such amendments.
Such obligation, however, does not always apply because of some exceptions, that
apply where a provider of online intermediation services:

• (i) is subject to a legal or regulatory obligation which requires it to change its terms
and conditions in a manner which does not allow it to respect such notice period; or

• (ii) must exceptionally change its terms and conditions to address an unforeseen and
imminent danger related to defending the online intermediation services, consumers or
business users from fraud, malware, spam, data breaches or other cybersecurity risks.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• Taking into consideration both the relevance that data have been acquiring over the
years and the strong impact of the GDPR, the FTReg requires additional information
with regard the terms and conditions concerning data.

• Indeed, firstly, OP providers must include in the terms and conditions also a
description of the technical and contractual access, or absence thereof, of business
users to any personal data or other data, or both, which business users or consumers
provide for the use of the online intermediation services concerned or which are
generated through the provision of those services.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• In particular OP providers must ensure business users are informed, inter alia, whether
the OP provider has access to personal data or other data, or both, which business users
or consumers provide for the use of those services or which are generated through the
provision of those services, and if so, to which categories of such data and under what
conditions; and whether a business user has access to personal data or other data, or
both, provided by that business user in connection to the business user’s use of the
online intermediation services concerned or generated through the provision of those
services to that business user and the consumers of the business user’s goods or
services, and if so, to which categories of such data and under what conditions.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• Secondly, the FTReg also provides that OP providers must ensure that the identity of
the business users providing the goods or services on the online intermediation
services is clearly visible.

• Finally, OP providers must also include in their term and conditions the main
parameters (that is to say the main parameters, which individually or collectively, are
most significant) they use in determining ranking and the reasons for their
importance with respect to other parameters.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• If OP providers influence rakings against direct or indirect remuneration, this must also
be disclosed to business users and corporate website users by describing such
possibility and the effects of the remuneration on rakings.

• The disclosure must be provided in an easily and publicly available description, drafted
in plain and intelligible language, and kept up to date.

• However, no disclosure of algorithms is required, nor any information that, with
reasonable certainty, would result in the enabling of deception of consumers or
consumer harm through the manipulation of search results.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• Furthermore, additional information requirements of the OP providers’ terms and
conditions must be provided if OP providers restrict the ability of business users to
offer the same goods and services to consumers under different conditions through
other means than through those services.

• In such cases, OP providers must include the grounds (i.e. economic, commercial or
legal consideration for those restriction) for such restriction and make those
grounds easily available to the public.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• If an OP provider or a business users offer to consumers through the OP provider’s
online intermediation services “ancillary goods and services” (including financial
products), the OP provider must provide further information requirements in its
terms and conditions.

• These, in particular, consist in the description of the type of ancillary goods and
services offered and a description of whether and under which conditions business
users are also allowed to offer their own ancillary goods and services through the
online intermediation services.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• Finally, other information requirements to be included under OP providers’ terms
and conditions are those established under Article 7 of the FTReg.

• Under such provision, OP providers must provide the description of any differentiated
treatment (i.e. main economic, commercial or legal consideration for such
differentiated treatment) which they give, or might give, in relation to goods or
services offered to consumers through their online intermediation services or, as the
case may be, online search engines.
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• In particular, such description shall cover, “where applicable any differentiated
treatment through specific measures taken by, or the behavior of, the provider of online
intermediation services or the provider of the online search engine relating to any of
the following: (a) access that the provider, or that the business users or corporate
website users which that provider controls, may have to any personal data or other
data, or both, which business users, corporate website users or consumers provide for
the use of the online intermediation services or the online search engines concerned or
which are generated through the provision of those services; (b) ranking or other
settings applied by the provider that influence consumer access to goods or services
offered through those online intermediation services by other business users or through
those online search engines by other corporate website users; …
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• ONLINE PLATFORMS REGULATION: TERMS AND CONDITIONS

• …(c) any direct or indirect remuneration charged for the use of the online
intermediation services or online search engines concerned; (d) access to, conditions
for, or any direct or indirect remuneration charged for the use of services or
functionalities, or technical interfaces, that are relevant to the business user or the
corporate website user and that are directly connected or ancillary to utilizing the
online intermediation services or online search engines concerned”.

728



Digital Media and Digital Infrastructures

• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• Given the above, it has to be noted that if an OP provider’s terms and conditions, or
specific provisions thereof, fail to comply with the legal framework outlined insofar,
the FTReg provides a strong legal sanction under which they will be specifically
considered null and void. This provisions makes such regulation very effective and
strongly contributes to boost fairness in B2B relationships on online platforms.

• In this respect another important provision is Article 4 of the FTReg, which
specifically regulates the situations in which an OP provider decides to restrict,
suspend or terminate the provision of its online intermediation services to a given
business user.
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• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• In such cases, the OP provider shall provide the business user concerned, prior to or at
the time of the restriction or suspension taking effect, with a statement of reasons for
that decision on a durable medium. In case of termination, OP provider shall provide
the business user concerned at least 30 days prior to the termination taking effect,
with a statement of reasons for that decision on a durable medium. Some exceptions
apply to this provision (i.e. OP provider is subject to a legal obligation which requires
to terminate immediately the provision of the service).
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• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• In the case of restriction, suspension or termination, the OP provider shall give the
business user the opportunity to clarify the facts and circumstances in the framework
of the internal complaint-handling process, that is regulated by the same FTReg.

• Where the restriction, suspension or termination is revoked by the OP provider, it shall
reinstate the business user without undue delay, including providing the business user
with any access to personal or other data, or both, that resulted from its use of the
relevant online intermediation services prior to the restriction, suspension or
termination having taken effect.
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• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• In the case of restriction, suspension or termination, the OP provider shall give the
business user the opportunity to clarify the facts and circumstances in the framework
of the internal complaint-handling process, that is regulated by the same FTReg.

• Where the restriction, suspension or termination is revoked by the OP provider, it shall
reinstate the business user without undue delay, including providing the business user
with any access to personal or other data, or both, that resulted from its use of the
relevant online intermediation services prior to the restriction, suspension or
termination having taken effect.
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• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• Said that, however, it has to be noted that an OP provider does not have to provide a
statement of reasons where it is subject to a legal or regulatory obligation not to
provide the specific facts or circumstances or the reference to the applicable ground or
grounds, or where a provider of online intermediation services can demonstrate that the
business user concerned has repeatedly infringed the applicable terms and conditions,
resulting in termination of the provision of the whole of the online intermediation
services in question.
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• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• Another key provision provided in order to ensure that contractual relations between
OP providers and business users are conducted in good faith and based on fair dealing,
is Article 8, which requires OP providers to:

• (a) not impose retroactive changes to terms and conditions, except when they are
required to respect a legal or regulatory obligation or when the retroactive changes are
beneficial for the business users;

• (b) ensure that their terms and conditions include information on the conditions under
which business users can terminate the contractual relationship with the provider of
online intermediation services; and
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• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• (c) include in their terms and conditions a description of the technical and contractual
access, or absence thereof, to the information provided or generated by the business
user, which they maintain after the expiry of the contract between the provider of
online intermediation services and the business user.
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• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• In conclusion, FTReg also provides certain modalities for conflicts resolutions.
• Under Article 11, the regulation specifically requires OP providers to provide an

internal system for handling the complaints of their business users. Such system
must be easily accessible and free of charge for business users and must ensure
handling within a reasonable time frame.

• In addition, it also must be based on the principles of transparency and equal treatment
to equivalent situations, and treating complaints in a manner which is proportionate to
their importance and complexity. Issues that can be filed by means of such system are
listed under the same Article.
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• ONLINE PLATFORMS REGULATION: KEY PROVISIONS

• Furthermore, along with the requirement of the provision of an internal system for
handling the complaints, under Article 12, the FTReg also establishes that OP
providers must identify in their terms and conditions two or more mediators with
which they are willing to engage to attempt to reach an agreement with business users
on the settlement, out of court, of any disputes between the provider and the business
user arising in relation to the provision of the online intermediation services concerned.

• Before mediators can be filed complains also that could not be resolved by means of
the internal complaint-handling system referred to in Article 11.
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•

• ■ How the applicable jurisdiction to a media service provider is identified?

• ■ What are the main provisions that place restrictions to media service

providers in the audiovisual sector?

• ■Which are the main subjects under the FTReg?

• ■What terms and condition must include?
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SUGGESTED  READINGS

● Regulation (EU) 2019/1150 of 20 June 2019 on promoting fairness and transparency

for business users of online intermediation services.

• ● Directive (EU) 2018/1808 of the European Parliament and of the Council of 14 

November 2018 amending Directive 2010/13/EU on the coordination of certain 

provisions laid down by law, regulation or administrative action in Member States 

concerning the provision of audiovisual media services (Audiovisual Media Services 

Directive) in view of changing market realities.
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